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Blockchain, one of the representative technologies of Web 3.0, is becoming increasingly
important in modern society. The implementation of blockchain or relevant technologies
may become a trend in the near future due to its reliability and security. There have been
many discussions about blockchains in recent years, covering a range of topics from their
architecture to their framework and from smart contracts to their applications. The number
of interdisciplinary studies in the fields of decentralized finance (DeFi), decentralized
identity (DID), Non-Fungible Tokens (NFTs), and the Metaverse has increased. However,
the current state of blockchain technology means that it cannot be directly adopted in
many areas due to a lack of infrastructure support, security and privacy issues, efficiency
concerns, high costs, and the complexity of the collaboration of many parties, among other
factors. In order to fully understand and determine the merits of blockchain technologies,
scholars, professionals, and pioneers in the field must dedicate enormous effort to exploring
these factors. The need for blockchain precipitates the discovery of the means to explore
its use.

This journal Blockchains (ISSN 2813-5288) [1] aims to seek and publish the latest techni-
cal achievements and breakthroughs, e.g., regular research papers, surveys, and comments,
in order to contribute to the development of blockchain technologies. We encourage sci-
entists and practitioners to publish their experimental and theoretical results and new
findings in as much detail as possible. All classic and emerging topics in the domains of
blockchain are welcome, including (but not limited to): blockchain networks, architecture,
security and privacy, applications, methods, models, framework, and empirical studies.
Interdisciplinary topics, such as technology and management convergence in blockchain
and medico-engineering cooperation with blockchain, etc., also are encouraged.

There are no restrictions on the length of submissions. For theoretical papers, full
details of the evidence must be provided so that the results can be verified. For experimen-
tal papers, full experimental details must be provided so that results can be reproduced.
Additionally, electronic files or software regarding the full details of the calculations and
experimental procedures, etc., may be included with the submission as Supplementary Ma-
terials. This journal applies a double-blind peer-review process, in which the authors'
identities are not known to the reviewers.

The journal publishes original papers in the field of blockchain and its applications.
Potential topics include (but are not limited to):

Blockchain and distributed ledger technology implementation;
Blockchain and cryptography;

Blockchain and digital currency;

Blockchain in finance;

Blockchain in management;

Bitcoin and Ethereum,;

New applications of blockchain;

Emerging technologies and developments of blockchain;
Blockchain theory;
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Blockchain for data exchange;

NFTs (Non-Fungible Tokens);

New architecture, framework, or models of blockchain;
Security and privacy in blockchain;
Blockchain advances in 6G network;

Smart contract methods;

Blockchain-based business models;

Data governance in blockchain;

Blockchain and secure critical infrastructure;
Blockchain in the Metaverse;

Cross-chain techniques;

Attacks and threats to blockchain.
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