
Citation: Coduto, K.D. Theorizing

Interpersonal and Technological

Dimensions of Privacy in the

Exchange of Sexual Communication.

Sexes 2024, 5, 71–84. https://doi.org/

10.3390/sexes5020006

Academic Editor: Cecilia M. Benoit

Received: 9 February 2024

Revised: 28 April 2024

Accepted: 7 May 2024

Published: 9 May 2024

Copyright: © 2024 by the author.

Licensee MDPI, Basel, Switzerland.

This article is an open access article

distributed under the terms and

conditions of the Creative Commons

Attribution (CC BY) license (https://

creativecommons.org/licenses/by/

4.0/).

Review

Theorizing Interpersonal and Technological Dimensions of
Privacy in the Exchange of Sexual Communication
Kathryn D. Coduto

Department of Mass Communication, Advertising, and Public Relations, Boston University,
Boston, MA 02215, USA; kdcoduto@bu.edu

Abstract: As technology continues to evolve, so too do privacy concerns individuals have about
technology. This is especially true when individuals share highly sensitive, personal content through
technology. When individuals sext, they are sharing sexually explicit messages, photos, and videos
with another person. Two theories are interrogated in how they may apply to sexting and privacy:
communication privacy management theory and privacy calculus. Utilizing these theories, privacy is
highlighted in this article as a negotiation process between partners and technologies. Individuals
must consider who they share material with and the channels they use, and these theories can help
in developing a better understanding of these processes. Sexting can be a positive influence on
adults’ romantic relationships, whether serious or casual; yet, they need to be able to engage in these
behaviors in ways that encourage trust both interpersonally and with their technology.
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1. Theorizing Interpersonal and Technological Dimensions of Privacy in the Exchange
of Sexual Communication

The sending and receiving of personal sexual materials continues to be a growing area
of interest for scholars who research sexuality, romantic relationships, and psychological
well-being, to name just a few of the many fields where this work is taking place. This
sending and receiving of sexual material is known as sexting. Though definitions vary,
most define sexting as sending and/or receiving a sexual message, whether text, photo,
audio, or video, via either a smartphone or computer [1], often featuring one’s likeness [2].
Numerous types of individuals sext, including adolescents and young adults [3] as well as
older adults [4]. Motivations for sexting range from body image concerns and the potential
for self-esteem boosts [3,5] to relational reasons, including relationship maintenance and
pressures within one’s relationship to sext [6].

As research into sexting continues to grow, it is important to not just consider why
individuals sext or even how they sext. Research into sexting often focuses on specific
channel choices, as outlined by Courtice and Shaughnessy [7]), which can lead to limitations
in understanding broader trends around a topic. Of particular importance in the coming
years will be understanding the privacy tensions associated with sexting. Individuals are
clearly willing and able to share highly personal, sexual material with others; yet, they must
choose who these others are and determine if they are trustworthy, while also determining
the technologies that they can or cannot trust in the process. As technology continues
to evolve, particularly with the ongoing growth of artificial intelligence and large-scale
data collection by technology companies (see Coduto [8], chapter 5, for a full review),
individuals will have to start considering their digital sexual practices more carefully.

Thus, the goals of the present article are threefold: First, I aim to outline and synthesize
existing research into sexting and privacy concerns, in particular focusing on the differences
between adolescents and adults who sext and the potential influences on their privacy
perceptions. I also consider privacy as it relates to nonconsensual sharing, as this practice
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specifically offers nuanced insights into how privacy is perceived and managed. In this
section, I also note the limitations of existing research into privacy, specifically considering
how privacy could be better defined and understood in this context. Second, I consider
how we can study privacy and sexting in the future by bridging literature and research
in interpersonal trust and trust in technology. I also emphasize understanding privacy as
a negotiation between parties (both human and technological) in this section. Research
often shows that people who sext trust a technology even if they do not trust a specific
partner [8]. Finally, I also propose potential outcomes that might be studied in this context.
Instead of studying privacy for privacy’s sake, it is worth understanding what benefits
the actual people who sext might derive from feelings of improved privacy and, perhaps,
improved security. This likely will extend to other settings, allowing for greater technology
and media literacy.

I specifically focus on an analysis of communication privacy management theory
(CPM [9]) and privacy calculus [10] in understanding the perceptions individuals have as
they sext. These theories offer a valuable starting point for understanding sexting as both a
risk-taking behavior and as a positive relational activity. CPM and privacy calculus have
theoretical overlaps and boundary conditions that make them ideal to be studied in tandem
in this particular context. Sexting creates a context where privacy is not determined by
just one party, but it is instead a shared negotiation between multiple individuals and the
channels they utilize.

This review article therefore also addresses needs in the field of sexting as outlined by
Courtice and Shaughnessy [7]—namely, better integration and consideration of theories
(in this case, interpersonal and technological communication theories) as well as expanding
beyond a focus on a given medium to technology as a broader factor within sexting.

2. Privacy Perceptions and Sexting

When individuals sext, they are sharing highly personal information about themselves,
whether via text, audio, photo, or video [1,11]. Though it may be easier to identify an
individual in a photo or video, personal information can still be gleaned from messages
written to another person. Even when individuals take steps to create a sense of privacy
(such as blurring a face from a photo), other aspects of the content may still be identifiable;
this is especially true if the receiving party shares with additional third parties and can verify
the identity of the original sender. Thus, privacy concerns involve both the technology and
the involvement of a partner and/or other parties. When individuals sext, privacy becomes
a negotiation, not just an individual practice.

The revealing of this information beyond designated parties could be harmful to the
sender of the sext. This could include experiencing cybervictimization (such as online
harassment [12]) and the sharing of one’s personal content to a mass audience [13]. When
this happens, individuals may experience threats to their well-being, including harm to
mental health, as well as ramifications such as job loss. Thus, considerations of privacy are
imperative in understanding sexting, particularly as technology continues to evolve, and
allowing for greater sexting in interpersonal relationships but also increasing the potential
risks of sharing. The growth of artificial intelligence, with the ability to seamlessly edit
faces into content or create text content that can imitate a sender, further highlights the
need for greater privacy practices.

Further, sexting often occurs in established relationships [8] or as part of a ritual of
relationship development [14]. As a result, sexts are often sent to a known other, typically
an established romantic relationship partner. Because individuals know the partner they
are sexting, the sense of threat may be reduced. However, previous research has suggested
that individuals can experience intimate threats [15]. These intimate threats are privacy
threats that can come from romantic partners and other family members. Just because
individuals know each other, it does not mean they cannot violate each other’s privacy,
which is another key reason to consider privacy as a negotiation. These violations could
happen because individuals know each other’s secrets and are able to share them; this is
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also possible given that many in serious relationships share access to devices, including
sharing passwords to different devices and accounts [15]. An established relationship is
thus still open to threats to privacy. Even a miscommunication between two partners could
result in the improper sharing of sexual content [16].

Similarly, research has also investigated multiparty privacy conflicts [17]. These
conflicts involve publishing photos or videos of others without having permission to do
so, usually sharing this content on social media. Again, the problem often arises among
known others—an individual has a friend or loved one who decides to share their material
online [17]. In this case, because much of the focus is on social media, multiple parties
are involved in both the sharing and viewing of the content. Both intimate threats and
multiparty privacy conflicts are understood as privacy violations of one individual, when
in reality multiple individuals bear responsibility for what happens with this content.

Though many people sext in the context of established relationships, there are vari-
ations between adults and adolescents. Adolescents may be more likely to sext with
a relatively unknown partner, particularly as their social circles are expanding through
schooling and extracurricular experiences. In considering sexting among adults and ado-
lescents and their approaches to privacy, it is likely that stark differences will arise. Some
previous research already suggests this, and this work provides a foundation for future
research questions.

2.1. Sexting Risks among Adults vs. Adolescents

Though both adolescents and adults engage in sexting, they often utilize different
channels, with a wide range of motivations for engaging in the behavior. Some overlap
exists between these two groups, but it is also important to highlight their differences.
Of particular note is that privacy concerns are different among these two groups, in part
because there are legal ramifications when underage individuals share sexual content [18].
Though not all adolescents engage in sexting, a recent meta-analysis suggests approximately
15% of adolescents have sent a sext, and nearly 30% have received a sext [19]. Laws vary,
but engaging in the sharing of sexual content can result in punishments ranging from
misdemeanor charges to sexual offender status if an underage teenager is involved in the
sexual exchange [18]. This is often true regardless of whether the sexting was consensual
or not. Even in cases where a teen has consented, by virtue of their age they are unable to
fully consent. It is also noteworthy that laws vary both state by state (in the United States),
as well as from country to country, with most work currently focusing on legal implications
in Western contexts [18,20].

Existing research has explored how social media channels, such as Instagram, may
be utilized for sexting among adolescents [21]. Younger individuals may take advantage
of social networking sites to share sexual content, in part because they are able to connect
with others they may not know in person [22]. Social media may provide an avenue to
connection that is not otherwise available. Affordances of channels such as Snapchat, which
features disappearing messages, may help adolescents to feel that these are the best options
for sexting; for many, this may also feel like a more intimate channel choice [6]. Yet these
channels also raise questions about how material is protected, if it is protected, and what
role a channel or platform plays in protecting privacy. Individuals can lie about their age
when they sign up for a platform; they can also lie about their age to a new partner. While
lying about one’s age among adults often occurs in online dating contexts [23], this becomes
significantly riskier if a teenager lies to seem older to a potential sexting partner.

Existing research suggests that adolescents themselves perceive sexting to be a risky
endeavor (e.g., De Ridder [24]). This age group is more likely to send sexual content to
new or relatively unknown others, which can make discussions around sharing sexual
content and privacy practices difficult and uncomfortable [25]. Adolescents in a Belgian
study often worried about being victimized or bullied if they engaged in sexting [24], a
concern that may be warranted based on other research suggesting that adolescents often
forward sexual messages without others being aware [19].
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This is further coupled with the rising adoption of mobile phones among teenagers [22].
Increasingly younger individuals constantly have technology with them, which enables
them to create and send sexual content [6]. In many instances, adolescents may not be
thinking of potential long-term implications from sexting or may think that they themselves
are safe from negative outcomes [26]. The ease of access to mobile phones and social
networking sites makes it easy to share content, perhaps thoughtlessly.

Adults face similar considerations regarding sexting, but adults are also often sexting
in a different relational context compared to adolescents. Whereas adolescents may be
thinking about using sexting as a way to connect with a new partner, many adults who
sext are sending this content in the context of established romantic relationships [8,27].
Thus, adolescents may be thinking about how to share and the implications of sharing
with unknown others, carrying legal risks; adults, though, may be trying to maintain
their ongoing relationships, or may even be navigating a long-distance relationship [3,28].
Adults in established relationships may feel there is less risk involved in sexting due to the
fact that they are engaging with a known partner. Further, research suggests that sexting
can be largely positive for adults who sext in this context [27,28]. Despite these potential
positives from sexting, most existing research still focuses on privacy as an individual
practice and not a relational management tool.

Thus, adults can still experience feelings of uncertainty in their relationships. Indi-
viduals may experience uncertainty about a relationship’s trajectory or about a partner’s
role within a relationship [29]. Partners could interfere with goals including improving or
managing sexual communication. Thus, partner uncertainty may be an important factor
to consider when attempting to understand privacy perceptions among adults who sext.
This is particularly evident with newer research suggesting uncertainty can specifically be
connected with sexting [27]. Individuals may generally trust a partner while still feeling
uncertain about how a partner manages the sexual content they have been sent. Therefore,
while adolescents may have to work to manage their privacy with relatively unknown
others, adults are often faced with negotiating with a long-term partner. However, for
both groups, they can still experience the sharing of their content beyond the intended
audiences—in some cases, for nefarious purposes, and particularly when one’s sexual
imagery is included.

2.2. Non-Consensual Image Distribution and Revenge Porn

Key to understanding privacy concerns when individuals sext, regardless of age, are
the potential negative outcomes from sexting. In this section, I focus not on the potential
legal ramifications as outlined above (e.g., what may happen when an adult sexts with
a minor). Instead, I consider negative outcomes related to breaches or mismanagement
of privacy, regardless of any legal standpoint, and emphasizing exposure to unintended
audiences. As previously mentioned, research has indicated that sexting can have positive
outcomes, especially for adults [3,8,28]. However, these benefits are accompanied by risks,
and often these risks are part of a calculus that individuals have to consider before—and
often after—they have shared sexual materials with another person.

An individual’s sexual materials may be shared beyond their intended audience in
a variety of ways. Here, I focus on two of the most common ways that sexual material
is shared beyond the original receiver: non-consensual intimate image distribution [30]
and revenge porn [31]. Though these two terms are often considered to cover similar
experiences [32], it is important to investigate the nuances between these forms of harm.
Revenge porn is ultimately one form of non-consensual intimate image (NCII) distribution
or abuse [33], though it is important to highlight this particular form in the discussion
about privacy and sexting.

NCII distribution occurs when individuals share or forward a person’s sexual content
without their permission or knowledge [19,33]. This could include sharing content with a
friend or another third party, despite the original creator not wanting or intending for an
audience beyond the original receiver. NCII distribution is particularly harmful because
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it focuses on the distribution of images which, even if they are edited, can still include
identifiable information. Revenge porn as a form of NCII distribution is often committed
by an ex-partner in hopes of retribution, usually due to the end of a relationship [30].
Whereas NCII distribution broadly considers a wide range of potential audiences who
could intercept or become third parties for this material, revenge porn focuses on how
these images are transferred to and even featured on actual pornographic websites. Specific
websites have been created for sharing this type of content. The goal of sharing revenge
porn is in the name: revenge, often including financial and emotional harm to those who
have had their images posted [33].

What NCII distribution has yet to consider is how material beyond photographs may
be shared and result in potential harm. Considerable research has called for the sharing of
sexual content to be considered a form of sexual abuse [33,34]. As technology continues
to evolve, other aspects of sexual messages are likely to become identifiable. This could
include, for example, an individual’s Snapchat, which they expected to disappear, being
screenshotted [6]. Even more likely is the dissemination of one’s written texts being shared
with others. A screenshot of a text message could include an individual’s name as well
as their phone number or username. Similar implications arise when considering audio
dissemination as well. It is important to consider expanding the definitions of mediated
sexual abuse, especially as individuals increasingly experience this sharing.

3. Interpersonal Communication Privacy and Technological Privacy

Given the wide range of risks that are involved in sexting, it is clear that privacy
and perceptions of privacy are critical to understanding this behavior. This is especially
true when thinking about future research and the ongoing developments of technology.
Additionally, considering privacy and how it can be attained (or at least perceived) may be
critical for ensuring a more positive overall approach to sexting. Given that sexting has
genuine benefits for those who do it, researchers should consider ways that individuals may
improve their privacy when engaging in this activity. It is especially critical to understand
how individuals achieve privacy through discussions and negotiations with partners, as
receivers of this content are saddled with the responsibility of how to manage it.

Thus, I first consider how interpersonal trust may play a role in individuals’ feeling
confident in sexting. This involves both communication privacy management (CPM)
practices, as well as interrogating and understanding one’s feelings about it, and with a
partner. I also consider how trust in technology may develop and influence sexting. Even
if an individual does not trust a partner, certain technologies may allow them a greater
sense of security when sexting. This sense of confidence in technology may be of notable
importance for individuals who wish to sext at the beginning of a relationship and to do so
with a sense of security [14].

4. Interpersonal Trust and Privacy

When individuals start relationships with one another, a sense of trust is critical for the
trajectory of the relationship [35]. Trust is not just important for having a sexual connection
with a partner, whether physical or mediated; trust enables numerous other relationship
activities and goals. However, considering sexuality specifically, trusting one’s partner
often relates to improved outcomes related to discussions regarding sexually transmitted
diseases and reducing risks of infection [36]. As relationships progress, trust typically
grows, as individuals become familiar with one another and each partners’ patterns.

One theory that may help to illuminate processes of trust, or at least decisions to
trust or not when sharing sexual materials, is communication privacy management (CPM)
theory [9]. CPM is akin to interdependent privacy, where privacy is reliant not just on an
individual but is also influenced by those others with whom they share information [37].
Within CPM, three core components are utilized to understand how individuals manage
their private information and determine whether or not to share with others [38]: privacy
ownership (who owns a given piece of information); privacy control (how the information
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is handled and shared, if it is); and privacy turbulence (what happens when information is
shared in ways that are not expected or that break control rules). As individuals determine
with whom and how to share information, they often engage in these three processes. As a
result, these processes offer opportunities to better understand how individuals determine
how to share sexual material, particularly as they come to understand and trust a partner.

4.1. Privacy Ownership

Ownership of information, and therefore the person who determines if information is
private, is typically the original creator of that information [9]. In the case of sexting, this
would be the person who crafts a sext—whether a photo, audio, video, or text message.
This perception of original ownership is often apparent in existing research, especially
research that considers negative outcomes from sexting. For example, adolescents often
consider that the sender of a sext will face greater consequences than a receiver [26]. A
sender of a sext also has to be intentional in their crafting of this material, perhaps making
them seem more “blameworthy” and responsible in the exchange of information—and
thus, clearly, they are the original owners of the content as well.

When individuals receive a sext message from an original owner (in CPM terms), they
become co-owners of the information [9], in this case, a co-owner of the sexual message.
However, there are distinctions drawn between being a co-owner and an authorized co-
owner. Authorized co-owners are those individuals who are willingly given information;
adults who consensually share sexts with each other would be authorized co-owners of
each other’s sexual content (typically those who are in established relationships [28]). A
person can be a co-owner without being authorized if a sext message is forwarded to them
and they are not the original intended recipient; they still now have ownership of the
information, but they ultimately were not authorized by the original owner to see or share
that information. The forwarding of messages that adolescents often engage in, for example,
would be one way that individuals become co-owners without being authorized [19].

Critical to understanding the privacy ownership aspect of CPM is understanding the
negotiation process individuals must engage in to determine who owns what information
and what will happen with that information [39]. According to CPM, the original owner
determines what any authorized co-owners may do with information they have; this
includes whether and if they can also share that information [38]. Thus, in understanding
sexual exchanges, negotiations of who may or may not see the content are important to
investigate. For many individuals, there is not a definitive conversation about sexting or
what it will entail [8]; instead, individuals start sexting and only have to determine later
what rules might exist for their content. Recent research suggests that individuals may
wish for these conversations to occur before they engage in sexting but are not sure how
to navigate such negotiations [25]. Sexting also opens up further exploratory possibilities,
as sexting often involves both individuals sharing sexual content in tandem. This may
increase feelings of responsibility for the information, as the parties in a sexual conversation
are both owners and co-owners and may be considering the consequences for both in terms
of sharing beyond intended audiences.

Going forward, conceptualizations of privacy ownership in sexting research may shed
light on how individuals determine whether they are going to sext. This extends beyond
self-esteem or sexual reasons [3] and should instead focus on whether individuals truly feel
ownership of their material. For instance, many individuals may not actually feel that their
material is theirs once it has been sent to a partner. Yet CPM argues that once an individual
has deemed their sexual material private, it should always ultimately be their responsibility
and their information. If this is not the case, however, then individuals who are granted ac-
cess to this information have even more responsibility than originally intended or expected.
This would help to illuminate the dynamics at play when individuals sext. These dynamics
may also influence later outcomes, including self-esteem or relationship maintenance.

Some research has begun to draw connections between privacy ownership and sexting
(among adults [8]; among adolescents [40]), but this existing work is largely descriptive in
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nature. Applying CPM and considering privacy ownership to sexting may certainly shed
light on the behavior; however, sexting may also present a range of interesting theoretical
boundaries conditions to this component of CPM.

4.2. Privacy Control

One way that CPM proposes individuals may exert control over their private infor-
mation is through the creation of rules for private information and whether or not that
information is shared [41]. These rules are termed privacy control within CPM. Rules
are crafted via two possible paths: core criteria and catalyst criteria [9]. Core criteria are
informed by individuals’ existing privacy beliefs, whereas catalyst criteria are developed in
response to a change, typically in one’s relationship.

Core criteria are influenced by a range of factors, including individuals’ personal
experiences and their belief systems. Core criteria regarding sexting may be influenced
by early influences regarding sexual behavior broadly, such as rules regarding who one
will have sexual contact with physically. Some individuals may have established ideas
about what sexual content they can or cannot share, regardless of who their partner
is. Core criteria are ultimately more stable forms of rules regarding privacy of sexual
information [41]. Research into adolescents who sext, for example, has shown that they
likely have core criteria that follow sexual scripts around who engages in sexting as well as
other online sexual activities [42].

Catalyst criteria, on the other hand, develop in response to changes and external
forces. A key way that catalyst criteria may develop in a sexting context is when sexual
content is shared with unexpected third parties or in unexpected ways [19,33]. A newly
established romantic couple may discover that they have different core criteria regarding
the sharing of sexual content, with one individual wanting to share with friends and the
other wanting the information to stay private between the two relational partners. Catalyst
criteria would be developed regarding the sharing of content with both parties. In this case,
the partners together may decide to enforce a privacy rule regarding sharing only within
their relationship and not with outside parties.

Core and catalyst criteria function as rules for how partners will or will not share
their private information; these rules are guided by ownership of information between an
original owner and the authorized co-owner. In sexting, individuals should be making it
clear whether content will be shared or not. Though it is often expected that couples would
not want their sexual content shared beyond the relationship, numerous platforms have
made it possible for couples to perform sexual activities for audiences beyond themselves
(such as OnlyFans [43]). Thus, it is imperative to begin theorizing how the sharing of sexual
content manifests. Though considerable research focuses on sharing as a potential negative,
and indeed it often is [33], technological shifts also allow partners to create and share with
designated audiences. Catalyst criteria in particular may adapt to this shift in potential
audiences for these sexual materials.

4.3. Privacy Turbulence

Despite the implementation of rules for sharing private material, individuals may (and
often do) break those rules. When rules are broken and information is shared unexpectedly
or in a way that goes against the original owner’s desires, privacy turbulence occurs [9].
The existing privacy structures become turbulent, as there is limited adherence to the
rules. This turbulence can shift perspectives within the relationship itself, as turbulence
can represent a violation of trust and the agreed-upon management of information [38].

Privacy turbulence merits study within the context of sexting; though research often
explores the outcomes of sharing sexual materials beyond intended audiences, there is
little in the way of exploring how this unexpected sharing impacts the relationship that it
occurs in. It is likely that this unexpected sharing is vastly different for those at the start
of a relationship [14] compared to those who are in more established relationships. Rules
may not be as clearly established in new relationships; individuals may be guided by their
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own individual core criteria regarding sharing content. Established relationships may be
much more susceptible to true turbulence. Relationship researchers should take it upon
themselves to better understand how this sharing impacts the actual relationship that it
takes place in.

Communication privacy management theory provides three conceptual keys for better
understanding the management of sexual content in a variety of relationships: privacy
ownership, control, and turbulence can all shed light on practices of sexting. CPM is
particularly applicable in this context, given that it is technology agnostic. Instead of
considering specific channels, CPM considers the rules within relationships, which can
transcend a given channel. This allows for a broader understanding of the negotiations
that may take place when individuals decide to sext, as well as how these individuals may
navigate relational upheaval when content is shared in unexpected ways with unintended
audiences. However, although CPM largely focuses on aspects of the relationship in
understanding privacy management, technology itself also certainly plays a role in the
management of sexual content and information.

5. Technology Trust and Privacy Perceptions

Individuals who choose to sext are able to negotiate how their content is handled
by partners who receive this content. However, just because they are able to negotiate
and create rules for their content, it does not mean that these rules will be followed. For
some of those who sext, this means that instead of trusting a partner, they instead consider
the technology that they are using and how that technology allows them to control their
materials (or not).

When discussing technology in sexting contexts, it is important to consider the many
forms the technology itself may take. Individuals may utilize social media broadly or social
networking sites specifically when considering sharing materials [21]. They may also make
determinations based on the actual hardware they are using, whether it is a smartphone, a
laptop, or other physical device. These considerations are reflective of concerns outlined
by Courtice and Shaughnessy [7], who argue that the existing body of sexting research
often focuses on specific channels—such as a study focused solely on sexual sharing via
Instagram or via SMS text messaging. Yet individuals have numerous channels to choose
from, and they can weave these channels throughout their interactions (e.g., modality
weaving [44]).

Further, those who sext have to evaluate whether they feel their information is pro-
tected by these different channels. Though many individuals utilize social networking sites
(SNS), their use is not reflective of an inherent trust in these channels. In fact, many users
express concerns about the privacy of information in these spaces [45].

Thus, as individuals determine what to share on what channels, they often engage
in privacy calculus [10]. Privacy calculus is determined by an individual’s willingness to
disclose (typically on SNS) information about themselves and whether or not they receive
support for their disclosure [46]. Individuals must engage in calculus, though, because
disclosing information in these spaces could carry risks. Therefore, privacy calculus
models seek to understand what level of privacy risk is worth a given level of perceived
support. Applying privacy calculus to sexting offers potential theoretical and practical
benefits. From a theoretical perspective, privacy calculus can have its boundary conditions
probed, extending from typical SNS disclosures (such as emotional disclosures [10]), and
focusing on sexual content as a form of disclosure that carries risks and benefits. Perceived
support influencing the calculus in this context could include self-esteem increases or
sexual gratification from sexting [3]. Alongside further theorizing privacy calculus models,
though, the application of this framework to sexting may also reveal important insights for
those who sext as they consider channel choice and risk management and mitigation. In
this section, I therefore consider privacy calculus as it may manifest in two spaces: Within
digital channels, along with their requisite perceived affordances; and considering the
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hardware itself that users physically engage with when creating and sharing personal
sexual content.

5.1. Channels and Affordances

When individuals decide to sext with a partner, they must make a choice about
which channel they will utilize in this sharing [27]. Channel choices range from SNS like
Instagram [21] and Snapchat [6] to text messaging [1] and video calling [27]. Various
channels carry different levels of risk, whether that be unintentional exposure to a mass
audience or sharing with an unintended recipient. Though channels carry different risks,
the way users perceive and utilize the channels may influence their risk perceptions. Thus,
what channels are perceived as affording a user may influence that user’s experience of
privacy and risk mitigation.

The affordances of a channel refer to the functional properties of a channel, which take
shape in the interaction between a channel’s user and its features [47]. The different aspects
of a channel that a user determines are useful in achieving their goals may make channels
more or less appealing for use; this is particularly true when they are engaging in privacy
calculus. Do features of the channel assist them in sharing private, sexual information in a
safe way that leads to perceived rewards, or does the channel and its feature add to the
sense of risk a channel has?

Perceived social affordances of channels include how editable the channel is or not
(does the channel allow for messages to be easily edited); how accessible the channel
is or is not (is the channel easy to use); the amount of social presence a channel allows
(do partners feel physically present when they communicate via the channel); and how
private communication is in a channel (in this case, does the channel make communication
visible to third parties, such as posting on a friend’s Facebook page) [47]. This is not an
exhaustive list of channel affordances; instead, this represents just some of the different
ways an individual can utilize channels to meet their communication needs. These are
particularly of interest when attempting to understand how individuals sext and how they
share information safely across different channels [27]. When individuals are unsure of how
a partner may handle their sexual content, channel features may become the reassuring
element in these exchanges. Editability, for instance, may mean an individual is able to edit
their photos, removing their face or other identifying features before sending this material.

However, individuals do not perceive and utilize all channels in the same ways.
Numerous individuals use Snapchat when they sext [6,8]; they choose this channel in part
because Snapchat promises that content will disappear once it has been viewed [48]. Yet
it is possible to screenshot or duplicate what has been sent via Snapchat, meaning the
promise of disappearing content can be violated [49]. Individuals who choose to sext via
Snapchat must then consider whether the technology truly affords a lack of persistence [47];
for example, if this is what they are hoping will protect them. A key challenge with
technology and sexting is that not only does technology evolve, but so too do the users
who take advantage of it. Part of why affordances are useful in understanding sexting
is that affordances can help to shed light on the ways people adapt to and transform
communication technologies—even when the technologies are not changing themselves.

Previous research has suggested that perceiving certain affordances can help indi-
viduals to experience greater gratification and self-esteem from engaging in sexting [27].
Affordances can also influence the privacy calculus process, as suggested in research ex-
ploring privacy calculus on SNS [10]. Theorizing sexting behaviors alongside affordances
also allows for refinement of understanding affordances themselves. Not only can affor-
dances help individuals achieve communication goals, but affordances may also improve
an overall communication experience. The tension, of course, rests in that affordances can
also be utilized to manage or invade privacy, particularly in the sharing of sexual content.
Thus, the application of perceived social affordances to sexting behaviors will continue to
be a rich area for theoretical development and understanding. This is especially true in
considering how affordances may relate to the privacy calculus that sexters engage in.
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5.2. Hardware Concerns

Part of making a channel choice is also selecting the actual hardware that one will
use in creating and disseminating sexual content. Considering the hardware people use
when they sext, this also takes numerous forms. Individuals can sext via their smartphones,
their laptops, and other connected devices, such as tablets [2]. Smartphones in particular
hold great appeal for individuals who sext, as they can create sexual content for a partner
anywhere at any time [1]. Yet understanding the physical hardware individuals choose can
be difficult, as it is often intrinsically tied to channel choices that exist online. An individual
who wants to communicate sexual desires via Snapchat, for instance, is likely going to
create and disseminate that content via a smartphone.

Thus, what I would like to especially focus on in considering physical hardware is
users’ perceptions of hardware. Of note, when considering sexting, are the relationships
between multiple devices; namely, it is worth understanding how individuals perceive
the cloud (e.g., Burda and Teuteberg [50]). Many individuals backup and store material
in cloud-based services; the idea behind the cloud is that individuals can access greater
storage than may be available on their physical devices. Yet the cloud itself is ultimately
another computer, just one with greater storage capacity. As a result, numerous individuals
feel hesitation about the cloud, especially when sharing sexual content.

Some of these hesitations stem from previous data breaches of cloud-stored con-
tent [51]. These data breaches have both revealed the extent of what companies keep and
have access to, as well as the susceptibility of these services to outside attacks. These
concerns connect back to discussions around NCII, as many of these breaches were utilized
to spread revenge porn (including images of celebrities [52]). Thus, for individuals who
sext, both their own hardware but also the hardware they utilize by extension may not feel
sufficiently safe for storing their sexual content. These concerns may dampen potential
positive outcomes suggested by privacy calculus. There exists an incredible potential to
investigate privacy calculus in this space, as there may be determinations based around
cloud services and hardware that have yet to be explored. If one cannot trust either their
immediate hardware (smartphone, computer) or the cloud through which they save and/or
access content, there are critical implications for how sexual material may or may not con-
tinue to be shared. This also raises questions as to how much risk is too much risk when
sharing this content.

6. Overlaps of Technology and Interpersonal Trust

Though I have highlighted interpersonal privacy considerations via communication
privacy management theory and technology privacy considerations via privacy calculus
separately, these two areas certainly have overlap in understanding how individuals decide
to engage in sexting, as well as the outcomes they experience from sexting. Individuals do
not sext a partner in a technological vacuum, nor do they sext a partner simply because a
channel makes it easier or more exciting than other channels. Ultimately, technology and
interpersonal trust are intertwined throughout the sexting process. Though the two theories
highlighted here have differing approaches to privacy, I believe they offer complementary
insights that can build on each other.

Part of this is because a trustworthy partner can make choices to ensure a channel
is more private. On the other hand, the same channels that may be perceived as safe or
more protected can also be used by bad actors [53]. Thus, there are always going to be
tensions between interpersonal and technological privacy [8]—though individuals may try
to manage one of these, they often intersect. Even using a channel that feels like a guarantee
for safety (such as Snapchat, with its disappearing content) can be used in ways that violate
its original promise on behalf of a determined user. Taken together, it is likely that the most
impactful theoretical and practical discoveries will thus come from understanding both
CPM and privacy calculus as they manifest in sexting partnerships. CPM may inform the
privacy calculus one engages in and vice versa. Considering privacy prior to disclosure
as well as after is important in managing sexual content throughout a sexual interaction.
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This also offers the opportunity to expand beyond specific channels to understand larger
patterns of user behavior in sexting exchanges.

7. Theorizing and Understanding Sexting Outcomes

To this point, this article has considered the potential risks of sexting, focusing on
invasions of privacy; I have also outlined how communication privacy management theory
and privacy calculus may help in understanding risk-taking behaviors and risk-mitigating
strategies for individuals who sext. Finally, I would like to consider how this theorizing
may assist in better understanding the outcomes of sexting. As sexting can be a healthy
practice for adults in particular, it is worth outlining how future research may embrace a sex-
positive stance in considering these behaviors. Existing research indicates that individuals
sext for reasons ranging from improved self-esteem to sexual desire and gratification [3,27].
Considering privacy, though, other outcomes may be considered.

First, interpersonal and technology trust may impact how individuals handle what
happens when their sexual content is shared beyond intended audiences. Recent research
suggests that adolescents who have had private sexual material shared without their
permission may be less likely to turn to either adults or the legal system for help, instead
managing the abuse within their own friend groups [54]. CPM components may be utilized
to understand what helps an individual, especially adolescents, in turning to adults or the
legal system for assistance when their material is shared. Though mitigation in one’s friend
group may feel productive [40], it may not have the long-term effects that involving an adult
or authority figure could assist with. Understanding the initial rules or lack of rules when
adolescents exchange sexual material could be enlightening in understanding who chooses
to report image abuse or not. This could also extend to adult relationships, though the
reporting may focus on different parties (such as a greater emphasis on legal involvement).

It is also likely that privacy perceptions will help to support and complement existing
findings regarding how and why individuals sext and their positive relational outcomes
from sexting. Though much research, including much of this article, focuses on sexting as a
risk-taking behavior, it can be a positive experience for adults who sext in the context of
committed relationships. Outcomes that may be probed, then, could include perceptions
of privacy as they relate to sexting in the relationship generally (does it take place at all),
comfort with the relationship, and trust in the relationship. It is important to not just
consider sexting as a behavior that has no additional outcomes or implications; instead,
understanding privacy and sexting could shed light on other relational practices and rituals.

Research into adolescents and sexting has already started incorporating elements of
CPM to understand privacy practices, focusing on privacy management at the personal
and interpersonal level [40]. This offers an example of how CPM both can shed light
on sexting practices but also leaves room for further understanding the role of privacy
calculus as well. For example, core criteria and catalyst criteria may relate to perceptions of
calculus in sharing sexual content—this may be especially true in considering perceived
positive outcomes compared to risks. An individual with core criteria around sex positivity,
for instance, may ultimately perceive different outcomes in considering a sexting privacy
calculus, compared to someone who is less sexually open.

Sexting will continue to be a rich area for future research, and the theories proposed
here simply represent a start to better understanding the privacy perceptions in these
interactions. Certainly, these are not the only theories that may help researchers to better
understand why, how, and where individuals sext, and the privacy concerns they manage
throughout. Networked privacy, with its emphasis on the visibility in SNS contexts and the
lack of individual informational control [52], would certainly add insights to privacy and
audience tensions alongside CPM and privacy calculus. However, CPM and privacy calcu-
lus offer a rich starting point for future research, particularly focusing on understanding
the interactions between two parties. Further, other interpersonal communication theories,
such as expectancy violations theory [55] will also be able to highlight concerns around
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sexting and privacy. Expectancy violations will be crucial for understanding unsolicited
sexual content, as well as understanding violations around unexpected sharing.

Finally, it is important to consider the practical outcomes from better understanding
theories of privacy: individuals who sext may be able to better protect their own materials
while also navigating the sometimes-difficult conversations around saving or sharing
content. Recent work has suggested individuals often want to have these conversations but
feel ill-equipped or nervous when the topic arises, even in established relationships [25].
Giving individuals the tools to better manage their content and communicate with their
partners will lead to better sexting outcomes for many who participate.

I have argued throughout that sexting is a context for developing theoretical bound-
aries and extensions for both CPM and privacy calculus. However, applying these theories
can also improve the sexting experience for many who engage in it. As researchers continue
to consider sexting as a rich area for study, there is opportunity to not only learn but to also
improve the experience for many. The outcomes and theories outlined here are just a start
to further developing a rich body of work that aims to better understand sexting behaviors.

Funding: This research received no external funding.

Data Availability Statement: No new data were created or analyzed in this study. Data sharing is
not applicable to this article.

Conflicts of Interest: The author declares no conflict of interest.

References
1. Mori, C.; Cooke, J.E.; Temple, J.R.; Ly, A.; Lu, Y.; Anderson, N.; Rash, C.; Madigan, S. The prevalence of sexting behaviors among

emerging adults: A meta-analysis. Arch. Sex. Behav. 2020, 49, 1103–1119. [CrossRef] [PubMed]
2. Van Ouytsel, J.; Punyanunt-Carter, N.M.; Walrave, M.; Ponnet, K. Sexting within young adults’ dating and romantic relationships.

Curr. Opin. Psychol. 2020, 36, 55–59. [CrossRef] [PubMed]
3. Bianchi, D.; Morelli, M.; Baiocco, R.; Chirumbolo, A. Individual differences and developmental trends in sexting motivations.

Curr. Psychol. 2021, 40, 4531–4540. [CrossRef]
4. Currin, J.M.; Hubach, R.D.; Sanders, C.; Hammer, T.R. Sexting leads to “risky” sex? An analysis of sexting behaviors in

a nonuniversity-based, older adult population. J. Sex Marital. Ther. 2017, 43, 689–702. [CrossRef]
5. Howard, D.; Klettke, B.; Clancy, E.; Fuller-Tyszkiewicz, M. Sexting with benefits? Exploration of sexting behaviors through the

lens of protection motivation theory. Body Image 2022, 43, 301–313. [CrossRef] [PubMed]
6. Van Ouytsel, J.; Van Gool, E.; Walrave, M.; Ponnet, K.; Peeters, E. Sexting: Adolescents’ perceptions of the applications used for,

motives for, and consequences of sexting. J. Youth Stud. 2017, 20, 446–470. [CrossRef]
7. Courtice, E.L.; Shaughnessy, K. Four problems in sexting research and their solutions. Sexes 2021, 2, 415–432. [CrossRef]
8. Coduto, K.D. Technology, Privacy, and Sexting: Mediated sex. Lexington Books: London, UK, 2023.
9. Petronio, S. Brief status report on communication privacy management theory. J. Fam. Commun. 2013, 13, 6–14. [CrossRef]
10. Trepte, S.; Scharkow, M.; Dienlin, T. The privacy calculus contextualized: The influence of affordances. Comput. Hum. Behav. 2020,

104, 106115. [CrossRef]
11. Barrense-Diaz, Y.; Berchtold, A.; Suris, J.-C.; Akre, C. Sexting and the definition issue. J. Adolesc. Health 2017, 61, 544–554.

[CrossRef]
12. Reyns, B.W.; Burek, M.W.; Henson, B.; Fisher, B.S. The unintended consequences of digital technology: Exploring the relationship

between sexting and cybervictimization. J. Crime Justice 2013, 36, 1–17. [CrossRef]
13. Bates, S. Revenge porn and mental health: A qualitative analysis of the mental health effects of revenge porn on female survivors.

Fem. Criminol. 2017, 12, 22–42. [CrossRef]
14. Vendemia, M.A.; Coduto, K.D. Online daters’ sexually explicit media consumption and imagined interactions. Comp. Hum. Behav.

2022, 126, 106981. [CrossRef]
15. Levy, K.; Schneir, B. Privacy threats in intimate relationships. J. Cybersecur. 2020, 6, tyaa006. [CrossRef]
16. Setty, E. Young people and sexual consent: Contextualizing ‘miscommunication’ amid ‘grey areas’ of ambiguity and ambivalence.

Sex Educ. 2023. [CrossRef]
17. Salehzadeh Niksirat, K.; Anthoine-Milhomme, E.; Randin, S.; Huguenin, K.; Cherubini, M. “I Thought You Were Okay”:

Participatory Design with Young Adults to Fight Multiparty Privacy Conflicts in Online Social Networks. In Proceedings of the
ACM on Designing Interactive Systems Conference (DIS ‘21), Virtual Event, 28 June–2 July 2021. [CrossRef]

18. Strasburger, V.C.; Zimmerman, H.; Temple, J.R.; Madigan, S. Teenagers, sexting, and the law. Pediatrics 2019, 143, e20183183.
[CrossRef]

19. Madigan, S.; Ly, A.; Rash, C.L.; Van Ouytsel, J.; Temple, J.R. Prevalence of multiple forms of sexting behavior among youth. JAMA
Pediatr. 2018, 172, 327–335. [CrossRef] [PubMed]

https://doi.org/10.1007/s10508-020-1656-4
https://www.ncbi.nlm.nih.gov/pubmed/32072397
https://doi.org/10.1016/j.copsyc.2020.04.007
https://www.ncbi.nlm.nih.gov/pubmed/32480021
https://doi.org/10.1007/s12144-019-00398-4
https://doi.org/10.1080/0092623X.2016.1246390
https://doi.org/10.1016/j.bodyim.2022.09.003
https://www.ncbi.nlm.nih.gov/pubmed/36240694
https://doi.org/10.1080/13676261.2016.1241865
https://doi.org/10.3390/sexes2040033
https://doi.org/10.1080/15267431.2013.743426
https://doi.org/10.1016/j.chb.2019.08.022
https://doi.org/10.1016/j.jadohealth.2017.05.009
https://doi.org/10.1080/0735648X.2011.641816
https://doi.org/10.1177/1557085116654565
https://doi.org/10.1016/j.chb.2021.106981
https://doi.org/10.1093/cybsec/tyaa006
https://doi.org/10.1080/14681811.2023.2259321
https://doi.org/10.1145/3461778.3462040
https://doi.org/10.1542/peds.2018-3183
https://doi.org/10.1001/jamapediatrics.2017.5314
https://www.ncbi.nlm.nih.gov/pubmed/29482215


Sexes 2024, 5 83

20. Lee, J.R.; Darcy, K.M. Sexting: What’s law got to do with it? Arch. Sex. Behav. 2021, 50, 563–573. [CrossRef]
21. Dev, P.; Medina, J.; Agha, Z.; De Choudhury, M.; Razi, A.; Wisniewski, P.J. From ignoring strangers’ solicitations to mutual

sexting with friends: Understanding youth’s online sexual risks in Instagram private conversations. In Proceedings of the
Companion Publication of the 2022 Conference on Computer Supported Cooperative Work and Social Computing, Virtual Event,
8–22 November 2022; pp. 94–97. [CrossRef]

22. Doyle, C.; Douglas, E.; O’Reilley, G. The outcomes of sexting for children and adolescents: A systematic review of the literature.
J. Adolesc. 2021, 92, 86–113. [CrossRef]

23. Ellison, N.; Heino, R.; Gibbs, J. Managing impressions online: Self-presentation processes in the online dating environment.
J. Comp. Med. Comm. 2006, 11, 415–441. [CrossRef]

24. De Ridder, S. Sexting as sexual stigma: The paradox of sexual self-representation in digital youth cultures. Eur. J. Cult. Stud. 2019,
22, 563–578. [CrossRef]

25. Coduto, K.D.; McDonald, A. “Delete it and move on”: Digital management of shared sexual content after a breakup. In
Proceedings of the ACM on Human Factors in Computing Systems (CHI ‘24), Honolulu, HI, USA, 11–16 May 2024.

26. Burén, J.; Holmqvist Gattario, K.; Lunde, C. What do peers think about sexting? Adolescents’ views of the norms guiding sexting
behavior. J. Adolesc. Res. 2021, 37, 221–249. [CrossRef]

27. Coduto, K.D. Channel affordances for sexting: Social presence relates to improved self-esteem, sexual gratification, and sexting
certainty. Sex. Cult. 2024, 28, 228–242. [CrossRef]

28. Walrave, M.; Van Ouystel, J.; Poonet, K.; Temple, J.R. Sharing and caring: The role of social media and privacy in sexting
behaviour. In Sexting: Motives and Risk in Online Sexual Self-Presentation; Walrave, M., Ouystel, V.J., Ponnet, K., Temple, J.R., Eds.;
Palgrave Macmillan: London, UK, 2018; pp. 1–18.

29. Solomon, D.H.; Knobloch, K. Relationship uncertainty, partner interference, and intimacy within dating relationships. J. Soc. Pers.
Relatsh. 2001, 18, 804–820. [CrossRef]

30. Zvi, L.; Bitton, M.S. Perceptions of victim and offender culpability in non-consensual distribution of intimate images. Pyschology
Crime Law 2021, 27, 427–442. [CrossRef]

31. Mania, K. The legal implications and remedies concerning revenge porn and fake porn: A common law perspective. Sex. Cult.
2020, 24, 2079–2097. [CrossRef]

32. Karasavva, V.; Forth, A. Personality, attitudinal, and demographic predictors of non-consensual dissemination of intimate images.
J. Interpers. Violence 2022, 37, NP19265–NP19289. [CrossRef]

33. McGlynn, C.; Rackley, E.; Houghton, R. Beyond ‘revenge porn’: The continuum of image-based sexual abuse. Fem. Leg. Stud.
2017, 25, 25–46. [CrossRef]

34. Maddocks, S. From non-consensual pornography to image-based sexual abuse: Charting the course of a problem with many
names. Aust. Fem. Stud. 2018, 33, 345–361. [CrossRef]

35. Campbell, L.; Stanton, S.C. Adult attachment and trust in romantic relationships. Curr. Opin. Psychol. 2019, 25, 148–151. [CrossRef]
36. Fortenberry, J.D. Trust, sexual trust, and sexual health: An interrogative review. J. Sex Res. 2019, 4–5, 425–439. [CrossRef]
37. Humbert, M.; Trubert, B.; Huguenin, K. A survey on interdependent privacy. ACM Comput. Surv. 2020, 52, 1–35. [CrossRef]
38. Petronio, S.; Child, J.T. Conceptualization and operationalization: Utility of communication privacy management theory. Curr.

Opin. Psychol. 2020, 31, 76–82. [CrossRef] [PubMed]
39. Child, J.T.; Starcher, S.C. Fuzzy Facebook privacy boundaries: Exploring mediated lurking, vague-booking, and Facebook privacy

management. Comput. Hum. Behav. 2016, 54, 483–490. [CrossRef]
40. De Wolf, R. Contextualizing how teens manage personal and interpersonal privacy on social media. New Media Soc. 2020, 22,

1058–1075. [CrossRef]
41. Child, J.T.; Haridakis, P.M.; Petronio, S. Blogging privacy rule orientations, privacy management, and content deletion practices:

The variability of online privacy management activity at different stages of social media use. Comput. Hum. Behav. 2012, 28,
1859–1872. [CrossRef]

42. Symons, K.; Ponnet, K.; Walrave, M.; Heirman, W. Sexting scripts in adolescent relationships: Is sexting becoming the norm? New
Media Soc. 2018, 20, 3836–3857. [CrossRef]

43. Litam SD, A.; Speciale, M.; Balkin, R.S. Sexual attitudes and characteristics of OnlyFans users. Arch. Sex. Behav. 2022, 51,
3093–3103. [CrossRef] [PubMed]

44. McEwan, B. Modality switching to modality weaving: Updating theoretical perspectives for expanding media affordances. Ann.
Int. Commun. Assoc. 2021, 45, 1–19. [CrossRef]

45. Baruh, L.; Secinti, E.; Cemalcilar, Z. Online privacy concerns and privacy management: A meta-analytical review. J. Commun.
2017, 67, 26–53. [CrossRef]

46. Min, J.; Kim, B. How are people enticed to disclose personal information despite privacy concerns in social network sites? The
calculus between benefit and cost. J. Assoc. Inf. Sci. Technol. 2015, 66, 839–857. [CrossRef]

47. Fox, J.; McEwan, B. Distinguishing technologies for social interaction: The perceived social affordances of communication
channels scale. Commun. Mono. 2017, 84, 298–318. [CrossRef]

48. Bayer, J.B.; Ellison, N.B.; Schoenbeck, S.Y.; Falk, E.B. Sharing the small moments: Ephemeral social interaction on Snapchat. Inf.
Commun. Soc. 2016, 19, 959–977. [CrossRef]

https://doi.org/10.1007/s10508-020-01727-6
https://doi.org/10.1145/3500868.3559469
https://doi.org/10.1016/j.adolescence.2021.08.009
https://doi.org/10.1111/j.1083-6101.2006.00020.x
https://doi.org/10.1177/1367549418810080
https://doi.org/10.1177/07435584211014837
https://doi.org/10.1007/s12119-023-10112-z
https://doi.org/10.1177/0265407501186004
https://doi.org/10.1080/1068316X.2020.1818236
https://doi.org/10.1007/s12119-020-09738-0
https://doi.org/10.1177/08862605211043586
https://doi.org/10.1007/s10691-017-9343-2
https://doi.org/10.1080/08164649.2018.1542592
https://doi.org/10.1016/j.copsyc.2018.08.004
https://doi.org/10.1080/00224499.2018.1523999
https://doi.org/10.1145/3360498
https://doi.org/10.1016/j.copsyc.2019.08.009
https://www.ncbi.nlm.nih.gov/pubmed/31526974
https://doi.org/10.1016/j.chb.2015.08.035
https://doi.org/10.1177/1461444819876570
https://doi.org/10.1016/j.chb.2012.05.004
https://doi.org/10.1177/1461444818761869
https://doi.org/10.1007/s10508-022-02329-0
https://www.ncbi.nlm.nih.gov/pubmed/35900676
https://doi.org/10.1080/23808985.2021.1880958
https://doi.org/10.1111/jcom.12276
https://doi.org/10.1002/asi.23206
https://doi.org/10.1080/03637751.2017.1332418
https://doi.org/10.1080/1369118X.2015.1084349


Sexes 2024, 5 84

49. Jaynes, V. The social life of screenshots: The power of visibility in teen friendship groups. New Media Soc. 2020, 22, 1378–1393.
[CrossRef]

50. Burda, D.; Teuteberg, F. The role of trust and risk perceptions in cloud archiving—Results from an empirical study. J. High Technol.
Manag. Res. 2014, 25, 172–187. [CrossRef]

51. Gao, Y.; Zhang, L.; Wei, W. The effect of perceived error stability, brand perception, and relationship norms on consumer reactions
to data breaches. Int. J. Hosp. Manag. 2021, 94, 102802. [CrossRef]

52. Marwick, A.E. Scandal or sex crime? Gendered privacy and the celebrity nude photo leaks. Ethics Inf. Technol. 2017, 19, 177–191.
[CrossRef]

53. Semenzin, S.; Bainotti, L. The use of Telegram for non-consensual dissemination of intimate images: Gendered affordances and
the construction of masculinities. Soc. Media Soc. 2020, 6, 205630512098445. [CrossRef]

54. Dodge, A.; Lockhart, E. “Young people just resolve it in their own group”: Young people’s perspectives on responses to
non-consensual intimate image distribution. Youth Justice 2022, 22, 304–319. [CrossRef]

55. Lilly, A.E.; Buehler, E.M. Online daters’ reactions to sexually explicit initiation messages. Pers. Rels. 2023, 30, 960–979. [CrossRef]

Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual
author(s) and contributor(s) and not of MDPI and/or the editor(s). MDPI and/or the editor(s) disclaim responsibility for any injury to
people or property resulting from any ideas, methods, instructions or products referred to in the content.

https://doi.org/10.1177/1461444819878806
https://doi.org/10.1016/j.hitech.2014.07.008
https://doi.org/10.1016/j.ijhm.2020.102802
https://doi.org/10.1007/s10676-017-9431-7
https://doi.org/10.1177/2056305120984453
https://doi.org/10.1177/14732254211030570
https://doi.org/10.1111/pere.12486

	Theorizing Interpersonal and Technological Dimensions of Privacy in the Exchange of Sexual Communication 
	Privacy Perceptions and Sexting 
	Sexting Risks among Adults vs. Adolescents 
	Non-Consensual Image Distribution and Revenge Porn 

	Interpersonal Communication Privacy and Technological Privacy 
	Interpersonal Trust and Privacy 
	Privacy Ownership 
	Privacy Control 
	Privacy Turbulence 

	Technology Trust and Privacy Perceptions 
	Channels and Affordances 
	Hardware Concerns 

	Overlaps of Technology and Interpersonal Trust 
	Theorizing and Understanding Sexting Outcomes 
	References

