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Abstract: A fundamental problem with risk management standards and other associated guiding
documents is that the definitions and descriptors of the seven elements of the risk management
process within these documents are commonly at odds with each other and are difficult to understand.
An implication is that personnel within and across organisations interpret the process in different ways.
This has led to some companies developing their own interpretations of the elements in their risk/work
health and safety (WHS) management systems and thereby exacerbating the problem. A standard set
of definitions, terminology and language are vital for addressing WHS issues efficiently and effectively
to result in better outcomes. This study aimed to develop a set of plain English interpretations (PEI)
for each of the seven elements of the risk management process. These seven elements sit between the
scant and technical definitions contained in standards (primary and secondary) and the voluminous
guidance in the handbooks and codes of practice. The Delphi-technique was used with 20 risk-experts
to evaluate, over two iterations a set of draft PEIs—developed by the researchers. These were finally
reviewed for readability and understandability by 24 operators/workers. The implications for these
new PEIs is that they could be considered for future standards and guidance documents by the ISO
Working Group Risk Management Standard and similar committees and used by organisations for
their risk/WHS management systems.
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1. Introduction

The concept of defining risk and standardising a set of risk management terminology and language
is relatively new. In Australia and New Zealand AS/NZS 4360:1995 Risk management—Principles
and guidelines (AS/NZS 4360) (The research for this paper took place just prior to some of the
nominated standards being updated; however, the methodology and findings are still noteworthy.)
was introduced as a top-level document on risk management and underwent two revisions in 1999 and
2005 [1]. AS/NZS 4360:2005 was finally released as an international standard, titled ISO 31000:2009 Risk
management—Principles and guidelines; accompanied by ISO/IEC Guide 73:2009 Risk management—
Vocabulary—Guidelines for use in standards, previously a 2002 version [2]. This is now supported
by handbook HB 436:2013 Risk management guidelines—A companion to ISO 31000:2009 Risk
management—Principles and guidelines [3]. This suite of risk management documents is now well
accepted by the Australian risk/work health and safety (WHS) community as definitive guides to the
risk management process.
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A series of other standards and handbooks have been produced over time that gives guidance on
the management of risk, some of these at an industry level [4], some at an equipment level [5], some at
a functional level [6] and some at a systems safety engineering level [7].

Definitions for risk management are provided in two key documents, namely ISO Guide 73:2009
Risk management—Vocabulary and ISO 31000:2009 Risk Management—Principles and guidelines [8].
Within the framework of risk management, there are a plethora of other codes of practice, standards
and supporting handbooks that also define risk management terms and give context for practitioners.
This research constrains the discussion to the key WHS codes of practice, standards and supporting
handbooks to support the problem statement.

Figure 1 is a node diagram showing the inter-relationships of the key codes of practice, standards
and handbooks as discussed. The interrelationships are based on whether the documents contain a
reference to one of the other documents. If they do, the expectation is that the definitions, terminology
and language would be consistent. However, as the diagram suggests, there are multiple connections
and disconnects between the codes of practice, standards and handbooks—these may contribute to the
confusion in the interpretation of the process of risk management.
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Figure 1. Node-diagram depicting the interrelationships of the chosen standards, handbooks and codes
of practice.

SAI Global’s online searching tool was used for determining which standards were relevant and
current. There is some conjecture to its accuracy at the time of research in that AS/NZS 3931:1998 [9]
may have already been withdrawn, yet was not described as such [10]. There is also conjecture
amongst risk practitioners that IEC/ISO 31010:2009 is not well recognised in Australia [11] and that
its principles were adopted through the use of HB 89:2010 [12], however well recognised or not, there
are differences in the two standards. That said, the diagram above still demonstrates the complex
connections and disconnections.
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Legend for Figure 1:

• black box—a document that is current and references other current documents;
• white box—a document that is superseded but still available through SAI Global and not clearly

marked as superseded;
• grey box—a document that is current but references superseded documents;
• solid line—a current document referenced by a current document;
• dotted line—a current document referenced by a superseded document, and
• dashed line—a superseded document referenced by a current document.

This research has been conducted within the WHS domain and ISO/IEC GUIDE 51:2014 ‘Safety
aspects—Guidelines for their inclusion in standards’ that focuses on products and systems is considered
outside of the scope [12]. However, some comparisons are made between it and other documents later
in this paper.

Although Hardy [13] (p. 36) discusses ISO 31000:2009 [2] as a “universal effort to establish an
acceptable and common understanding of risk across all sectors and types of organisations”; concerns regarding
divergent risk management definitions have been widely debated since the early 1980s. Commentators
have argued that risk management terminology and language is not used consistently—terms can
have different and contradictory meanings, multiple terms can have the same meaning, terms can be
vaguely defined and the meaning and understanding of some terms is dependent upon the context
in which it is being used [14]. Haimes [15] (p. 939) contends that “the Risk Definition Committee of the
Society for Risk Analysis (SRA) (2) printed 13 definitions of risk on the program jacket of its first meeting in
1981” and “ . . . the definitions of risk continue to multiply as ‘risk’ becomes a household term” (p. 1647).
Knight [16] (p. 6) states that during the drafting of AS/NZS 4360:2004 [1] “some terms were so widely
interpreted by risk practitioners they caused real debate amongst users as to what they meant and how they
should be implemented.” He also describes the difficulty in coming to a consensus on terminology across
international borders in some cases due to the framework around risk management that these countries
developed and in some cases because terms became ‘lost-in-translation’ in some languages.

The recent work of Aven [17] found that the latest version of ISO Guide 73:2009 “fails in several ways
in producing consistent and meaningful definitions of many of the key concepts covered” (p. 724). Cross [18]
in her chapter on risk in the Safety Institute of Australia’s OHS Body of Knowledge describes “the
confusing and inconsistent terminology” of risk and the need “to communicate clearly and unambiguously a
single language” (p. 1) of risk.

Hubbard [19] (p. 79) stated that “concepts about risk and even the word risk are a source of
considerable confusion even amongst those who specialise in the topic,” which is supported by Hillson
and Murray-Webster [20] and Breakwell [21]. Hopkins [22] raises the issue of the legal system being
confused by the meaning of the term risk in bringing charges against Esso for the Longford disaster.
Hopkins [22] (p. 15) also discusses the process of managing risk from a regulatory perspective as three
basic steps, those being “hazard identification, risk assessment and risk control”.’ However, these are at
odds with the model as defined in ISO31000:2009 [2] and its predecessors. As Calman and Royston [23]
(p. 393) suggest “it is odd that we have no common language for discussing the hazards of life.”

A key consequence concerning the confusion in risk definitions and terminology is that of
interpretation and how to operationalise concepts of risk within organisations and across broader
industries. Kaplan and Garrick [24] (p. 11) stated with respect to the varied uses of risk that “the
requirements for an intelligible subject is [sic] a uniform and consistent usage of words.” Fischhoff et al. [25]
(p. 136) claim that “an effective decision-making process, whether conducted by individuals or societies, requires
agreement on basic terms” furthermore maintaining that “without such conceptual clarity, miscommunication
and confusion are likely.” McNamee [26] urges that there is a need for people to agree on a risk framework
or model and a common language of risk and Espersen [27] (p. 69) suggests that “it ensures that everyone
throughout the organisation shares a common method of speaking about risk.” Further, von Känel et al. [28] argue
that a common risk language (or risk taxonomy) provides a basis for clear and concise communication
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throughout a company about risk to facilitate a better risk management process. Miccolis [29] (p. 45)
states that “the language used to describe risks is becoming muddled” and furthermore that “in order for senior
managers to have a complete grasp of all-encompassing risk as it affects their businesses, they need to communicate
the varieties of risk in a common language.” Meshkat and Su [14] (p. 1) support this claiming that “having a
common language is a key factor to implementing a successful management process.” Hogganvik et al. [30]
(p. 14) argue that in risk forums you cannot rely on participants’ interpretations of the risk management
terms and that there is often misunderstandings and uncertainty amongst the participants. They then
posit that interpretations “may differ depending on the participant’s background and experience” and “it is
important that the terminology does not conflict with the daily language understanding of these terms” (p. 13).
Hopkin [31] (p.123) supports this in claiming that “without a common language, risk management teams will
spend too much time resolving communication issues at the expense of their primary responsibilities.”

In response to these deficiencies in risk management definitions, terminology and language, a
study was undertaken to develop and evaluate a set of plain English interpretations (PEIs) of the
seven elements of the risk management process. In particular, whilst it is noted from the literature that
there is a need for ‘consistent and meaningful definitions’ and the need to ‘communicate clearly and
unambiguously,’ this study focusses more on the latter. To this end, plain English is undefined but is
expected to be reached with the consensus of the participants who are a subset of the target audience
for the use of the PEIs. No previous research has done this.

2. Aim

The aim of this study was to develop a set of PEIs for each of the seven elements of the risk
management process that reflect both the key concepts of the definitions contained in standards
(primary and secondary) and the additional guiding information in the supporting handbooks and
codes of practice. They will be clear, brief and avoid technical jargon. They are therefore designed to
sit between the scant and technical definitions contained in standards (primary and secondary) and
the voluminous guidance in the handbooks and codes of practice.

The seven elements are:

• Establishing the Context;
• Risk Identification;
• Risk Analysis;
• Risk Evaluation;
• Risk Treatment;
• Communication and Consultation, and
• Monitoring and Reviewing

The hypothesis for this study is that a set of PEIs for each of the seven elements of the risk
management process would provide workers with clarity and a common meaning and language when
applying the risk management process.

3. Method

3.1. Participants

Participants comprised two groups—1) twenty eminent risk-experts and 2) twenty-four frontline
operators/workers. Risk experts (19 males) were aged between 45 and 56 years (M = 55.1 years,
SD = 6.5 years), had collectively worked in WHS/risk management for 701 years (M = 35.1 years,
SD = 7.4 years, R = 24–48 years) and had practised risk management in their vocations for a minimum
of 25 years. Fifteen were facilitators/practitioners of risk management and WHS in mining and
construction (general and railway), three were lawyers and two were academics, all specialised in the
fields of risk management and WHS. Initially, there were 23 risk-experts but three participants did not
respond correctly to the task and were removed from the sample.
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Operators/workers (20 males) were aged between 22 and 56 years (M = 33.1 years, SD = 8.6 years)
and employed in the mining and construction (general and railways) industries with 332 years of
collective experience (M = 13.8 years, SD = 8.1 years, R = 2–35 years).

All of the participants had professional ties to the researchers so were not a representative random
sample. Participants were sought based on the criteria set by Pill [32] and Oh [33], that is, they had
what Hsu and Sandford [34] subsequently described as having moderately associated backgrounds
and experiences in the focus areas, being able to provide useful responses and being willing to adjust
their initial/previous decisions. With respect to numbers of participants, Hsu and Sandford [34] claim
there is no consensus within the literature; however, the sample number meets the criteria of Witkin
and Altschuld [35] of there being less than 50 participants and approximates the criteria of Ludwig [36]
that there be between 15 and 20 participants.

In any research, there is always a concern of participant bias at a number of levels:

• The ‘social desirability effect’ and this was addressed in that participants were advised that
responses were confidential and anonymous;

• the ‘halo effect’ and the way this was addressed was to not shape participants ideas before seeing
the survey and

• the ‘yae/nae saying acquiescence’ and this was addressed by using balance in the questioning,
that is no leading questions [37].

All participants gave written informed consent and the Human Research Ethics Committee of
The University of Queensland approved the study. None of the participants were paid or reimbursed
for their participation in this study.

3.2. Procedure and Materials

Risk-experts received an email describing the study and inviting them to participate. Those
volunteering to participate then received the first-cut PEIs and an associated feedback questionnaire.

The authors developed the first-cut PEIs by comparing the definitions of each of the elements
contained in four standards, one guide, six supporting handbooks and one code of practice, as defined
in Figure 1. As described earlier, some of these documents were current and others in the process of
revision or due for future revision (to be made consistent with AS/NZS ISO 31000:2009 [2]). This added a
level of uncertainty in developing and aligning the definitions and interpretations of the elements. Given
that the authors wrote the first-cut PEIs it should be noted that the three authors have over 70 years of
combined experience in the area; they have backgrounds in practical health and safety management and
academic safety research. For example, the principal author has over 40 years of experience managing
risks from the board level to the coal- face in the rail, mining and construction industries.

The feedback questionnaire asked participants whether they believed the PEIs reflected the core
principles of the defining standards and were readable. If they disagreed, they were asked to justify
their decision and to supply alternative wording. Those who agreed that the PEIs reflected the intent of
the guiding documents were also encouraged to explain their decision. Two participants with extensive
WHS and risk management experience completed a pilot study to test the syntax and format of the
feedback questionnaire.

The Delphi technique then guided the subsequent development of the PEIs. The panel of experts
would continue to receive the updated PEIs and feedback questionnaires (via email) and encouraged to
revise their earlier opinions in light of the feedback from the other experts. This process would continue
until the group achieved a consensus. After each round, experts received an anonymous report of
everyone’s feedback, which included the reasons for their responses [38–41]. The theory underlying
the Delphi method is that during this iterative process, the range of the opinions will decrease and
the group will converge towards a consensus of opinion [42]. Dalkey [38], Helmer and Rescher [43],
Oh [33] and Adams [44] further posit that the process of individuals working anonymously to form a
consensus may help to reduce the various biases that result in regular, face-to-face group meetings,
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such as ‘group think’ and the ‘halo effect.’ A key challenge to applying a Delphi-technique is that it
can be a time-consuming process [40,45,46].

Once the risk-experts reached consensus, the group of operators/workers reviewed the PEIs using
a similar process. A key difference between groups was that the survey tool SurveyMonkey® delivered
the information instead of email. This improved the participation rate to 100% and dramatically
reduced the time taken for participants to respond. The feedback questionnaire differed in that it asked
participants to judge whether the PEIs were readable and understandable.

The risk-experts took two rounds to satisfy consensus. The outcomes from each of these rounds
are henceforth termed the ‘second-cut’ and ‘third-cut’ PEIs, respectively. The operators/workers group
achieved consensus in one round and their outcomes, which became the final version of the PEIs, are
referred to as the ‘fourth-cut’ of the PEIs.

3.3. Analysis Strategy

The criterion used to indicate an acceptable level of consensus was 80% group agreement. This
is an application of the law of diminishing returns, whereby at some point the amount of effort to
increase consensus outweighs the economic value of that effort.

4. Results

4.1. Feedback Provided by Risk-Experts

Risk experts, using two iterations of the Delphi technique, developed plain English interpretations
of the seven elements of the risk management process. Table 1 highlights the changing level of support
for the PEIs given by risk experts over the two review rounds. The group deemed two of the PEIs—Risk
Evaluation and Communication and Consultation suitable in the first round. Their feedback then
informed updated versions of the PEIs (second-cut) that experts reviewed in round two. As shown in
Table 1, between 80 and 100 per cent of experts approved the second-cut PEIs but they also offered
further feedback, which guided the development of the final expert-developed PEIs (third-cut). This
later feedback generally related to minor syntax and formatting changes, whereas earlier feedback
concerned more substantive issues associated with the meaning of concepts (etc.). In accommodating
the suggestions of multiple participants, the researchers made minor grammatical corrections and
word changes.

Table 1. Proportion of risk experts supporting the first- and second-cut plain English interpretations (PEIs).

Rounds Establish
Context

Risk
Identification

Risk
Analysis

Risk
Evaluation

Risk
Treatment

Communication
& Consultation

Monitoring &
Reviewing

Round 1 60% 60% 75% 85% 65% 95% 65%
Round 2 95% 80% 85% 100% 95% 100% 90%

∆ Rounds 1 and 2 35% 20% 10% 15% 30% 5% 25%

∆ represents the difference between rounds.

Five participants provided general comments supporting the development of the PEIs for the
seven elements of the risk management process. Examples of these were—“ISO GUIDE 73 definitions we
apply to risk management are the result of much debate,” “I agree that the generic definitions can sometimes leave
the user still seeking answers” and that “I think your plain English interpretation adds value—I think you’ve
thought them out well.” Another participant was concerned that the trainers of the risk management
process often “failed to use plain English.” Another participant said “It works for me, I understand what
you’re saying and I agree that what you’re saying is right. My only suggested changes are tweaks to wording on
a couple of places where I had to read it twice to get what you were saying.”

Only one participant maintained that the current definitions in the standard “were acceptable as
were the PEIs.” Three of the risk-experts only gave general comments about the first round PEIs, while
being excluded from later rounds, their feedback informed round two PEIs.
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To illustrate the qualitative changes made to PEIs across rounds, the next section represents a case
study of the major changes made in the development of the Risk Treatment PEI.

A Case Study Showing the Development of the Risk Treatment PEI as Informed by Risk-Experts

On first viewing of the Risk Treatment PEI, 65 per-cent of the risk experts agreed that it reflected
the core principles of the defining standards and was readable. Shown in column one of Table 2 is the
feedback given by experts in round one. There were 14 comments given from seven participants who
disagreed and 13 participants who agreed with the PEI resulting in the following changes:

• Added an initial short definition of risk treatment that included two risk treatment outcomes—(1)
eliminate or reduce the risks that are unacceptable or intolerable and (2) accept or increase the risk
or opportunities that are acceptable or tolerable

• Added ‘accepting the risk’ to the tolerating the risk strategy because it was important to highlight
that risk was not necessarily negative

• Deleted ‘removing the risk source’ from the treating the risk strategy because it actually belongs
in the termination strategy

• Added ‘passing on’ to the transferring the risk strategy to differentiate from ‘sharing’ the risk

Table 2. Changes to the Risk Treatment PEI across round one (second-cut) and two (third-cut) of
the Delphi-technique.

Second-Cut PEIs Third-Cut PEIs

‘Risk treatment’ is the process of determining ‘risk
mitigation strategies’ to:

• eliminate or reduce risks that are unacceptable or
intolerable, or

• accept or increase risks or opportunities that are
acceptable or tolerable.

This results in consideration of four key decisions:

• terminating the risk, i.e., avoiding the risk by
deciding not to start or continue the activity or
removing the risk source, that gives rise to risk;

• tolerating the risk, i.e., accepting the risk or taking
on increased risk, by informed decision, in order to
pursue an activity/opportunity;

• treating the risk, i.e., changing the likelihood
and/or consequence associated with the risk, or

• transferring the risk, i.e., passing on or sharing
the risk with another party or parties including
contracts and/or risk financing.

‘Risk treatment’ is the process of determining further
risk mitigation strategies, with consideration of the
hierarchy of controls, to:

• eliminate or reduce risks that are unacceptable
or intolerable or

• accept risks or opportunities or
• increase risks providing they remain acceptable or

tolerable.

For each risk identified, this results in consideration of
four key decisions:

• terminating the risk, i.e., avoiding the risk by
deciding not to start or continue the activity or
removing the risk source, that gives rise to risk;

• tolerating the risk, i.e., accepting the risk or
taking on increased risk, by informed decision,
in order to pursue an activity/opportunity;

• treating the risk, i.e., changing the likelihood
and/or consequence associated with the risk or

• transferring the risk, i.e., passing on or sharing
the risk with other parties including contracts
and/or risk financing.

Note: The grey, struck-out text denotes deletions and the italics text denotes additions to the first-cut PEI.

These changes resulted in a second-cut Risk Treatment PEI that received support from 95 per-cent of
the group in round two. Six issues were raised as part of round two feedback (given by one participant
who disagreed and 19 who agreed with the PEI) that resulted in the following changes (see column two,
Table 2):

• In the first paragraph ‘with consideration of the hierarchy of controls’ was added because it was
thought to be an important and often forgotten part of the risk management process
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• In the second outcome ‘accept or increase risk’ was separated, to highlight their differences
better—so that there were now three separate outcomes

4.2. Feedback Provided by Operators/Workers

To bolster the likely use of the PEIs at the sharp-end of a firm, a group of 24 operators/workers
reviewed them for their readability and understandability. On first viewing, 80% or more of the group
approved each of the seven PEIs. They did, however, provide feedback that resulted in a final set of
PEIs. This feedback suggested minor amendments, primarily targeting the readability of the PEIs.
For example, they suggested that commonly used words replace jargon and technical words.

For four elements—(1) Establishing the Context, (2) Risk Evaluation, (3) Risk Treatment and (4)
Communication and Consultation, the level of support given by operators/workers was less (by 8
to 17%) than that given by the risk-experts in round two but generally higher than that given by
risk-experts in round one (see Table 3). The reduction in levels of approval across rounds two and three
is likely to be due to the risk-experts and operators/workers viewing the risk management elements
in a slightly different manner. The former group is likely to hold a more strategic/tactical approach,
while the latter an operational approach. Additionally, it was anticipated that the levels of agreement
among the occupational groups differ because they have different competency sets and methods for
managing risk. More important was that the level of consensus satisfied the 80 per cent consensus
criteria. Table 3 depicts the changes in support for the PEIs across the two occupation groups. It shows
a consensus score for each round and a difference between rounds.

Table 3. The proportion of participants (risk-experts, operators/workers) who approved the PEIs across
round two and three of a Delphi technique.

Rounds Establish
Context

Risk
Identification

Risk
Analysis

Risk
Evaluation

Risk
Treatment

Communication
& Consultation

Monitor &
Review

Round 2 (risk-experts) 95% 80% 85% 100% 95% 100% 90%
Round 3 (operators/workers) 83% 88% 92% 83% 83% 92% 92%

∆ Rounds 2 and 3 −12% 8% 7% −17% −12% −8% 2%

∆ represents the difference between rounds.

Table 3 shows that Establishing the Context, Risk Evaluation and Risk Treatment just reached
consensus, indicating that support for these elements would probably improve with further rounds of
the Delphi-technique; as part of further work.

One participant offered a general comment across all elements that “the average worker would not
understand any of this.” This comment was in contrast to the views of the remaining 23 operators/workers.

The results of this round were the fourth-cut and final version of the PEIs, as detailed in Table 4.

Table 4. Finalised PEIs.

Finalised PEIs

‘Establishing the context’ is the process of evaluating the external and internal environment in which your
organisation operates with respect to the specific objective you are trying to achieve. This includes legal and
regulatory frameworks, political, economic, cultural, commercial (including financial), technological and
operational elements of your organisation.
From this broad-based perspective, a strategic approach to risk can be mapped for your organisation, including
establishing the criteria against which risk will be evaluated and defining the analysis structure.
This results in a starting plan and scope for the other six parts of the process that can be applied at a strategic,
tactical and operational level, as appropriate.

‘Risk identification’ is the process of identifying the opportunities or hazards (sources of harm) and describing
the types of credible risks that could affect your organisation. It involves a thorough examination of your
organisation’s activities and the potential events that could occur and those that have occurred in similar
circumstances. These events can be planned or unplanned.
This results in a comprehensive list of well-defined risks, albeit there may be some uncertainties and
ambiguities, unique to your organisation and its operational environment.
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Table 4. Cont.

Finalised PEIs

‘Risk analysis’ is the process of determining the relative effect individual risks are likely to exert on
your organisation/role.
Risks to your organisation are analysed in terms of the likelihood of the event(s) occurring (e.g., ranging from
rare to almost certain) and consequence(s) if the event occurs (e.g., ranging from minor to catastrophic). Events
can be planned or unplanned.
This results in data that can then be used to prioritise risk for management action as part of ‘risk evaluation.’

‘Risk evaluation’ is the process of comparing estimated levels of risk against the criteria defined earlier when
‘establishing the context.’ It then considers the balance between potential benefits and adverse outcomes, to
determine if the risk is acceptable or tolerable based on the quality of the controls in place.
This results in decisions being made about the current and potential future risk mitigation strategies and their
priorities to ‘as low as reasonably practicable’ principles.

‘Risk treatment’ is the process of determining further risk mitigation strategies, with consideration of the
hierarchy of controls, to:

• eliminate or reduce risks that are unacceptable or intolerable, or
• accept risks or opportunities, or
• increase risks providing they remain acceptable or tolerable.

For each risk identified, this results in consideration of four key decisions:

• terminating the risk, that is avoiding the risk by deciding not to start or continue the activity or removing
the risk source, that gives rise to risk;

• tolerating the risk, that is accepting the risk or taking on increased risk, by informed decision, in order to
pursue an activity/opportunity;

• treating the risk, that is changing the likelihood and/or consequence associated with the risk, or
• transferring the risk, that is passing on or sharing the risk with other parties including contracts

and/or insurance.

‘Communication and consultation’ is the process of sharing or obtaining information and engaging in
dialogue with persons or organisations that can affect, be affected by or perceive themselves to be affected by, a
decision or activity. It happens at each stage of the risk management process with a particular focus on the
outcomes of managing and controlling the risk. It should also include consideration of lessons learned from
within and external to the business.
This results in giving or receiving feedback for consideration in the other elements of the risk
management process.

‘Monitoring’ is the process of checking, supervising and critically observing planned controls. These activities
are undertaken at appropriate frequencies, depending on the nature and scope of the particular risk. This
results in establishing that planned controls are in place and remain in place and whether the operating
environment and thus risk, has changed.
‘Reviewing’ is the process of determining the suitability, adequacy and effectiveness of the implemented
controls to achieve established objectives that were defined earlier in ‘establishing the context.’ This results in
establishing a cycle of continuous improvement including considering new and/or more appropriate controls.

4.3. Discussion

The aim of this study was to develop a set of PEIs for each of the seven elements of the risk
management process that reflect both the key concepts of the definitions contained in standards
(primary and secondary) and the additional guiding information in the supporting handbooks and
codes of practice. In two iterations 80 per cent or more of the group (M = 92% across PEIs) of 20 risk
experts (each with at least 25 years’ experience as risk practitioners) gave support for each of the seven
PEIs, confirming that they reflected the core principles of the defining standards and were readable.

The PEIs achieving the highest level of approval by experts on first viewing were Risk Analysis
(75%), Risk Evaluation (85%) and Consultation and Communication (95%). This may be due to them
being more clearly defined in the current risk management standards, handbooks and codes of practice
than other elements of the risk management process. Another explanation is that experts in our study
were more familiar with conducting them and so there was less variability in their understanding.



Safety 2019, 5, 75 10 of 13

The Risk Analysis and Risk Evaluation elements are core components of the risk assessment sub-process
that most risk practitioners are familiar with and so they are likely able to define quite well. In addition
to being a requirement in AS/NZS ISO 31000:2009 [2], the risk assessment sub-process is also used
at the operator/worker level in field-level risk assessments (e.g., ‘Take 5’, ‘SLAM’ and ‘StepBack’).
Also, the Communication and Consultation element cuts across many management activities beyond
risk management and so, again, it is relatively familiar and known to practitioners. Conversely, the
Establishing the Context PEI, which had a low level of support in round one, is typically not applied
by risk practitioners when conducting risk assessments. Contrary to this view, the Risk Treatment PEI
also had a low level of support, yet one would expect that this process by familiar to experts.

To better ensure the use of the PEIs at the ‘pointy-end’ of an organisation, a group of 24
workers/operators employed in high-risk industry sectors (construction and mining) subsequently
rated the expert-approved PEIs. It was found that more than 80 percent of the group (M = 88% across
PEIs) agreed that the PEIs were both readable and understandable. The finalised PEIs for all elements
of the risk management process are given in Table 4.

The researchers used the study group to develop the PEIs and at no stage influenced their decision
through the Delphi process. However, some commentary is offered below for further consideration on
five of the PEIs that were developed:

4.3.1. Risk Identification PEI

The words ‘harm’ and ‘hazard’ were used in AS/NZS 4360: 2004 [1] (replaced by ISO 31000:2009 [2])
only with specific reference to ISO/IEC GUIDE 51:1999 (replaced by ISO/IEC GUIDE 51:2005 and then
ISO/IEC GUIDE 51:2014) [12] and safety-related risk. These terms are not meant to be applied to risk
management activities that are not safety-related. As this study is safety-related, it could be argued
that it is relevant to consider the definition of ‘harm’ from ISO/IEC GUIDE 51:2014 [12] rather than
its inference from the definition of hazard from ISO GUIDE 73:2009. Interestingly, ISO/IEC GUIDE
51:2014 [12] does not return the favour, although it mentions ISO 31000:2009 [2], it does not make use
of any of it, potentially demonstrating the politics of different ISO/IEC committees.

The expert group suggested and agreed on the words ‘uncertainties and ambiguities’ within the
Risk Identification PEI. Hayes [47] would contend that uncertainty is inherent in the definition and
ambiguity is a subset of uncertainty and so perhaps there is a form of residually in the definition agreed
by the participants that could be improved with further work.

4.3.2. Risk Analysis PEI

It is worth considering the likelihood of the consequence of an event that is to be combined with
the extent of the consequence when determining the level of risk. That is, there is a distribution of
possible consequence values that have to be represented by an expected value. The likelihood of the
event does influence the likelihood of the consequence. ISO 31000:2009 [2] is not consistent in its
description of likelihood and consequence but the authors of the update to HB 436:2013 [3] have tried
to clarify what should be meant by ‘likelihood’ when determining the level of risk.

4.3.3. Risk Evaluation PEI

The expert group suggested and agreed that the phrase ‘as low as reasonably practicable’ be
included in the Risk Evaluation PEI. This is in conflict with the requirements of the WHS statutes that
require the principles of ‘so far as is reasonably practicable.’

Some may contend that Risk Evaluation cannot be used to decide about ‘mitigation’ strategies
(i.e., whether to terminate, tolerate, treat or transfer). Such strategies have not been determined yet and
their priorities are dependent upon their change to levels of risk and the cost of implementation, which
may be one of the risk criteria, should that approach be taken. As such, the definition agreed by the
participants could be improved with further work that may include consideration of the penultimate
paragraph in the definition being dropped or moved to the Risk Treatment PEI, where such priorities
are set.
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4.3.4. Risk Treatment PEI

It could be argued that the hierarchy of controls are appropriate from a safety aspect but not for
general risk management. Others might argue that it is dangerous to indicate a particular approach
within a definition but as these are PEIs, it may be considered appropriate.

Some may contend that from a WHS perspective passing on risk is not possible. Risk is defined in
ISO 31000:2009 [2] (p. 1) and ISO Guide 73:2009 [8] (p. 2) as the “effect of uncertainty on objectives.” So,
they may question how that can be passed to someone outside the organisation? However, within this
context, the consequences for the objectives/risk criteria can be influenced by someone else’s actions, as
in paying out insurance but the effect remains within the organisation, even if lessened. That said, as
mentioned for ‘Risk Treatment,’ particular approaches really should not be in definitions, although
they are used in ISO Guide 73:2009 [8].

The expert group suggested and agreed on the words ‘risk and opportunities’ and ‘accept the risk’
be used in the Risk Treatment PEI. It could be argued that ‘risk and opportunities’ would be better
worded as ‘threat and opportunities’ and that ‘accept the risk’ would be better expressed as ‘accept the
level of risk.’ These could be potentially improved with further work.

4.3.5. Monitoring and Reviewing PEI

The expert group suggested and agreed that ‘more appropriate controls’ be used in the Monitoring
and Reviewing PEI. It could be argued that these are also new controls and potentially this PEI could
be improved with further work.

4.4. Conclusions

The research here has shown that PEIs for the seven elements of the risk management process can
successfully be developed. These PEIs were understood and accepted by risk experts. Considerable
differences exist in risk management definitions and terminology in the various risk management
standards, handbooks and codes of practice. Confusion arising from these differences has been
consistently reported in the literature and is concerning because it has the potential to hinder the
application of the risk management process. Across two iterations of the Delphi-technique risk-experts
provided feedback about PEIs and resulted in incremental improvement in their support of the PEIs;
confirming that the content and readability of the emergent PEIs were being enhanced and highlighting
the value of the Delphi-technique to generate a common meaning from divergent and differing expert
opinions. Not only that, it is evident that it was possible to get a group of specialists and operators to
agree on plain language interpretations of the seven elements of the risk management process.

There are two implications of this work from an applied research point of view. Firstly, that PEIs
could be considered by the ISO working committee for risk management for future improvement to
the risk management standards and handbook, because people are concerned about the poor level of
consistency and clarity in these documents. Secondly, the PEIs could be adopted by companies for
implementation into their current safety/risk management systems.

Ongoing testing of our findings should be undertaken with other safety scientists and professional
groups, for example, the Safety Institute of Australia, to verify the PEIs further.
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