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Abstract: Most people are exposed to risks both in the online and offline world. Several studies have
provided definitions and measures of cybervictimization based on different theoretical approaches
and most of them have focused on specific forms of cybercrime, depicting a limited portrayal of
victimization. The current study explored victimization configurations in a sample of 749 university
undergraduates from Spain (61.6% women; M age = 26.9), utilizing latent class analyses to account
for the nature and frequency of various types of online and offline victimization along their life span.
Among them, 35.9% were victims of a cyberattack, 24.4% reported being victims of cyberfraud and
49% of property crime. The analysis uncovered two classes of cybervictims—consisting of economic
cybervictimization (victims of economic cybercrimes only) and cyber-polyvictimization (victims
of various types of cybercrimes)—and allowed us to compare them with a group of non-victims.
Younger respondents (15 to 25 years old), conventional university students, women, people with
lower incomes and LGBTQI+ individuals have a higher representation in the cyber-polyvictimization
class. In addition, members of this class have suffered more offline victimization in all the areas
analyzed. The present study has found co-occurrence between online and offline victimization, thus
reinforcing the relevance of simultaneously studying both areas and the interaction between them.
From this empirical ground, prevention strategies should not be focused merely on opportunity
factors related to the online interactions and behavior of potential victims, without facing the deep
human and social roots of victimization.

Keywords: co-occurrence; latent classes; online victimization; offline victimization; victimology;
polyvictims

1. Introduction
1.1. Cybercrime and Cybervictimization

In the study of cybercrime and cybervictimization, a wide repertoire of behaviors
has been considered as a matter of interest by researchers. Cybercrime includes any
illegal activity carried out online with the use of computers or any other devices that
can connect to the internet (Kaakinen et al. 2018). Examples of behaviors defined as
cybercrime are cyberbullying, cyberstalking, online theft, financial and identity theft,
hate speech, child pornography, online grooming, sexual harassment, and revenge porn
(DeMarco et al. 2017). The repertoire is broad and heterogeneous. To facilitate the study
of these conducts, some researchers created their own classification criteria. Wall (2007)
differentiated three categories: crimes against the machine (“computer integrity” crimes),
crimes using machines (computer-related crimes) and crimes in the machine (“computer
content” crimes). McGuire and Dowling (2013) proposed a more simplified classification,
differentiating cybercrimes into cyber-enabled and cyber-dependent crimes. The first are
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those behaviors that, traditionally, have been carried out offline and that are now being
displaced to the cyberspace, since the authors use the internet as a new means to perpetrate
them. The second group is integrated by those conducts that would not exist without the
appearance of the internet. These would be the “true” cybercrimes (or third generation),
“which are solely the product of opportunities created by the internet” (Wall 2007). These
classifications have been refined through recent studies that have shown how certain
criminal behaviors occur simultaneously in the physical and online fields. Caneppele and
Aebi (2019) propose a triple classification of crimes distinguishing between online, offline
and hybrid crimes (those that occur both in the physical and virtual world).

Most empirical studies on cybervictimization have analyzed what factors, specific
in cyberspace, increase the risk of suffering online victimization. Many of these studies
have used samples composed of minors and have focused their attention on personal
risk factors or on their vital environment, analyzing specific types of victimization (e.g.,
cyberbullying or sexting) (Nedelec 2018). In Spain, the studies also have delt mainly with
minors and some types of victimization like peer victimization, bullying and cyberbullying
or online sexual grooming (e.g., Gómez-Baya et al. 2019; Garmendia Larrañaga et al. 2019;
Martínez-Ferrer et al. 2018; Villacampa and Gómez 2017). This fact is not surprising, since
the use and access to the internet is much greater for minors and adolescents than for the
adult population (Kaakinen et al. 2018).

The routine activity theory (Cohen and Felson 1979) has become one of the most sup-
ported theories in explaining online victimization (Miró 2012). According to this conceptual
framework, the risk of victimization increases when there is a motivated offender, a suitable
target and an absent or incapable guardian in time and space (e.g., Holt and Bossler 2008;
Reyns et al. 2019; Reyns et al. 2011; Reyns et al. 2012). Up to now, several studies have
shown that routine activities associated to online communication increase the likelihood of
suffering different forms of cybervictimization. The lifestyle theory (Hindelang et al. 1978)
has also been taken into consideration to explain why and how crime victimization has
been transformed as a consequence of the influence of the internet on human interactions.
On this basis, Aebi and Linde (2010) considered the use of the internet as a major change
in the lifestyles of Western societies and linked it to the decline of traditional (offline)
victimization that would be replaced by new forms of victimization in the cyberspace.
Other studies have supported the thesis that engaging in deviant lifestyles online can also
increase the risk of victimization (Holt and Bossler 2008). Research development has led to
a convergence of the two theories into a perspective often referred to as a lifestyle-routine
activity theory (Reyns et al. 2011). On this basis, in a recent study by Reyns et al. (2019),
in addition to confirming that daily activities in the cyberspace are related to the risk of
victimization, they concluded that the character of cybervictimization will differ according
to the type of online activity that is carried out. One of the critiques or limitations presented
by investigations that were based on this theory is that they do not take into account certain
individual characteristics of the victim that could explain the reasons why they carry out
these specific activities and that they can therefore influence the risk of (cyber) victimization
(Nedelec 2018).

1.2. Online and Offline Victimization

Several studies have indicated that there is an overlap between online and offline
victimization (Gómez-Baya et al. 2019; Kaakinen et al. 2018; Maas et al. 2019; López-Cepero
et al. 2018; Marganski and Melander 2018; Nedelec 2018; Wright et al. 2019). This is a
consequence of the fact that most people are exposed to risks in the offline world as well as
in the cyberspace. These results challenge the perception of online and offline victimization
as two separate fields and the assumption that studying cybervictimization should be based
exclusively on the specific risk factors related to the activities of potential victims in the
cyberspace. Therefore, the interaction between the two worlds must be taken into account
when we study victimization (Nedelec 2018).
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Studies about online and offline victimization with adults are scarce. However, there
are some results that will be summarized below. Mitchell et al. (2007) analyzed a sample
of 929 adults with the objective of learning about the relationship between the use of the
internet and its negative consequences, both in the online and offline fields. They identified
a first group of adults (n = 261) in which it was evidenced that having experiences on the
internet such as online infidelity, pornography use or internet addiction was associated
with a higher risk of victimization. That is, they presented high percentages of harassment,
fraud, stealing or deception victimization. The results of this research show that their
interaction both with the online and the offline world had an influence on victimization.

Following this line of research, Gini et al. (2019) have recently carried out a similar
study with a sample of 1377 Italian adolescents and young adults (M = 16.13). Through an
analysis of latent classes, they were able to identify four groups of victims: peer victimiza-
tion online (9.2%), peer victimization offline (9.2%), dual victimization (peer victimization
on- and offline) (2.1%) and those who are not victimized (79.6%). They focused only on peer
victimization (bullying and cyberbullying) based on the motives for using the internet. The
dual victimization group, although not the most prevalent, presented more mismatches
than the rest in online interactions, such as visiting adult sites, playing role-play games,
spending more time on the internet and using online media to avoid offline interactions.
According to another study, sharing images of sexual content under pressure or coercion
also seems to be a predictor for the perpetration and victimization of teen dating violence
(Bianchi et al. 2018). The results of some studies have not provided us with enough details
on the interaction between online victimization and offline experiences, inasmuch as they
have been mostly oriented to uncover risk factors focused on the online behavior of poten-
tial victims. Reyns et al. (2011), in a study on cyberstalking victimization, aimed to test the
adaptation of the lifestyle-routine activity perspective to cyberspace. Although their study
focused mainly on online risky behaviors, it introduced some offline risky activities usually
not explored empirically by researchers, such as alcohol consumption, frequency of party
attendance or bar and night club patronage, as control variables. Although these activities
were not found to have an influence on online victimization, authors suggest that future
research should address the possible overlap between stalking and cyberstalking.

Recent studies have analyzed the co-occurrence of online and offline victimization.
In a study conducted by Marganski and Melander (2018) a sample of 540 undergraduates
was analyzed. The study showed that 73% of the undergraduates (n = 394) reported
experiencing some type of intimate partner online victimization (harassing behaviors) and,
over half of them (56%, n = 294) reported having been victims of some type of in-person
intimate partner violence during the year before. All respondents who reported offline
intimate partner psychological, physical, or sexual victimization also reported having
experienced intimate partner online victimization. Additionally, intimate partner online
victimization was found to be a significant predictor of in-person partner psychological
victimization. However, Reyns and Fisher (2018) found that the relationship between the
online and offline domains was more nuanced. Although they found that being stalked
offline increases the likelihood of being stalked online, differences in relation to gender were
observed. Women who were victims of cyberstalking were less likely to be offline victims.
However, this was not the same for men, who were at higher risk of being offline stalked if
they were previously online victims. These results indicate that offline victimization was a
predictor of online victimization in women, but not in men.

Overall, research has found that victimization experienced through ICT often overlaps
with in-person victimization. However, research with an adult population is still scarce
and some data are inconsistent in relation to gender, hence the need for further research.

1.3. Polyvictimization and On- and Offline Victimization

Beyond cybercrime, empirical research has repeatedly revealed that various types of
victimization tend to co-occur. The study of co-occurrence is seen as a more consistent
approach than the observation of victimization as a heterogeneous amount of isolated
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phenomena (Hamby and Grych 2013). From this approach, it has been observed that victims
of violence often experience various types of violence during their lifetime. Child abuse
and witnessing parental violence has been found to be the best predictor of intimate partner
violence and other types of violence in adulthood (Widom et al. 2008). Revictimization
studies have shown that childhood sexual abuse, physical abuse and neglect predict
physical and sexual victimization into middle adulthood (McIntyre and Widom 2011).
Hamby et al. (2010) have revealed that witnessing partner violence is very closely associated
with several forms of exposure to other forms of family violence (OR ranging from 3.88
to 9.15). Additionally, in a study based on data from the American National Survey of
Children’s Exposure to Violence (n = 4549) they found that 34% of youth who witnessed
partner violence had also been maltreated in the year before, compared with 8.6% of non-
witnesses (Hamby et al. 2010). With regard to intimate partner violence, psychological,
physical and sexual violence often co-occur too (Grest et al. 2018; Sumalla et al. 2020).

In this line of research, polyvictimization has been identified as being a consistent
entity to understand patterns of victimization in childhood and also in adulthood with
a cumulative negative influence (Turner et al. 2010). It is, in addition, associated to most
serious psychological consequences for victims (Finkelhor et al. 2007). In a study based
on a community sample of people aged between 12 and 17 in Catalonia, Pereda et al.
(2014) found that almost 20% of the respondents could be classified as polyvictims and
4% had experienced seven or more types of victimization. Those lifetime polyvictims
had not only been affected by a high number of incidents, but they also had experienced
victimization in several areas, such as conventional crimes, victimization by caregivers,
peer victimization, sexual victimization and online victimization. The authors revealed
that the prevalence of polyvictims was 65% in a sample of minors from the juvenile justice
system (Pereda et al. 2017). Moreover, some studies have pointed out that “technology
could potentially increase negative effects for polyvictims by creating additional contexts
in which victimization and perpetration could occur” (Mitchell et al. 2018). Once again,
studies that take into account online and offline victimization and polyvictimization are
scarce. However, in recent studies it has been pointed out that becoming a victim of abuse
in adolescence (domestic violence, childhood maltreatment) is correlated with carrying out
risky sexual behaviors, both in the offline field (intercourse without a condom, intercourse
while drunk or high) and online (visiting porn sites, cybersex, sexting, etc.) (Mitchell et al.
2018). It is also associated with a greater probability of physical violence (Maas et al. 2019;
Noll et al. 2013). In the peer victimization scene, two studies have been elaborated. First,
Mitchell et al. (2018) found that those adolescents (n = 791) who were at higher risk of
peer harassment online and offline, either as a victim or a perpetrator, were those who
experienced polyvictimization. Similarly, Semenza (2019) found that those adolescents who
experienced polyvictimization were at higher risk of peer victimization.

In a recently published study with a large sample of adult population in the Nether-
lands (n = 3021), about 6% had experienced different types of cybervictimization, such as
unauthorized access to computers, virus infection, reception or unsolicited digital messages,
theft of credit card or online intimidation; and various types of in-person victimization,
such as burglary, theft, damaged property or physical maltreatment (Nedelec 2018). This
study also concludes that some individual differences, such as impulsivity, are associated
with the likelihood of experiencing both on- and offline victimization.

2. Objective

The present study has been approached on the basis that cybervictimization should
not be observed as a phenomenon isolated from other types of victimization. From this
consideration, we hypothesized that a relevant part of victims of cybercrime have also
experienced in person victimization and this co-occurrence and the existence of patterns
of victimization that are not intrinsic to the cyberspace are key aspects to be taken into
account when examining cybercrime and their impact on the victims. In order to validate or
refute this hypothesis, we designed a study based on a survey by which we explored online
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and offline victimization experiences in a sample of university undergraduates, utilizing
various analyses to account for the nature and frequency of various types of online and
offline victimization along their life span. After reviewing the existing literature, we will
present the methodology of our study, the main findings and, finally, a discussion and
recommendations related to prevention and intervention strategies and to further research.

3. Methods

The data were obtained from a survey made to a sample of students from three
universities in Spain, two of them conventional universities located in Catalonia and an
online university. The instrument was a self-administered survey operated through the
software application LimeSurvey, accessible by the students through a virtual aula. In
order to make it available to the students, we contacted with academic staff from different
undergraduate courses. Some of them put an announcement in their virtual aula with a
link to the questionnaire. Students could open and decide, on a voluntary basis, to access
and complete the survey. The survey was accessible and operating between March and
April 2017 for the students of the online University, and between March and April 2018 for
the students of the other two Universities. Around 10% of the total number of students that
potentially could access the survey entered and most of them completed the form regularly.
The number of valid answers obtained was 749.

3.1. Sample

Respondents were 467 women (61.5%), 282 men (37.7%) and 4 other. With regard to
age, all of them were adults, the mean was 26.9 and the median 22. Their nationality was
mostly Spanish (95%) and most of them lived in Catalonia (82% vs. 15% living in other
parts of Spain). Most of the respondents were living in a family environment at the time of
the survey (52%). In total, 27% lived with a partner (with or without children), 11% lived
alone and only 9% with friends. In total, 43% declared that they had a partner relationship,
43% were single, 12% were married and 3% were divorced, separated or widowed. The
economic background was diverse, but mostly the respondents had a middle or low class
status: family incomes declared by them were between 20,000 and 40,000 euros in 43.5% of
cases, less than 20,000 in 39%, between 40,000 and 60,000 in 17% and more than 60,000 only
in 5%.

All respondents were undergraduate students, mainly majoring in social sciences, law
or arts degrees (55%). Other common majors were engineering or experimental sciences
(20%), psychology or educational sciences (20%) and other (5%). In total, 53% studied in
a conventional university and 47% in the online university. With regard to the language
chosen to complete the survey, Catalan was used in 70% of cases and Spanish in 30%.

3.2. Measures

We obtained data from a set of items related to cybervictimization, with two items
referred to economic cybervictimization (cyberattack and cyberfraud) and twelve items re-
ferred to social cybervictimization, two of them of sexual nature (Table 1). We also collected
information related to five types of offline victimization: (1) property victimization (theft,
robbery and burglary), (2) violent victimization (assaults and corporal injuries, excluding
family and intimate partner violence), (3) family violence (physical and psychological),
(4) intimate partner violence (physical and psychological), (5) sexual victimization, with
three items: sexual aggression, sexual abuse and sexual harassment,1 and (6) child vic-
timization, with four items: sexual aggression, sexual abuse, physical maltreatment and
exposure to parents’ violence. All items surveyed referred to victimization in adulthood
except for those concerning child victimization, in which respondents were asked to declare
facts experienced up to when they became 18 years old.



Soc. Sci. 2022, 11, 16 6 of 15

Table 1. Prevalence of cybervictimization and offline victimization (%) (n = 749).

Women Men Total

Cybervictimization
Economic Cybervictimization

Cyberfraud 25.3 23.0 24.4
Cyberattack 35.5 36.5 35.9

Social Cybervictimization
Identity fraud 9.9 9.9 9.9
Have been spied and/or persecuted 7.7 6.4 7.2
Have been insulted and/or humiliated 25.3 22.0 24.0
Have been threatened or coerced 11.1 10.3 10.8
Disseminated personal information and/or not sexual images without consent 7.5 9.2 8.1
Disseminated slander and/or false rumors 10.9 8.5 10.0
Isolated of excluded from virtual groups 7.9 5.0 6.8
Disseminated slander and/or false rumors about other persons with the intention to harm 4.7 5.0 4.8
Have been obliged or forced to do or to see sexual acts 15.8 11.3 14.2
Disseminated intimate images and/or explicit sexual images without consent 2.6 3.9 3.1

Offline victimization
Property Victimization

Theft or robbery 35.8 41.9 38.1
Burglary 16.8 23.4 20.9
Violent victimization (excluded family and partner) 14.8 28.4 19.9

Family Violence
Unidirectional physical violence 9.4 8.2 8.9
Unidirectional psychological violence 18.4 9.2 15.0
Bidirectional physical violence 10.3 9.2 9.9
Bidirectional psychological violence 15.8 10.6 13.9

Intimate partner violence
Unidirectional physical violence 7.7 6.4 7.2
Unidirectional psychological violence 22.1 12.4 18.4
Bidirectional physical violence 6.9 2.5 5.2
Bidirectional psychological violence 16.1 9.2 13.5

Sexual Victimization
Sexual aggression 13.7 1.1 8.9
Sexual abuse 16.1 2.5 10.9
Sexual harassment 20.1 3.9 14.0

Child Victimization (under 18 years old)
Sexual aggression 4.7 1.8 3.6
Sexual abuse 10.7 3.9 8.1
Physical abuse 7.1 7.4 7.2
Exposure to parental violence 10.9 6.0 9.1

The questionnaire was created ad hoc. As dependent variables, beyond the items
mentioned in which the respondents were asked about the types and frequency of vic-
timization experiences suffered, we surveyed whether the fact had been reported or not
and, in some items, also about the seriousness and the consequences derived from it. As
independent variables, we used data related to age, sex, socioeconomic status, nationality,
place of residence, type of University and of studies conducted, family environment and
sexual orientation.

3.3. Analysis

The data analysis was carried out in three stages: a descriptive analysis of the various
forms of victimization, an analysis of latent classes and a logistic regression. The STATA
program was used to carry out the analysis and logistic models, and the latent class
model has been developed using the R software with the poLCA package (Linzer and
Lewis 2011). First, we describe the results for each type of victimization, and then we
examine the differences regarding sex, age, intimate relationship (with or without partner),
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sexual orientation (heterosexual vs. homo-, bi- or asexual), type of university (online
vs. conventional), socioeconomic status (incomes), nationality (Spanish or foreigner),
domestic environment (living alone, with a partner, parents or friends) and residence
(urban vs. rural).

We used latent class analysis (LCA) as an adequate statistical method to group cate-
gorical presence and absence data into classes that are not directly observable. Latent class
analyses have been used in victimological studies to uncover classes of victimization and to
get a more profound knowledge about risk factors or variables such as gender, age or race
(Cavanaugh et al. 2012; Berkowitz et al. 2015; Grest et al. 2018). In our study, the model
was applied to the sample of all respondents who revealed any type of cybervictimization
(n = 555; 73.7%). As the study was exploratory, and was not started from a prior hypothesis
regarding the number of groups or classes in the sample, several models (with a range of 1
to 4 classes) were calculated and compared. After this, the number of latent classes was
determined, using two criteria: the Akaike information criterion (AIC) and the Bayesian
information criterion (BIC). Both are measures of the relative quality of a model and the
best solution has been chosen by taking the smallest index, in this case the BIC reaching
its minimum in the two-class model. An additional entropy index for accuracy was also
calculated, with values close to 1 that mean better class homogeneity. The distribution in
two classes had the lowest BIC (5463.43) (Table 2). Then, we compared the two classes
obtained with the group of noncybervictims (n = 198; 26.3%). The LCA was made with all
forms of victimization to determine the probability of each behavior per latent class, as
well as the co-occurrence of victimizations within the latent classes.

Table 2. Indices of the latent classes analysis model.

-2LL AIC BIC Entropy LRT

1 Class 2802.90 5629.79 5681.62 - 1090.35
2 Class 2652.71 5355.43 5463.40 4.78 789.98
3 Class 2629.17 5498.46 5498.46 4.74 743.90
4 Class 2606.30 5534.86 5534.86 4.70 697.15

Note: -2LL = negative log likelihood; AIC = Akaike Information Criteria; BIC = Bayesian Information Criteria;
LRT = Likelihood ratio/deviance statistic.

4. Results
4.1. Prevalences and Bivariate Analyses
4.1.1. Cybervictimization

The prevalence rate of cybervictimization (any of the 12 types surveyed) was 73.7%
(74.1% men and 73.4% women). The most prevalent type was cyberattack (35.9%; 36.5%
men, 35.5% women), then cyberfraud (24.4%; 25.3% women, 23% men), both considered as
types of economic cybervictimization. There were no significant differences regarding the
different independent variables, except family environment in cyberattack, with a higher
risk for those living with a partner (44.8%), compared to other categories (X2 = 14.797;
p = 0.002). Most of the victims of cyberattack experienced it only once (60.5%) and they
suffered damages to their computer system (67.4%). They did not report the fact in 95% of
cases. Victims of cyberfraud experienced it only once in around 80% of cases and the most
part of them did not report (80%).

Forty-one percent of respondents had experienced some type of social cybervictim-
ization (43.4% men, 40.9% women). We found no significant differences with regard to
the independent variables, except age, being the younger respondents (between 18 and
25 years) the most victimized (46.2%; X2 = 12.802; p = 0.005). Most victims suffered any of
these experiences more than twice (56%) and the abuser was the partner or ex-partner in
almost 75% of cases. Most part of them (90%) did not report the facts.

Among various types of social cybervictimization, the most prevalent was having
been insulted or humiliated (24%). Moreover, 10.8% of respondents had been coerced,
threatened or blackmailed, 10% had been slandered or defamed, 9.9% had suffered identity
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theft, 8.1% had had offensive personal information or nonsexual images disseminated,
6.8% had been excluded from virtual groups and 4.8% had suffered from slandering or
defaming other persons with intention to harm them. Regarding sexual related behaviors,
14.2% of respondents had been forced to do or to see sexual actions and 3.1% had suffered
from dissemination of personal explicit sexual images without their consent. There were no
significant differences between men and women in any of the previous mentioned types of
cybervictimization and there were no significant differences related to sociodemographic
circumstances and other independent variables.

4.1.2. Offline Victimization

Around half of respondents (49%; 50.4% men, 48% women) experienced some type of
property crime (theft, robbery, or burglary). Victimization was more prevalent among those
living in urban areas (51.4%), compared to rural areas (42.6%; X2 = 4.435; p = 0.35), and
among online students (53.4%), compared to those from conventional universities (46.1%;
X2 = 5.152; p = 0.23).

Violent victimization, consisting of assault or corporal injuries—excluding family and
intimate partner violence—was experienced by nearly 20% of respondents with significant
differences regarding sex (28.4% men and 14.8% women; X2 = 20.388; p = 0.00), but no
differences related to other independent variables.

The prevalence rate of family violence (meaning having experienced any of the four
surveyed types as a victim) was 27% (29.8% among women and 22.3% among men; X2 = 4.22;
p = 0.27). With regard to physical violence, unidirectional victimization was experienced
by 9% of respondents and bidirectional by 10%, with no significant differences regarding
sex. Psychological violence was more prevalent, mainly in women. Among them, 18%
experienced unidirectional victimization, being this only 9% among men. Bidirectional
psychological violence was experienced by 15.8% of women and 10.6% of men.

With regard to intimate partner violence, a general prevalence rate of 22.6% was
found. There is a significant difference between victimization among women (26.8%) and
men (16%) (X2 = 11.296; p= 0.001). However, significant differences related to sex were
not found in all types of victimization. In bidirectional physical violence, women were
significantly more victimized than men (6.9% vs. 2.5%; OR = 2.158), but the same did not
apply when violence was unidirectional. As regards psychological violence, women were
significantly more victimized, both in cases of unidirectional aggression (22% women vs.
12.4% men; OR = 1.594) and in cases of bidirectional violence (16% women vs. 9.2% men;
OR = 1.535). There were also significant differences regarding types of universities, with a
higher victimization rate among students in conventional universities compared to online
students (X2 = 31386; p = 0.00) and types of studies, being more at risk those studying
Psychology and Education than the rest of the students surveyed (X2 = 13.01; p = 0.01).

The prevalence of sexual victimization turned out to be 25.4%, with significant dif-
ferences between women (36.6%) and men (6.7%) (X2 = 82.912; p = 0.00). The percentage
of people victimized throughout adulthood was 8.9% in cases of sexual assault, 10.9% in
sexual abuse and 14% in sexual harassment, the differences between men and women were
significant in all three items. Students from conventional universities were more victimized
than those studying online (30.3% vs. 20.9%) (X2 = 8.817; p = 0.03). Respondents identifying
as homosexual, bisexual or asexual reported higher victimization than heterosexuals (35.8%
vs. 28%) (X2 = 23.003; p = 0.00). There were no significant differences with regard to the rest
of the variables.

With regard to child offline victimization (meaning having experienced any of the four
types as a victim), the prevalence rate was 22%. Twenty-four percent of women and 20.7%
of men answered that they had suffered at least one victimization experience in childhood.
Differences regarding sex were significant (X2 = 9.273; p = 0.02). Concerning types of
victimization, 3.6% had been victims of sexual aggression (4.7% among women) and 7.2%
of sexual abuse (with no sex differences). Regarding physical violence (excluding corporal
punishment), the prevalence rate was 7.2%, and exposition to partner violence (EPV) was
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experienced by 9.1% of respondents (10.9% among women). Regarding personal status
and lifestyle circumstances, a significant difference was found between those living with a
partner (rating a higher prevalence, 25.2%) and those in any other domestic environment
(15.2%) (X2 = 11.193; p = 0.01) and between heterosexuals and respondents of other sexual
orientations, having experienced the latter higher child victimization (X2 = 37.055; p = 0.00).

4.2. Latent Classes

As we have mentioned previously, the model with two classes is theoretically more
grounded than the models with three and four classes. In addition, we got the advantage of
comparing every class with the group of respondents who were not affected by any type of
cybercrime (26.3%). The class membership of the 552 cybervictims (those who experienced
some type of cybervictimization throughout their life, 73.7%) reflects the probability for
each subject to become only victims of economic cybercrime or to become victims of various
types of cybercrime according to a pattern of polyvictimization. Members of class 1 (only
economic cybervictimization, n = 425) and class 2 (cyber-polyvictimization, n = 127) had
experienced similarly high levels of economic cybervictimization (both cyberfraud and
cyberattacks), but they reveal differences regarding the prevalence of all 10 types of social
cybervictimization (Table 2).

We analyzed the association between class membership and the sociodemographic
measures and other independent variables. We found some significant differences in a
bivariate analysis. Younger respondents (18–25 years old) are more represented in class 2
(polyvictimization) whereas older respondents (above 35 years) have higher probabilities
to be members of class 1. The difference is statistically significant (X2 = 16.706, p < 0.01).
Similarly, students in conventional universities are more at risk to become members of class
2 and students in the online university are more represented in class 1 (X2 = 9.099, p < 0.01).
No significant differences were found between classes 1 and 2 and between every class and
the group of non cybervictims with regard to the other variables. Women, members of the
LGBTQI+ community, students without partners and with lower incomes are more present
in class 2 than in class 1 and among noncybervictims, but the differences are not statistically
significant. A logistic regression analysis of the class 2 confirmed that the differences
between age groups were significant (being lower the class membership of students over 35
years old). Moreover, significant differences were found regarding economic status, being
those with lower incomes more at risk to be members of the cyber-polyvictimization class
(OR = 1.988), and sexual orientation, with homosexuals, bisexuals, and asexuals having a
higher probability to be classified as polyvictims (OR = 3.232) (Table 3).

The next step was analyzing the prevalence of conventional (offline) victimization
comparing members of classes 1 and 2 between them and with the group of noncyber-
victims. In addition to showing a pattern of cyber-polyvictimization, members of class 2
suffered higher victimization in all areas. Almost two out of three (65.6%) were victims
of property crimes, 38.3% suffered family violence, 37.5% violent non-domestic victimiza-
tion, 37.5% intimate partner violence and 34.5% sexual victimization. The victimization
rates were lower among the members of class 1 (economic cybervictims) and even lower
among the group of noncybervictims. All these differences were statistically significant
in the bivariate analysis, with X2 ranging from 12.782 (sexual victimization; p = 0.00) to
78.218 (violent non-domestic victimization; p = 0.00) (Table 4). There were also differences
with regard to child victimization, although they were smaller: 25% of cyber-polyvictims
experienced some type of child victimization, compared to 22% of economic cybervictims
and 14% of noncybervictims (X2 = 7.278; p < 0.05) (Table 4).
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Table 3. Latent classes. Differences of independent variables.

No
Cybervictims

(n= 197)

Economic
Cybervictims

(n = 425)

Cyber-
Polyvictims

(n = 127)
Total X2

Age 18–25 63.6% 58.1% 75.8% 62.5% 16.706 ***
26–35 17.7% 21.3% 17.2% 19.7%
36–45 10.6% 11.5% 3.9% 10%
> 45 8.1% 9.1% 3.1% 7.8%

University Online 46.5% 51.1% 35.9% 47.3% 9.099 ***
Conventional 53.5% 48.9% 64.1% 52.7%

Degree Arts, Law or
social sciences 60.1% 60.4% 57% 59.8% 0.976

Engineering or
natural sciences 21.2% 19.7% 20.3% 20.2%

Psychology,
Education and

others
18.7% 19.9% 22.7% 20.1%

Sex Woman 62.9% 60.7% 66.9% 62.3% 1.653
Man 37.1% 39.3% 33.1% 37.7%

Nationality Spanish 95.4% 94.4% 95.3% 94.8% 0.369
Foreigner 4.6% 5.6% 4% 5.2%

Residence Catalonia 82.6% 81.5% 83.6% 82.1% 0.328
Other 17.4% 18.5% 16.4% 17.9%

Environment City 73.3% 75.9% 74.2% 74.9% 0.504
Village 26.7% 24.1% 25.8% 25.1%

Intimate
relationship With a partner 50.3% 58.5% 47.7% 54.5% 6.656

Without a
partner 49.7% 41.5% 52.3% 45.5%

Incomes <20,000€ 30.1% 34.4% 42.2% 34.6% 7.842 *
20,000–40,000€ 47.7% 41.9% 43% 43.6%

>40,000€ 22.3% 23.7% 14.8% 21.8%

Sexual
orientation Heterosexual 70.2% 75.9% 65.6% 72.6% 10.656 *

Homosexual,
bisexual, asexual 6.6% 8.7% 13.3% 8.9%

No answer 23.2% 15.5% 21.1% 18.5%

*** p < 0.01, * p < 0.1.

Table 4. Latent classes. Differences related to offline victimization.

Non
Cybervictims

Economic
Cybervictims Polycybervictims Total Chi-Square

Property crimes 42.4% 47.1% 65.6% 49% 18.218 ***
Family violence 18.7% 27.6% 38.3% 27.1% 15.259 ***

Violent Victimization
(non-domestic) 23.9% 37.5% 19.9% 78.265 ***

Intimate partner violence 7.6% 25.3% 37.5% 22.7% 43.413 ***
Sexual victimization 17.2% 26.5% 34.4% 25.4% 12.782 ***
Child victimization 14.1% 22.2% 25% 20.6% 7.278 **

*** p < 0.01, ** p < 0.05.

The logistic regression model for class 2 confirmed the significant differences regarding
property crimes victimization (OR = 3.748), family violence (OR = 2.040) and intimate
partner relationship (OR = 11237) (Table 5).
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Table 5. Logistic regression for class 2 (cyber-polyvictimization) (n = 127).

Model (Without Other Forms of
Victimization as a Predictor)

Model (With Other Forms of
Victimization as a Predictor)

Women 1.047 0.674
26–35 0.919 1.120
36–45 0.370 0.242 **

Older than 45 0.457 0.226 **
Online University 0.682 0.475

Foreigner 0.886 0.868
Village 0.783 0.926

With a partner 1.067 1.187
Less than 20,000 1.510 1.988 **
More than 40,000 0.795 1.199

Not from Catalonia 1.322 2.035
Homosexual, bisexual, asexual 2.265 * 3.232 **

Did not respond (sexual orientation) 0.886 1.454
Property crimes 3.748 ***
Family violence 2.040 **

Intimate partner violence 11.237 ***
Sexual victimization 1.682
Child victimization 0.763

Constant 0.723 0.161

Pseudo R2 0.0467 0.2410
Observations (n) 326 326

*** p < 0.01, ** p < 0.05, * p < 0.1.

5. Discussion and Conclusions

A first observation of the results of the present study provides us only with a few
parameters useful to examine the relationship between cybervictimization and other dif-
ferent types of victimization. Some risk factors that appear to be relevant in some forms
of in-person victimization, such as sex in sexual crimes or in some forms of family and
intimate partner violence, or sexual orientation, cannot be perceived in cybervictimization,
in which the risk of becoming a victim seems to be more equally distributed among the
population. However, the present study corroborates the relevance of the analysis of la-
tent classes as an ideal means of examining cybervictimization and the co-occurrence of
different types of online and offline victimization. While the mere observation of responses
to the various types of cybervictimization does not provide results that would allow us to
discern to what extent individual differences and the various sociodemographic variables
influence the likelihood of someone becoming a victim, the search for latent classes has led
us to visualize the existence of various hidden patterns of victimization in which aspects
like age, sexual orientation or economic status appear to be relevant factors that determine
an increased risk of victimization.

In addition, the analysis has led us to confirm the importance of polyvictimization
as a meaningful victimological concept and the need to examine the relationship between
online and offline victimization (Finkelhor et al. 2007; Reyns 2013; Pereda et al. 2014, 2017;
Bianchi et al. 2018; Marganski and Melander 2018). The results that can be seen in Table 4
are in this regard very remarkable, offering us a sharp image of a cyber-polyvictimization
pattern associated with high online and offline victimization. These findings have thus
confirmed that cybervictimization studies that are focused only on risk exposure factors
based on opportunities related to routine activities of potential victims on the internet do
not provide a sufficient explanation of the complex phenomenon of cybervictimization. It is
of particular interest to note that if the risk of being a victim of cyberfraud or cyberattacks is
somewhat evenly spread among the population studied, the risk of suffering forms of social
cybervictimization and, in particular, of being affected by various types of cybercrime, is
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largely concentrated in a part of the population also affected by forms of victimization
occurred outside the cyberspace.

Beyond these issues, the study has confirmed the high prevalence of cybervictimiza-
tion, especially those forms with an economic dimension (cyberfraud and cyberattacks).
This finding may be related to the fact that it is a type of crime that tends to be reported
more and can be easier to recognize and disclose through a survey, compared to other
forms of victimization. The result that economic cybervictimization affects mostly older
people and those studying at online universities (both groups largely overlap) cannot lead
to conclusions, since what has been examined is victimization throughout their life. How-
ever, it should be noted that the youngest and those who study in face-to-face universities
are more represented in the class of polyvictims, with significant differences even in the
multivariate analysis. This could be explained, in part, by the increased exposure to risk by
the younger population, which, according to various studies, has a higher level of activity
on the internet (Kaakinen et al. 2018). That makes it a risky group, especially with regard to
social cybervictimization, both sexual and non-sexual. However, this element alone does
not explain why they also suffer from greater offline victimization, so we should also take
into consideration aspects related to the lifestyle or the characteristics of students in online
universities, in which we hypothetically could find some risk elements or specific factors of
protection against victimization in general, which have not been discovered empirically so
far and which future studies could investigate.

The study has shown, in line with other studies on victimization, the relevance of low
socioeconomic status and minority (non-heterosexual) sexual orientations as risk factors
for polyvictimization (Finkelhor et al. 2005; Sterzing et al. 2019). Less expected were the
results revealing an association between living with a partner, being a victim of intimate
partner violence (uni or bidirectional) and suffering from economic cybervictimization.
Although the data analysis does not allow us to provide empirically founded explanations,
this finding suggests the need to overcome a vision of economic cybervictimization focused
on attacks by strangers and pay greater attention to fraud or cyberattacks that could occur
in situations of intimate partner conflicts.

The above findings have theoretical and practical transcendence. First and foremost,
they stress the need of studying different forms of victimization in order to confirm the
linkage between online and offline victimization and the relevance of polyvictimization to
understand and address the problems and needs of an important part of the population.
They also reveal that the prevention of cybervictimization necessarily involves addressing
the prevention of victimization in the physical world in a serious manner, especially in
the field of interpersonal relationships. Moreover, taking into account the psychological
impact that various forms of social cybervictimization can produce on victims, researchers
and practitioners should bear in mind that those experiences in the cyberspace are largely
associated with a pattern of polyvictimization in which the different types of violence in
the physical world should be considered.

The results are thus reinforcing the relevance of simultaneously studying online and
offline victimization and the interaction between them. The discovery of a pattern of
victimization both online and offline in some victims, the substantial differences between
the two areas of cybervictimization, economic and social, and the fact that the latter may
have more elements in common with interpersonal victimization in the physical space, are
findings that contribute arguments to the thesis that questions the concept of cybercrime
as a theoretically consistent entity and sees in it, at most, a liquid reality (Bauman 2000).
The results would thus validate the idea, highlighted by Wall (2008), that cybercrime
is a concept constructed by the media, strengthened by social panic and not supported
enough by empirical research as a consistent theoretical entity. Excluding “pure” or “true”
cybercrimes, opportunities related to how individuals behave through the internet, as far
as cybervictimization is concerned, can only explain a part of victimization and not its deep
roots and consequences.
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These findings lead us to conclude that research on cybercrime should not be focused
only on risks derived from routine activities associated to online communication, particu-
larly sexual and other forms of social cybervictimization. Rather than assuming the idea
of a disinhibition effect or other circumstances modifying the way of people behaving in
the cyberspace as key factors in explaining and preventing cybercrime, researchers and
practitioners should examine victimization as a complete and complex reality.

Although these suggestions can be useful to approach further research, some important
limitations of the study must be recognized. A first limitation is the self-selection bias,
which is common to all web-based surveys with a low response rate. A second limitation
has been that the questionnaire was not adapted to a standardized instrument. This was
a conscious decision, as the objective was to collect an amount of information related to
various forms of victimization. Though it was at the price of operating with items in which
terms such as “violence” were used, thus involving a risk of subjectivism, indetermination
and depress reporting. Finally, representativity was evenly altered as a consequence of
the dissonance in sex distribution (most respondents being female) and age, with a less
homogenous sample than other surveys aimed at university students.
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Note
1 The difference between sexual aggression and sexual abuse is established by the Spanish Penal Code (SPC), which describes

them as follows: sexual aggression is any sexual act—involving penetration or not—committed through violence or intimidation.
It is interpreted as use of physical violence or threat to use it (art. 178 and 179 SPC). Sexual abuse is legally defined as any sexual
act with a person—be it an adult or a child—executed without their consent or by abusing authority or unconsciousness and
incapacity of the victim (art. 180 SPC).
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