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Abstract: Deep learning-based anomaly detection (DAD) has been a hot topic of research in various
domains. Despite being the most common data type, DAD for tabular data remains under-explored.
Due to the scarcity of anomalies in real-world scenarios, deep semi-supervised learning methods
have come to dominate, which build deep learning models and leverage a limited number of labeled
anomalies and large-scale unlabeled data to improve their detection capabilities. However, existing
works share two drawbacks. (1) Most of them simply treat the unlabeled samples as normal ones,
ignoring the problem of label contamination, which is very common in real-world datasets. (2) Only
very few works have designed models specifically for tabular data instead of migrating models from
other domains to tabular data. Both of them will limit the model’s performance. In this work, we
propose a feature interaction-based reinforcement learning for tabular anomaly detection, FIRTAD.
FIRTAD incorporates a feature interaction module into a deep reinforcement learning framework;
the former can model tabular data by learning a relationship among features, while the latter can
effectively exploit available information and fully explore suspicious anomalies from the unlabeled
samples. Extensive experiments on three datasets not only demonstrate its superiority over the
state-of-art methods but also confirm its robustness to anomaly rarity, label contamination and
unknown anomalies.

Keywords: deep reinforcement learning; anomaly detection; semi-supervised learning; feature
interaction; tabular data

1. Introduction

Tabular data refers to data that are arranged in the form of a table, in which each row
represents a sample, and each column represents a feature. As the most common type of
data in real-world applications, tabular data are widely used in many domains, such as
network security [1,2], financial transaction [3,4], industrial manufacturing [5,6], marine
traffic-cite [7,8], etc. Anomalies (also called outlier or novelty), which exist in almost all
domain applications, often indicate malfunctions or malicious behavior and may result in
property damage or even casualties. Anomaly detection (AD) for tabular data has been a
lasting yet active topic in the last few decades, and dozens of methods have been proposed
for different tasks.

Due to the rarity of anomalies, most real-world datasets are severely imbalanced,
i.e., negative instances (normal samples) account for the vast majority, while positive
instances (anomalous samples) account for only a small minority. Therefore, many re-
searchers consider anomaly detection as an unsupervised learning problem, such as
proximity-based methods [9-11], ensemble-based methods [12-14], and neural network-
based methods [15-17]. In the last decade, a few studies [18-20] have pointed out the
availability of labeled anomalies in some real-world scenarios. A limited number of posi-
tive samples that come from the identification of experts or the accumulation of the system
are usually available with trivial cost. In recent years, more and more works have con-
sidered anomaly detection as a semi-supervised or weakly-supervised learning problem,
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leveraging a small set of labeled anomalies and a large-scale unlabeled dataset to train
AD models. Unfortunately, most existing works [18-22] treat all the samples from the
unlabeled dataset as normal for convenience and overlook possible anomalies (also called
anomalous contamination). Considering the very large data size, even if the proportion of
anomaly samples is extremely low, there would exist quite a few anomalies in the unlabeled
dataset. Ignoring these samples may result in a loss of information and then limitations in
a model’s performance.

Additionally, most existing deep models for tabular data anomaly detection
(TAD) [18-20,22,23] try to transfer AD approaches from other domains, such as computer
vision (CV) or natural language processing (NLP), instead of modeling the characteristics
of tabular data. Studies [24,25] indicate that deep models that excel in CV or NLP can-
not achieve the desired performance on tabular data due to its characteristics, including
lack of locality, data sparsity and mixed feature of types. The most notable difference be-
tween tabular data and other types of data is the associative relationship between columns.
Practices [26-29] in Click-Through prediction (CTR) demonstrate that feature interactions,
especially high-order feature interactions, are crucial to modeling tabular data. However,
to the best of our knowledge, no paper has yet worked on how to apply feature interaction
to TAD.

To cope with the problem of anomalous contamination in an unlabeled dataset, we
propose a novel method based on deep reinforcement learning (DRL). As can be seen from
the name, DRL combines the expression ability of deep learning and the decision-making
ability of reinforcement learning (RL). Different from unsupervised learning and semi-
supervised learning methods, RL updates parameters by interacting with the environment
without requiring data to be given in advance. In this work, we leverage the DRL algorithm
to train an anomaly detector that can not only fit the labeled anomalies but also detect
possible anomalies from the unlabeled dataset.

To settle the problem that deep models do not model tabular data well, we intro-
duce a tabular data modeling approach named gated adaptive feature interaction network
(GAIN) [29]. GAIN exploits multiple parallel interaction units to learn useful high-order fea-
ture interactions. The parallel design guarantees a high-efficiency model, as works [30,31]
have experimentally demonstrated that parallel architectures can dramatically reduce the
processing time of models both on CPUs and on GPUs. GAIN works as a middleware,
which can transform raw features into informative representations and can replace the
deep module in DRL.

We further instantiate the proposed approach into a model called feature interaction-
based reinforcement learning for tabular data anomaly detection (FIRTAD), and the ar-
chitecture is shown in Figure 1. We choose the soft Actor-Critic (SAC) [32] as the main
framework of the FIRTAD. The policy network and the Q-network share the same deep
module, which is implemented with GAIN. We create a simulation environment to interact
with the SAC, which includes labeled anomalies and an unlabeled dataset. To ensure the
exploitation of all samples, we propose a novel sampling strategy that prevents repeated
sampling from a densely distributed region. To encourage the agent to explore samples,
which can bring more novelty, we extend the reward function with an intrinsic reward.
More details are discussed in Section 3.

We summarize the main contributions of this work as follows:

1.  We propose a novel DRL-based anomaly detection approach specifically for tabular
data and deliberately devise a simulation environment that allows all samples to be
fully explored.

2. We introduce a feature interaction module (GAIN) into our approach, which can
model the characteristics of tabular data by learning interactions between features.
To the best of our knowledge, it is the first effort to apply feature interactions to
anomaly detection.

3. We instantiate the proposed approach into a model called FIRTAD and extensively
evaluate the model, comparing six baselines on three benchmark datasets. The
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experimental results demonstrate that our model performs better than state-of-the-art
models and exhibits better robustness to class imbalance, label contamination and
unknown anomalies.
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Figure 1. Architecture of FIRTAD. FIRTAD, which is based on a deep reinforcement learning frame-
work, consists of two parts, the agent and the environment. The agent is implemented by an SAC
algorithm, in which the Actor and the Critic share the same feature interaction module GAIN as their
deep modules. The environment is implemented with a sampling function and a reward function.

2. Related Works
2.1. Anomaly Detection Methods

From the perspective of the availability of supervision information (labels), most exist-
ing AD methods can be divided into three categories: unsupervised learning, supervised
learning and semi-supervised (weakly supervised) learning methods. Due to the high cost
of data-labeling processes in real-world scenarios, supervised learning methods are often
impractical, and the other two are much more popular.

2.1.1. Unsupervised Anomaly Detection

Unsupervised AD methods are almost based on the assumption that normal sam-
ples have different distributions from anomalous samples. Normal samples are densely
distributed, while anomalous samples are sparsely distributed and far from normal ones.
Some works [9,10,33] treat samples as data points and detect anomalies by calculating the
distance or density; Other works [11-13] judge the degree of abnormality through compre-
hensive analysis of the distribution of every single dimension. Ref. [34] obtains the anomaly
scores of samples by calculating the joint distribution of all dimensions. Conventional
machine learning methods fail to work effectively when dealing with high-dimensional
samples due to the curse of dimensionality. To tackle this problem, deep learning meth-
ods are introduced to anomaly detection; the common practice is to exploit deep neural
networks (e.g., multi-layer perception (MLP), autoencoder (AE) or generative adversarial
network (GAN)) to project samples into a low-dimensional representation space, and then
distinguish anomalies from normal samples [15,35,36]. Due to the lack of supervised
information, almost all unsupervised methods detect anomalies by modeling normality.
Although the unsupervised AD methods have achieved decent results, their performances
are still limited because anomalies that can be easily obtained have not been utilized.

2.1.2. Supervised Anomaly Detection

Although supervised AD methods are not as popular as unsupervised and semi-
supervised ones, they still attract the attention of many researchers. Traditional supervised
methods treat AD as a binary classification problem, and commonly used methods include
Naive Bayesian, Support Vector Machine (SVM) and Gradient Boosting Decision Tree
(GBDT). Deep learning-based methods train a classifier to detect anomalies on the basis of
representation learning; well-known works include MLP, ResNet and FTTransformer [24].
Both traditional and deep methods have their own drawbacks. Traditional methods do not
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perform well when processing high-dimensional, heterogeneous or non-independent data.
In contrast, the deep methods, although they can handle these problems well, require a
large number of labeled samples for training.

2.1.3. Semi-Supervised Anomaly Detection

Semi-supervised AD methods utilize limited supervised information to improve the
ability to identify anomalies. Some works leverage labeled anomalies to enhance exist-
ing unsupervised AD models. Ref. [18] uses supervised information to push anomalies
away from the center of a compact hypersphere, which is built using an unsupervised
method [35]. Ref. [22] introduces anomalous samples to a distance-based method (e.g.,
K-nearest neighbors [10]) and identifies anomalies by calculating the knn-distance between
the query sample and a random unlabeled subset. Other works introduce labeled anomalies
into supervised AD models, and solve the problem of class imbalance through data aug-
mentation, downsampling, etc. Ref. [37] proposes two strategies to enrich the anomalous
samples and distinguishes anomalies using a contrastive learning method. Ref. [19] builds
instance pairs to make the proportion of instance pairs containing anomalies reach 50%.
Refs. [20,21] train their models on datasets that are equally sampled from both labeled
anomalies and unlabeled samples. Ref. [38] leverages anomalies to obtain a prior anomaly
score for each sample and uses the score as supervised information to optimize the AD
model. Due to the exploitation of labeled anomalies, semi-supervised methods significantly
improve the performance of AD models. However, almost all semi-supervised AD models
are based on the assumption that the unlabeled subset contains normal samples only or do
not consider the impact of possible anomalies in it.

2.2. Feature Interaction of Tabular Data

Due to the lack of locality and the complexity of features, tabular data cannot be
modeled well with prevailing deep models, such as MLP, convolutional neural network
(CNN), recurrent neural network (RNN), etc. Most deep anomaly detection approaches
project high-dimensional tabular data into a low-dimensional space using MLP, ResNet,
AE or GAN. However, these architectures cannot guarantee the preservation of discrimina-
tive information because they overlook feature interaction, which is the most prominent
difference between tabular data and other data types.

Feature interaction, especially high-order feature interaction, has been proven to be
crucial in improving the model’s expressiveness in CTR prediction tasks [26-28,39]. In [40],
Rendle argues that a second-order feature interaction can be represented with the inner
product of two latent vectors, each of which represents a single feature, and propose factor-
ization machine (FM) to automatically learn all possible second-order feature interactions.
Many works [26-28] extend FM to learn higher-order feature interactions. However, these
works brutely enumerate all possible feature interactions without differentiating their
importance, and the introduction of useless interactions not only increases the computa-
tional complexity but also downgrades the model’s performance. Xue et al. [41] propose
AutoHash to adaptively learn useful high-order interactions. In AutoHash, all features
are put into k buckets with randomly initialized probabilities (features can be reused),
and every bucket represents a feature interaction. The probabilities are learnable variables
that help the buckets preserve useful interactions through training. Liu et al. [42] propose a
two-stage algorithm called automatic feature interaction selection (AutoFIS). In the first
stage, the model is trained to drop interactions that contribute little to the final prediction; in
the second stage, the model is re-trained to learn the importance pf the retained interactions.
Chen et al. [43] propose a bayesian higher-order feature interaction selection (BH-FIS).
BH-FIS implements the enumeration of all feature interactions by using outer-product
and masking techniques and employs spike-and-slab priors to distinguish useful feature
interactions from useless ones. Liu et al. [29] propose a gated adaptive feature interaction
network (GAIN) that can adaptively learn high-order feature interactions. GAIN consists
of a cross-module and a deep module; the former exploits multiple parallel interaction
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units to explicitly model feature interactions, while the latter leverages an MLP to model
feature interactions in an implicit way.

Although the effectiveness of feature interactions has been proven in modeling tab-
ular data, surprisingly, we can hardly find a work that incorporates it into tabular data
anomaly detection.

2.3. Deep Reinforcement Learning for Tabular Anomaly Detection

The vanilla DRL algorithm is suitable for time series data due to its dependence
on a live environment. Lopez-Martin et al. [44] make a conceptual modification of the
vanilla DRL algorithm to make it feasible for tabular data, replacing the environment
with a sampling function and designing a reward function based on the detection error.
In addition, the authors make a comparison of several DRL algorithms on network intrusion
detection datasets. Vimal et al. [3] exploit a DQN to tackle the payment fraud detection
problem and use the technology of experience replay to improve the efficiency of sampling.

To solve the AD problem with a small set of labeled anomalies and a large-scale
unlabeled dataset, Pang et al. [45] propose an approach called Deep Q-learning with
Partially Labeled ANomalies (DPLAN). DPLAN creates an anomaly-biased simulation
environment that continuously samples anomalies or suspected anomalies from the whole
dataset. Separate sampling functions are designed for the labeled anomaly set and the
unlabelled dataset, denoted as g, and g, respectively. g, selects samples uniformly from
the labeled anomaly set, while g, selects samples that are likely to be anomalous from the
unlabeled dataset. g, is defined as

argmind(sy,s) ifa;=1

Sii1ls, ar) = s€st 1
Su(Sty1lse ar) argmaxd(sy,s) if ar =0, 1)
seSH

where S* denotes a random subset of the unlabeled dataset, d denotes a function of Eu-
clidean distance and a; denotes the agent’s judgment on s;. 4; = 1 means the agent
identifies s; as an anomaly, the sample nearest to s; is considered most likely to be anoma-
lous, and is selected as s;1. In contrast, a; = 0 means s; is identified as a normal sample,
and the sample farthest from s; is returned to the agent.

DPLAN also designs a combined reward function r; = { + ri. The external reward ¢
is defined based on the prediction error. r{ will return a positive reward if an anomalous
sample is correctly recognized by the agent, no reward will be returned if a normal sample
is correctly identified, and a negative reward will be returned if the agent makes a mistake.
The external reward function is defined as

1 ifa;=1ands; € D*
=40 ifa,=0ands; € D" ()
—1 otherwise,

where D and D" denote the labeled set and the unlabeled dataset, respectively.

The intrinsic reward 7! is devised to encourage the agent to explore novel anomalies.
Hence, samples from lower-density regions receive higher intrinsic rewards as DPLAN as-
sumes that anomalous samples are sparsely distributed and far from normal ones. The iFor-
est [12] algorithm can indicate the degree of abnormality of a sample and is, therefore, used
to calculate the intrinsic reward. The intrinsic reward function is defined as r} = iForest(s;).

Due to the special design of the anomaly-biased sampling function and the combined
reward, the agent of DPLAN is encouraged to explore the unlabeled dataset for possible
anomalies. However, the DPLAN still has three main drawbacks. First, the discrete action
space, i.e.,, A = {0, 1}, severely limits the model’s performance. The identification ability of
the agent is gradually improved through training. Before the model converges, the agent’s
actions are usually undetermined. However, the discrete action space cannot express the
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uncertainty accurately, and the step changes between 0 and 1 would hinder the model from
learning useful information. Secondly, the external rewards are designed to be too coarse-
grained to cover all situations, e.g., when the agent takes an ambiguous action. Thirdly,
the anomaly-biased sampling function may result in excessive exploration of anomalies
and insufficient exploration of normal samples, which will be sub-optimal.

3. Our Proposed Method
3.1. Problem Definition

Given a training dataset D = D“ U D¥, where D* and D" denote a small labeled
anomalous subset and a large-scale unlabeled subset, respectively. The size of D* is much
smaller than that of D", and the ratio of their sizes usually does not exceed 10%. The vast
majority of the samples in D" are normal, and only a very small number of samples are
anomalous, part of which may come from unknown classes (i.e., classes that have not
appeared in D?). We aim to find out hidden anomalies from D* by taking full advantage of
the whole dataset D. Note that D is a tabular dataset in which all samples are independent
of each other, and there is no temporal relationship between samples.

To apply a DRL algorithm to anomaly detection, we formulate the binary classification
problem as a sequential decision-making problem. The agent receives a sample s; from the
environment at time ¢, and takes an action a;. The environment gives a reward r; and a new
sample s;;1 to the agent according to s; and a;. The interaction between the agent and the
environment can be represented with a Markov Decision Process (MDP), which is defined
as below:

¢  State space. The whole dataset D (including unlabeled dataset D" and labeled anoma-
lies D?) is defined as the state space. Each s; € D denotes the state received from the
environment at time ¢.

*  Action space. Different from the existing works, we define a continuous action space
A = [0,1]. Therefore, the action a; can also be regarded as the anomaly probability of
st. The closer a; is to 1, the more likely s; is an anomaly and vice versa.

. State transition. After the agent takes an action a;, the environment renders a new
state s;;1 to the agent. Different from the anomaly-biased strategy used by DPLAN,
which is dedicated to sampling anomalous states, we propose a novel sampling
strategy that fully explores the entire data space.

* Reward. Similar to DPLAN, our proposed method leverages a combined reward
function. We design a continuous extrinsic reward function to be compatible with
the continuous action space. When s; comes from D“, the agent will obtain a large
penalty if it fails to recognize s;. When s; comes from D", identifying s; as an anomaly
should not be given a large penalty as anomalies may be hidden in D¥. In addition, we
design a curiosity-driven intrinsic reward function to encourage the agent to explore
the entire state space. The reward function is defined as r; = r¢ + Ari, where A is a
scalar weighting the relevance of the intrinsic reward, and it takes a value from [0, 1].

3.2. Agent
3.2.1. Foundation of the Proposed Approach

The agent of our proposed model is implemented with a SAC, which is a stochastic
policy algorithm that can deal with continuous action space. Different from other DRL
algorithms that aim to learn a policy to maximize the cumulative rewards, the SAC aug-
ments the objective with an entropy regularization term to concurrently maximize the
entropy of the agent’s action. The introduction of the maximum entropy can not only
promote the exploration but also prevent premature convergence. The objective of the SAC
is represented as

ag~7t
t =

" = argmax E [i 9t (r(St,at,St+1) + (xH(n(‘|st)))] , 3)
m =0
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where 77 represents the policy network, y represents the discounting factor, H(-) represents
the entropy function, and « is the trade off coefficient.

To improve the utilization of data, the SAC maintains an experience replay buffer D
to store historical transitions (i.e., (s,4,7,s’)) so that the minibatch can be sampled from
the buffer during training. The SAC incorporates an Actor—Critic architecture, in which
the Q-network and the policy network can be updated by temporal difference and policy
gradient, respectively. To tackle the problem of overestimation brought by bootstrapping,
the SAC adopts the technique of target network. For faster and more stable training,
the SAC exploits two Q-networks and chooses the minimum Q-value. The loss function for
the Q-networks is represented as

(s,ar,s’

2
L(¢;, D) = E o (szi —y(V/S/)> , @
where ¢ represents the parameters of the Q-network. The target y is represented as
y(r,s') = 7+’Y(]¥I:1%2Q¢ta,g,j(5/fﬁ/) —alog 719(&’|s’)>, i~ m(-ls), 5)

where 0 represents the parameters of the policy network, and @’ represents the next action
sampled by updated policy. The loss function of the policy network is represented as

s~ j=12

L(6,D) = ED {a log 79 (dg(s,€)|s) — min Q]-(s, dg (s, e))], (6)
e~N

where € represents a random number sampled from the standard normal distribution. In
addition, the target networks of SAC conduct a soft update, i.e., update slowly toward the
main networks in each step rather than updating periodically.

3.2.2. Feature Interaction-Based Policy Network and Q-Network

Feature interactions, especially high-order feature interactions, have been proven
effective and efficient in modeling tabular data by many studies. In this work, we introduce
a feature interaction module to extract expressive vectors from tabular data. Among dozens
of feature interaction models that have emerged in recent years, GAIN is chosen by our work
due to its effectiveness in learning high-order interactions and computational efficiency.

The structure of a GAIN is shown in Figure 2. GAIN takes raw features of samples
as input and outputs a low-dimensional representation vector. GAIN is composed of
two main modules: a cross-module and a deep module. The cross-module consists of
multiple interaction units, each of which maintains a gate for every feature, and each gate
only has two statuses, closed or open. Whether a feature can participate in an interaction
is determined by the status of its corresponding gate. Each unit represents a feature
interaction, and the interaction order is the number of gates that are open. The statuses of
the gates are randomly initialized and dynamically adjusted. Through training, the statuses
are gradually stabilizing, and meaningful feature interactions will be preserved. The deep
module is implemented with an MLP. The outputs of the two modules concatenate to form
the output of the GAIN. In our proposed model, GAIN is used as a middleware learning
useful high-order feature interactions. To improve the training efficiency and reduce the
parameters, the GAIN is shared by both the policy network and the Q-network.

In addition to learning higher-order feature interactions, the GAIN can also be seen
as a transformer that projects the original features into a low-dimensional representation
space. The benefits are twofold. On the one hand, the dimensionality reduction can avoid
the curse of dimensionality. On the other hand, low-dimensional vectors facilitate the
consequent distance calculation of states. In this work, the low-dimensional representation
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of the state s is called the abstract state, and it is denoted as $. For the sake of brevity, we
will not distinguish the two terms of state and abstract state in this paper unless necessary.

@ Concatenate
® Hadamard Product

Tabular Data

Figure 2. Structure of GAIN. The cross-module is composed of multiple interaction units, each of
which can learn a high-order feature interaction using Hadamard product. The output of all units is
concatenated with the output of the deep module to obtain the final output of the GAIN.

3.3. Knight Sampling Strategy

With respect to the distribution of samples, AD models typically make the following
assumptions. Normal samples are large in number, and most of them are densely dis-
tributed, while anomalous samples are relatively scarce and are distributed far away from
normal ones.

During the interaction between the environment and the agent, states need to be
continuously sampled from the environment. The selection of a state is determined by
the sampling strategy, which may affect the training efficiency. A suitable strategy could
significantly improve the convergence speed of the model, while an inappropriate strat-
egy would extend the training time or make the model converge to a local optimum.
The random strategy adopted by [44] uniformly samples states from the entire state space,
in which the probability of a class being selected is proportional to the proportion of states
of that class in all states. Considering the severe class imbalance in the state space, normal
states have much higher probabilities of being selected, and it will take more steps for the
agent to encounter all anomalous states, which might result in much longer training times.
To tackle the inefficient sampling of anomalous states, [45] proposes an anomaly-biased
strategy, where states that are more likely to be anomalous have higher priorities to be
selected. However, repeated exploitation of anomalous states would lead to overfitting of
the model. Meanwhile, insufficient exploration of normal samples would also limit the
model’s performance.

Therefore, a novel sampling strategy needs to be devised so that all regions of the
state space can be explored fully and evenly. Inspired by the Knight’s Tour problem [46],
we propose a novel sampling strategy. A knight-like sampler is devised that can leap to a
distant state. Leaping not only make the sampler visit every part of the state space but also
help the sampler escape from a cluster. An intuitive idea is to choose the farthest state
from the k-nearest neighbors. However, considering the high computational consumption
of the KNN algorithm, we take a subset instead. First, a subset D’ C D is randomly
sampled; Secondly, a Euclidean distance is calculated between s; and each state in D’;
Thirdly, the state that is farthest from s; is selected to be s 1. Selecting the furthest state
from a random subset ensures that the entire state space can be explored and prevents the
sampler from being trapped in a certain region. We name the proposed strategy as Knight
Sampling Strategy.

3.4. Combined Reward Function

To make a trade-off between exploration and exploitation, we design a combined
reward, r; = r{ + Arj, where r{ and r} represent extrinsic and intrinsic reward, respectively.
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The former encourages the agent to exploit known information, while the latter stimulates
the agent to explore novelty in the environment. A is the trade-off coefficient.

3.4.1. Extrinsic Reward Function

Extrinsic reward is an immediate reward given by the simulation environment accord-
ing to the state-action pair. Since s; may come from either D? or DV, the extrinsic reward
function should be designed separately according to the different sources of s;. If s; comes
from D, a large a; should be given a positive reward. In contrast, a small a; should be
given a negative reward as a penalty. Hence, 7{ should be proportional to a; (the anomaly
probability) when s; is sampled from D*. If s; comes from D", r{ is inversely proportional
to a;. Considering the possible anomalies in D", to prevent the agent from easily identifying
a sample from D" as normal, we should give a minor reward if a; — 0. Similarly, if a; — 1,
a minor penalty is more feasible since a large penalty would discourage the agent from
detecting hidden anomalies. A coefficient, T, is utilized to scale the reward, and the value
of T is usually specified as the ratio of the sizes of D, and D,. To be compatible with
the continuous action space, a continuous extrinsic reward function is required, which is
defined below.
2(1t -1 if Y = 1 ,

—T:- (211,} — 1) if Yy = 0 (7)

1’? (St/ ytl af) = {

3.4.2. Intrinsic Reward Function

Inspired by human experiences in playing games that the highest score can only be
obtained if the environment is fully explored, we design a curiosity-driven intrinsic reward
function to encourage the agent to explore states with high novelty. Intuitively, the novelty
of a state will decrease if it is sampled several times. In addition, the same happens
with repeated sampling of nearby states. Therefore, the intrinsic reward of a state-action
pair is inversely proportional to the visits to the region where the state is located. We
exploit a Gaussian kernel function to approximately calculate the number of visits, which
is represented as

[lx = yll2
YY) =exp———F—5—, 8
() = exp- 5 ®)
where || - || returns a Euclidean distance, and ¢ is a hyper-parameter, which is discussed in

Section 5.6. If two states are close to each other, x tends to be 1. In contrast, if two states are
far away from each other, ¥ tends to be 0.

We define an episodic memory M = [§1,8,, -+ ,$;_1] to store the states before time
step t. Since the kernel function can convert the distance of two states between 0 and 1, we
calculate x of 3; and each state in M and take the reduction sum as the approximate counts.
The intrinsic reward function is represented as:

"= ! . ©)

Yt r(s8) +1

4. Model Analysis
4.1. Analysis of the Agent

Our proposed model exploits a DRL framework to solve the TAD problem. We make
some adaptations to the vanilla SAC by replacing the MLP in the Actor and the Critic with
a GAIN that can generate more expressive representations. The output of the Actor can be
used to express the uncertainty of the agent’s judgment, i.e., a — 0 or 2 — 1 indicates that
the agent is quite confident in its judgment, while 2 — 0.5 indicates the opposite. In the
early stages of training, the model has not learned enough information to make the best
decision. Hence the uncertainty should be preserved to avoid premature convergence.
The entropy regularization term aims to enhance the exploration of actions, and a coefficient
« is used to make a trade-off between expected rewards and entropy. As training continues,
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the uncertainty will decrease. To accelerate the convergence of the model, the value of
gradually reduces.

4.2. Explanation of the Knight Sampling Strategy

Because there is no environment that can automatically generate a new state according
to the agent’s action, we create a simulation environment that returns a state and a reward
to the agent at each time step. There exist two basic facts about the anomaly detection task.
First, the number of normal states in the training set far exceeds the number of anomalous
ones. Secondly, normal states are relatively densely distributed, while anomalous states
are sparsely distributed and far from normal ones. Based on the facts above, we propose
a knight sampling strategy to sample evenly from both categories of states. The knight
sampling strategy, which can be understood as dividing the state space into a chessboard
with a grid, will alleviate the problem of severe category imbalance. The distribution of
100 states is shown in Figure 3; normal and anomalous states are indicated by a blue dot and
red cross, respectively. The ratio of anomalous states to normal ones is 1/9. After dividing
the state space with a grid, the ratio of anomalous squares to the normal ones increases
to 9/17. Guided by this strategy, the sampler leaps around the data space like a knight,
and each move returns a state from the current square.

® normal states

= x anomalous states

xX X
x o ® ..'l normal squares
_ anomalous squares

N ﬁ' ‘
° " x

x 08 L qe ‘

"
L]

x
x

Figure 3. Explanation of Knight Sampling Strategy. Our proposed strategy gives the sampler the
leaping capability of a knight and divides the entire data space into grids. The leap capability allows
the sampler to fully and uniformly sample from the data space by traversing all the squares.

4.3. Combined Reward

In addition, we deliberately design a combined reward function to make a trade-off
between exploitation and exploration of the data space. The extrinsic reward function lever-
ages the continuous reward function to return a reward for each action to settle the sparsity
of the rewards. The continuous reward function can be regarded as a generalization of
the discrete reward function over the continuous action space. From the perspective of
Information Theory, the intrinsic reward aims to encourage the agent to explore the states
that are expected to bring high information gains. Although all states contain information,
the information gain will decrease when a state is sampled repeatedly. The Gaussian kernel
function, which is exploited to approximately count the times of sampling, returns the
similarity of the current state and the previous ones. Due to the nature of the exponential
function, a few states that are quite similar to the current state will be counted. To cope
with this problem, we can adjust the hyper-parameter ¢ to control the counting radius.
The similarities between all points and the center in a square are calculated using Equa-
tion (8), and the results are shown in Figure 4. The four subgraphs represent the influence
of & on the distribution of similarities.

We can tell from Figure 4 that if ¢ is assigned a small value, the similarity decreases
sharply with the increase in distance from the center. Hence most neighbors of the center
are omitted as they share a similarity close to 0. Therefore, only a few historical states
that are very close to the center will be counted. On the contrary, if ¢ is assigned a
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larger value, the similarity decreases slowly. Hence more states make contributions to
Equation (9), which indicates that more historical states will be counted. Consequently,
the hyper-parameter o can be approximated as the counting radius.

o=05

Figure 4. Effect of ¢ on similarity. The four subplots represent the Gaussian kernel function surfaces
of the surrounding points and the center point for different values of the 0. The closer the color is
to red, the closer the similarity is to 1. The closer the color is to blue, the closer the similarity is to 0.
As the 0 increases, the steep surface gradually becomes flatter, and the red area gradually increases,
which means that the number of points similar to the center gradually increases.

5. Experiments
5.1. Datasets

To verify the validity of our proposed model, three datasets from different application
scenarios are selected for our experiments. NSL-KDD is a dataset from the domain of web
security, and each sample in it represents a network traffic record that consists of 40 features.
The value of normal in feature attack_type indicates benign connections, while other values
indicate malicious ones. Credit card is a dataset from the domain of finance, which contains
credit card transactions conducted by cardholders in Europe over two days in September
2013. Each sample in the dataset represents a transaction record, which consists of 30
features. The value of 1 in Class indicates an anomalous transaction, while the value of 0
indicates the opposite. Census is a dataset from the domain of sociology, which contains
weighted data extracted from the 1994 and 1995 current population surveys conducted
by the U.S. Census Bureau. The dataset contains 40 features, including demographic and
employment information, in which the record with income “50,000+.” are regarded as
anomalies. The details of the three datasets are listed in Table 1.

Table 1. Datasets Details. “num.” and “cat.” denote numerical features and categorical features,

respectively.
Dataset # Samples # Features % Anomaly
NLS-KDD 148,517 7 cat. + 33 num. 48.12
Credit Card 284,807 30 num. 0.17
Census 299,285 33 cat. + 7 num. 6.20

The three datasets are very representative for their different composition of features,
i.e., NSL-KDD contains 7 categorical features and 33 numerical features, census contains
33 categorical features and 7 numerical features, and credit card only contains numerical
features. Recall the assumptions in Section 3.1 that a dataset for AD task consists of a small
labeled subset of anomalies and a large-scale unlabeled subset. To make the dataset of NSL-
KDD fit our assumption, a downsampling technique is employed to reduce the anomaly
ratio. NSL-KDD contains four types of anomalies, each with a large variation in sample
size, i.e., dos: 45927, r2I: 11656, probe: 995, u2r: 52. Considering the severe intra-imbalance
of anomalies, we keep all samples from probe and u2r, and retain only 11-12% samples
from dos and r2l. The downsampling operation reduces the anomaly ratio from 48.12% to
10.06%.

We select six competing methods to perform a performance comparison with our
proposed model. In their official implementations, raw features are not preprocessed in
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the same manner, e.g., iForest directly removes all categorical features, CatBoost converts
categorical features to continuous values, Deep SAD transforms all features to a low-
dimensional vector, FT-Transformer transforms all features to embedding vectors with the
same length, etc. To reduce the impact of different preprocessing methods on performance,
we use the same data preprocessing for all models. First, numerical features are discretized
into categorical features; Secondly, all categorical features are embedded into a vector with
the same length.

5.2. Competing Methods

Dozens of methods have been proposed to tackle the TAD problems in recent years.
According to the difference in the leveraging of supervisory information, those methods can
be divided into four categories, such as unsupervised learning methods (UN), supervised
learning methods (SU), semi-supervised learning methods (SS) and reinforcement learning
methods. In this work, two state-of-the-art methods from each category are selected as
the baselines.

*  iForest [12]. iForest (UN) determines a sample’s anomaly degree based on the distri-
bution of each feature value in its feature field. It assumes that the feature values of
anomalies are sparsely distributed and, therefore, can be easily distinguished from
that of normal samples. A split tree is built for each feature field, and the depth of
the feature value represents the anomaly score of a single feature. By combining the
anomaly scores of multiple features, the anomaly score of a sample can be obtained.

e  CBLOF [47]. CBLOF (UN) is a cluster-based anomaly detection method that assumes
that anomalies count for a small proportion of the total size and that the samples far
away from the large cluster can be considered anomalies. First, a clustering method
(e.g., K-Means clustering) is used to cluster samples; Secondly, large clusters are
distinguished from small ones; Lastly, distances between samples and large clusters
are calculated as anomaly scores.

*  CatBoost [48]. CatBoost (SU) uses gradient boosting on decision trees. It is an ensem-
ble algorithm that creates a strong learner from an ensemble of multiple weak learners.
As its name suggests, CatBoost is capable of handling categorical data. In addition, it
solves the problems of gradient bias and prediction shift.

*  FT-Transformer [24]. FT-Transformer (SU) is a deep model that adapts transformer
architecture to tabular data. All features are first transformed to an embedding vector
and then passed to a stack of transformer layers to get the prediction.

*  Deep SAD [18]. Deep SAD (SS) tries to learn a neural network that maps samples to a
low-dimensional space in which normal samples cluster in a compact hypersphere
while anomalous ones are located outside the hypersphere. A few labeled anomalies
can be used in Deep SAD to improve the model’s predictive accuracy.

*  DevNet [20]. DevNet (SS) is an end-to-end semi-supervised method that leverages a
limited number of labeled anomalies as prior knowledge to predict anomaly scores. It
is based on the assumption that there exists significant statistical deviation between
normal samples and anomalous ones.

5.3. Evaluation Metrics

Two popular and complementary metrics, AUC-ROC (Area Under Receiver Operating
Characteristic Curve) and AUC-PR (Area Under Precision-Recall Curve), are chosen as the
evaluation metrics in this work. AUC-ROC, which summarizes the ROC curve of true posi-
tives against false positives, is used to evaluate the classification performance of a model.
However, AUC-ROC cannot truly reflect the classification performance when the classes of
samples are severely imbalanced. Whereas AUC-PR, which summarizes the ROC curve
of precision against the recall and focuses on the performance of anomaly class, is more
suitable for this work. A larger AUC-ROC or AUC-PR value reflects better performance.
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5.4. Performance Comparison with Competing Models

To verify the effectiveness of our proposed model, comparative experiments are
conducted on the three datasets, and the results are presented in Table 2. Our proposed
FIR-TAD performs consistently better than its competitors no matter in datasets with
more categorical features or in the dataset with more numerical features. In addition,
several observations can be obtained from the results. First, unsupervised methods cannot
outperform supervised or semi-supervised methods. On the one hand, the absence of labels
reduces the information available. On the other hand, unsupervised methods are usually
based on the assumption that anomalous samples are significantly different from normal
ones in distribution, which may not provide sufficient accuracy. Secondly, semi-supervised
methods perform slightly better than supervised methods due to the exploitation of labeled
anomalies. Thirdly, the DRL methods show strong competitiveness compared with other
deep methods, especially FIR-TAD achieves substantially better performance. We attribute
this to the introduction of feature interactions and the exploration ability of SAC.

Table 2. Performance comparison.

del NSL-KDD Credit Card Census
Mode
AUC_ROC AUC_PR AUC ROC AUC PR AUCROC AUC_PR
iForest 0.8359 0.8483 0.9469 0.1412 0.5956 0.0781
CBLOF 0.8213 0.5307 0.8772 0.2451 0.5938 0.0742
CatBoost 0.9208 0.9012 0.8446 0.4867 0.8815 0.3510
FT-Transformer 0.9278 0.8530 0.8275 0.4499 0.8376 0.2335
DeepSAD 0.9391 0.9037 0.8902 0.2577 0.7232 0.1855
DevNet 0.9410 0.9278 0.9520 0.5109 0.8354 0.3211
FIRTAD(ours) 0.9457 0.9362 0.9583 0.5870 0.8952 0.3670

5.5. Test on Robustness

Robustness with regard to anomaly ratio. To study the robustness of all models on
datasets containing different numbers of anomalies, we create five datasets with different
proportions (10%, 5%, 1%, 0.5%, 0.1%) of anomalies based on the NSL-KDD. Comparative
experiments are performed on the five datasets, and the results are shown in Figure 5a.
We choose AUC-PR as the only evaluation metric in the following because the results
of AUC-ROC are often over-optimistic in the case of imbalanced classes. As shown in
Figure 5a, the performance of all models degrades with the decrease in the proportion of
anomalies, and the unsupervised methods are less affected as they distinguish anomalies
based on differences in the distribution of normal samples and are not sensitive to the
number of anomalous samples. With the reduction in supervised information, the super-
vised methods experience significant performance degradation due to their reliance on
supervisory information. Although the semi-supervised methods are less affected by the
decrease in the ratio of anomalies, we note that the performance of the semi-supervised
methods is significantly weaker than that of the unsupervised method when the ratio drops
below 0.5%. In contrast, our proposed method shows better robustness in all cases.

Robustness with regard to label contamination. To test the robustness of all models
under label-contaminated conditions, which is very common in real-world scenarios, we
define five datasets by sampling incremental numbers of labeled anomalies, removing
their labels and blending them into the unlabeled samples. The contamination rates of
the five datasets are 0%, 2%, 5%, 10% and 20%, respectively. All models are evaluated on
these five datasets, and the experimental results in Figure 5b show that the increase in label
contamination rate has almost no impact on the unsupervised method. The supervised
methods suffer the most due to the decrease in data quality. The semi-supervised methods
consistently perform better than the unsupervised methods, proving their good robustness
to label contamination. Our proposed model exhibits the best robustness, and we attribute
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it to the design of the extrinsic reward function, which encourages the exploration of
anomalies in normal samples.

Robustness with regard to unknown anomalies.For some online anomaly detection
systems, the training and test sets usually have inconsistent sample distributions, i.e., the
test set may contain anomalies that never appear in the training set. To compare the
robustness of different methods in the face of unknown anomalies, we define a dataset in
which the training and test set contains only one type of anomaly and four additional test
sets by adding new anomaly types to the test set in turn. We evaluate the trained model
on the five test sets and present the results in Figure 5c. The performance of all models
decreases with the increase in anomaly types, with the unsupervised methods being the
least affected and the supervised methods being the most affected. The semi-supervised
methods still exhibit good robustness. Our proposed model performs significantly better
than its competitors. The introduction of feature interaction allows our model to learn
useful discriminative information, and the exploitation of the DRL algorithm gives our
model the ability to explore the unknown. These two factors give our model very good
robustness to unknown anomalies.

AUC-PR (%)
AUC-PR (%)
AUC-PR (%)

0 2 5 10 20
Anomaly Ratio (%) Contamination Rate (%) No. Unknown Anomaly Types

(a) (b) (©)

Figure 5. Test on Robustness. (a) Robustness with regard to anomaly ratio; (b) Robustness with regard

to label contamination; (c) Robustness with regard to unknown anomalies. We find that although the
unsupervised models exhibit the best robustness, their performance is limited. The supervised models
suffer most from the decrease in supervised information and label quality; they perform even worse
than unsupervised models. The semi-supervised models show good robustness against the anomaly
ratio. However, the performance degrades significantly with respect to label contamination and
unknown anomalies. Our proposed FIRTAD shows better robustness and consistently outperforms
the other models.

5.6. Impacts of Hyperparameters

In this section, we mainly focus on the impacts of the hyperparameters using the
NSL-KDD dataset.

¢ Impacts of representation dimensionality of each feature (d). In a deep model, the
representation vector with a longer length carries more information; hence, it is
common to improve the expressiveness of a model by increasing the representation
dimensionality of the input. Nevertheless, it is a double-edged sword, as an increase
in the dimension of the representation vector would lead to an increase in memory
consumption and a decrease in model efficiency. We choose d = 4, 8,16, 32 and plot
the AUC-PR in Figure 6a. Apparently, the performance improves as the length of the
vector increases. Concretely, when d changes from 8 to 16, the AUC-PR improves
from 0.9175 to 0.9437, with an improvement of 2.86%. However, as the length of the
vector continues to increase, the improvement in model performance becomes very
limited. The AUC-PR improves from 0.9437 to 0.9439 when d increases from 16 to
32. Considering the consequent doubling of memory consumption and computation
time, d = 16 seems to be a more reasonable option, which creates a balance between
effectiveness and efficiency.

*  Impacts of coefficient of intrinsic reward (A). As discussed in Section 3.4, A is leveraged
to provide a tradeoff between exploitation and exploration, which represents the
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weight factor corresponding to the intrinsic reward. We choose A from 0,0.3,0.5,0.8,1,
in which different values correspond to different extensions of exploration, e.g., A = 0
represents a deprecation of exploration, while A = 1 represents the opposite. The
experimental results are plotted in Figure 6b. We can tell from the results that the
introduction of intrinsic rewards does improve the model’s performance, while a
high weight may cause the model to converge prematurely to suboptimal solutions.
As shown in Figure 6b, A = 0.5 is the most suitable option.

¢ Impacts of counting radius (¢). To encourage the agent to explore unknown regions in
the environment, we designed the intrinsic reward to score the novelty of a region.
The number of samplings from a region is approximately counted by a Gaussian
kernel function, in which ¢ can be regarded as the counting radius. For a specific
region that has been visited a certain number of times, increasing the radius will lead
to an increase in novelty and vice versa. We choose the value of ¢ from 0.1,0.5,1,2,5
and plot the results in Figure 6¢c. Intrinsically, a small radius would result in large
intrinsic rewards for new samples, even if similar ones have been sampled many times,
which might hinder the agent from exploring unknown regions. Moreover, a large
radius would result in small intrinsic rewards for samples from sparse regions, which
might result in insufficient exploration of known regions. Both of the above conditions
would reduce convergence speed or make the model converge to a suboptimum,
and this intuition is verified by the experimental results. As shown in Figure 6¢c, o =1
is the most reasonable option.
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Figure 6. Impacts of Hyperparameters. (a) The contribution of representation dimensionality to
model performance improvement decreases with the increase in dimension; (b) The introduction of
intrinsic reward improves the model’s performance, but a high weight would be counterproductive;
(c) A small counting radius will increase the intrinsic reward and thus lower the agent’s desire to
explore the state space, while a large counting radius will render a small intrinsic reward and hence
lead to insufficient exploration of states.

5.7. Ablation Study

To investigate the effects of different components in our proposed model, we propose
several variants based on FIRTAD and conduct ablation experiments on all three datasets.

1. MLP-SAC. MLP-SAC replaces the feature interaction module (GAIN) with an MLP.
To reduce the number of parameters and accelerate model convergence, the MLP is
shared by the Actor and Critic.

2. FIR-DDPG. FIR-DDPG replaces the SAC with the Deep Deterministic Policy Gradient
(DDPG), which is an Actor—Critic, model-free algorithm based on the deterministic
policy gradient that can operate over continuous action spaces.

3. FIR-AB. FIR-AB replaces the knight sampling strategy with the anomaly-biased strat-
egy used in [45].

Table 3 shows the results of our original model, FIRTAD, and its variants. In the
following, we analyze the effects of components in our model. First, compared to the
original model, MLP-SAC shows a significant drop in performance on NSL-KDD and
census. This implies that the feature interaction module indeed enhances our model’s
ability for anomaly detection. Further, we note that MLP-SAC achieves comparable results
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to the original model on credit card, suggesting that GAIN has no advantage in dealing with
data consisting entirely of numerical features. Secondly, although both SAC and DDPG are
off-policy algorithms for continuous action space, SAC has a stronger exploratory capability
than DDPG due to its exploitation of stochastic policy. The comparison result between
FIR-DDPG and FIRTAD validates this view and prove the effectiveness of the SAC module.
Thirdly, the performance gaps between FIR-AB and FIRTAD in the three datasets indicate
that the knight sampling strategy may outperform the anomaly-biased sampling strategy.

Table 3. AUC-PR Performance of FIRTAD and its Three Ablated Variants.

Datasets FIRTAD MLP-SAC FIR-DDPG FIR-AB
NLS-KDD 0.9362 0.6874 0.9012 0.8829
Credit Card 0.5870 0.5798 0.5022 0.3681
Census 0.3670 0.1453 0.3124 0.2445

6. Conclusions

In this paper, we propose a novel anomaly detection method for tabular data called
FIRTAD, which incorporates feature interaction techniques into a deep reinforcement learning
framework. The innovative aspects of this article are manifested in the following dimensions: (1)
It is an anomaly detection system specifically designed for tabular data; (2) It employs the SAC
algorithm to generalize the discrete action space into a continuous space, thereby enhancing
the model’s expressive power; (3) It creates a simulation environment by devising a novel
sampling strategy and a combined reward function; (4) As far as we know, it is the first effort to
apply feature interaction to anomaly detection tasks. The experiments demonstrate that our
proposed model not only outperforms state-of-the-art models in terms of performance but also
exhibits good robustness in situations involving varying anomaly ratios, label contamination
and unknown anomalies. Our model is applicable to real-world anomaly detection scenarios,
particularly in domains that have accumulated some anomalies. This work serves as an
attempt to apply deep reinforcement learning to anomaly detection task and may provide some
inspiration to relevant researchers.

Despite the encouraging results, our proposed FIRTAD still has some limitations. First,
our model relies heavily on large amounts of data for training, so its performance advan-
tages may not be apparent when only dealing with a small dataset. Second, the anomaly
detection capability of our model gradually improves during the interaction between
the agent and the environment, which leads to an increased demand for computational
resources and training time. Third, the experiments demonstrate that the performance
advantages of our model on the balanced dataset are not significant, which limits the
applicability of the model.

Future work will consider using multiprocessing for model training and the study of
anomaly interpretability.

Author Contributions: Conceptualization, Y.L. and L.M.; methodology and implementation, Y.L.
and S.Z.; writing—original draft preparation, Y.L.; writing—review and editing, L.M., M.W. and S.Z.
All authors have read and agreed to the published version of the manuscript.

Funding: This research received no external funding.
Institutional Review Board Statement: Not applicable.
Informed Consent Statement: Not applicable.

Data Availability Statement: The NSL-KDD dataset supporting this study was obtained from
https://www.unb.ca/cic/datasets /nsl.html (accessed on 13 February 2023). The credit card dataset
was obtained from https:/ /www.kaggle.com/mlg-ulb/creditcardfraud (accessed on 13 February
2023). The census dataset was obtained from http://archive.ics.uci.edu/ml/machine-learning-
databases/census-income-mld/ (accessed on 13 February 2023).


https://www.unb.ca/cic/datasets/nsl.html
https://www.kaggle.com/mlg-ulb/creditcardfraud
http://archive.ics.uci.edu/ml/machine-learning-databases/census-income-mld/
http://archive.ics.uci.edu/ml/machine-learning-databases/census-income-mld/

Electronics 2023, 12, 1313 17 of 18

Acknowledgments: The authors would like to thank the anonymous reviewers for their constructive
comments and suggestions.

Conflicts of Interest: The authors declare no conflict of interest.

References

1. Zhang, H.; Yu, X.; Ren, P; Luo, C.; Min, G. Deep Adversarial Learning in Intrusion Detection: A Data Augmentation Enhanced
Framework. arXiv 2019, arXiv:901.07949.

2. Lee,]; Park, K. GAN-based imbalanced data intrusion detection system. Pers. Ubiquitous Comput. 2021, 25, 121-128. [CrossRef]

3. Vimal, S.; Kayathwal, K.; Wadhwa, H.; Dhama, G. Application of Deep Reinforcement Learning to Payment Fraud . arXiv 2021,
arXiv:2112.04236.

4. Tingfei, H.; Guangquan, C.; Kuihua, H. Using Variational Auto Encoding in Credit Card Fraud Detection. IEEE Access 2020, §,
149841-149853. [CrossRef]

5. Mokhtari, S.; Abbaspour, A.; Yen, K.K.; Sargolzaei, A. A Machine Learning Approach for Anomaly Detection in Industrial Control
Systems Based on Measurement Data. Electronics 2021, 10, 407. [CrossRef]

6. Zhou, X; Hu, Y,; Liang, W.; Ma, J.; Jin, Q. Variational LSTM Enhanced Anomaly Detection for Industrial Big Data. IEEE Trans. Ind.
Inform. 2021, 17, 3469-3477. [CrossRef]

7. May Petry, L.; Soares, A.; Bogorny, V.; Brandoli, B.; Matwin, S. Challenges in Vessel Behavior and Anomaly Detection: From
Classical Machine Learning to Deep Learning. In Advances in Artificial Intelligence; Goutte, C., Zhu, X., Eds.; Springer International
Publishing: Cham, Switzerland, 2020; pp. 401-407. ISBN 978-3-030-47358-7.

8.  Karata, G.B.; Karagoz, P.; Ayran, O. Trajectory pattern extraction and anomaly detection for maritime vessels. Internet Things 2021,
16, 100436. [CrossRef]

9.  Breunig, M.M,; Kriegel, H.P; Ng, R.T.; Sander, J]. LOF: Identifying Density-Based Local Outliers. In Proceedings of the 2000 ACM
SIGMOD International Conference on Management of Data, Dallas, TX, USA, 15-18 May 2000; ACM: New York, NY, USA, 2000;
pp. 93-104, ISBN 1581132174 .

10. Ramaswamy, S.; Rastogi, R.; Shim, K. Efficient Algorithms for Mining Outliers from Large Data Sets; International Conference on
Management of Data; ACM: New York, NY, USA, 2000.

11.  Goldstein, M.; Dengel, A. Histogram-based Outlier Score (HBOS): A fast Unsupervised Anomaly Detection Algorithm. In
Proceedings of 35th German Conference on Artificial Intelligence, Saarbriicken, Germany, 24-27 September 2012; Springer:
Berlin/Heidelberg, Germany, 2012; pp. 59-63.

12. Liu, ET,; Ting, KM.; Zhou, Z.-H. Isolation Forest. In Proceedings of the 2008 Eighth IEEE International Conference on Data
Mining, Pissa, Italy, 15-19 December 2008; IEEE: Piscataway, NJ, USA, 2008; pp. 413—422.

13. Li, Z;; Zhao, Y.; Hu, X; Botta, N.; Ionescu, C.; Chen, G. ECOD: Unsupervised Outlier Detection Using Empirical Cumulative
Distribution Functions. IEEE Trans. Knowl. Data Eng. 2022, 1.

14. Han, X,; Chen, X;; Liu, L.-P. GAN Ensemble for Anomaly Detection. Aaai Conf. Artif. Intell. 2021, 35, 4090-4097. [CrossRef]

15.  Murase, H.; Fukumizu, K. ALGAN: Anomaly Detection by Generating Pseudo Anomalous Data via Latent Variables. IEEE Access
2022, 10, 44259-44270. [CrossRef]

16. Fatemifar, S.; Awais, M.; Akbari, A.; Kittler, J. Developing a generic framework for anomaly detection. Pattern Recognit. 2022, 124,
108500. [CrossRef]

17.  Zhang, L; Xie, X,; Xiao, K.; Bai, W.; Liu, K.; Dong, P. MANomaly: Mutual adversarial networks for semi-supervised anomaly
detection. Inf. Sci. 2022, 611, 65-80. [CrossRef]

18. Ruff, L.; Vandermeulen, R.A.; Gornitz, N.; Binder, A.; Miiller, E.; Miiller, A.; Kloft, M. Deep Semi-Supervised Anomaly Detection.
arXiv 2019, arXiv:1906.02694.

19. Pang, G.; Shen, C,; Jin, H.; van den Hengel, A. Deep weakly-supervised anomaly detection. arXiv 2019, arXiv:1910.13601.

20. Pang, G.; Shen, C.; van den Hengel, A. Deep Anomaly Detection with Deviation Networks. arXiv 2019, arXiv:1911.08623.

21. Zhou, Y,; Song, X.; Zhang, Y.; Liu, E; Zhu, C,; Liu, L. Feature Encoding with AutoEncoders for Weakly-supervised Anomaly
Detection. IEEE Trans. Neural Netw. Learning Syst. 2022, 33, 2454-2465. [CrossRef]

22. Pang, G.; Cao, L,; Chen, L.; Liu, H. Learning Representations of Ultrahigh-dimensional Data for Random Distance-based Outlier
Detection. In Proceedings of the 24th ACM SIGKDD International Conference on Knowledge Discovery & Data Mining, London,
UK, 19-23 August 2018; Guo, Y., Farooq, F,, Eds.; ACM: New York, NY, USA, 2018 ; pp. 2041-2050. ISBN 9781450355520.

23.  Qiu, C.; Pfrommer, T.; Kloft, M.; Mandyt, S.; Rudolph, M. Neural Transformation Learning for Deep Anomaly Detection beyond
Images. arXiv 2021, arXiv:2103.16440.

24. Gorishniy, Y.; Rubachev, I.; Khrulkov, V.; Babenko, A. Revisiting Deep Learning Models for Tabular Data. In Advances in Neural
Information Processing Systems; Ranzato, M., Beygelzimer, A., Dauphin, Y., Liang, P.S., Vaughan, J.W., Eds.; Curran Associates, Inc:
New York, NY, USA, 2021; pp. 18932-18943.

25. Shwartz-Ziv, R.; Armon, A. Tabular data: Deep learning is not all you need. Inf. Fusion 2022, 81, 84-90. [CrossRef]


http://doi.org/10.1007/s00779-019-01332-y
http://dx.doi.org/10.1109/ACCESS.2020.3015600
http://dx.doi.org/10.3390/electronics10040407
http://dx.doi.org/10.1109/TII.2020.3022432
http://dx.doi.org/10.1016/j.iot.2021.100436
http://dx.doi.org/10.1609/aaai.v35i5.16530
http://dx.doi.org/10.1109/ACCESS.2022.3169594
http://dx.doi.org/10.1016/j.patcog.2021.108500
http://dx.doi.org/10.1016/j.ins.2022.08.033
http://dx.doi.org/10.1109/TNNLS.2021.3086137
http://dx.doi.org/10.1016/j.inffus.2021.11.011

Electronics 2023, 12, 1313 18 of 18

26.

27.

28.

29.

30.

31.

32.

33.

34.

35.

36.

37.

38.

39.

40.

41.

42.

43.

44.

45.

46.

47.
48.

Chen, B.; Wang, Y; Liu, Z.; Tang, R.; Guo, W.; Zheng, H.; Yao, W.; Zhang, M.; He, X. Enhancing Explicit and Implicit Feature
Interactions via Information Sharing for Parallel Deep CTR Models. In Proceedings of the 30th ACM International Conference on
Information & Knowledge Management. CIKM "21: The 30th ACM International Conference on Information and Knowledge
Management, Virtual Event, Queensland, Australia, 1-5 November 2021; Demartini, G., Zuccon, G., Culpepper, ].S., Huang, Z.,
Tong, H., Eds.; ACM: New York, NY, USA, 2021; pp. 3757-3766. ISBN 9781450384469.

Zhao, Z.; Yang, S.; Liu, G.; Feng, D.; Xu, K. FINT: Field-aware INTeraction Neural Network For CTR Prediction. arXiv 2021,
arXiv:2107.01999.

Deng, W.; Pan, J.; Zhou, T.; Kong, D.; Flores, A.; Lin, G. DeepLight: Deep Lightweight Feature Interactions for Accelerating CTR
Predictions in Ad Serving. In Proceedings of the Fourteenth ACM International Conference on Web Search and Data Mining
(WSDM '21), Virtual Event, Jerusalem, Israel, 8-12 March 2021; ACM: New York, NY, USA, 2021. [CrossRef]

Liu, Y;; Ma, L.; Wang, M. GAIN: A Gated Adaptive Feature Interaction Network for Click-Through Rate Prediction. Sensors 2022,
22,7280. [CrossRef]

Klein, 5.T.; Wiseman, Y. Parallel Lempel Ziv coding. Discret. Appl. Math. 2005, 146, 180-191. [CrossRef]

Nakasato, N. Implementation of a parallel tree method on a GPU. J. Comput. Sci. 2012, 3, 132-141. [CrossRef]

Haarnoja, T.; Zhou, A.; Hartikainen, K.; Tucker, G.; Ha, S.; Tan, J.; Kumar, V.; Zhu, H.; Gupta, A.; Abbeel, P; et al. Soft Actor-Critic
Algorithms and Applications. arXiv 2018, arXiv:1812.05905.

Pang, G.; Ting, KM.; Albrecht, D. LeSiNN: Detecting Anomalies by Identifying Least Similar Nearest Neighbours. In Proceedings of the
2015 IEEE International Conference on Data Mining Workshop (ICDMW), Atlantic City, NJ, USA, 14-17 November 2015; pp. 623—630.
Li, Z.; Zhao, Y.; Botta, N.; Ionescu, C.; Hu, X. COPOD: Copula-Based Outlier Detection. In Proceedings of the 2020 IEEE
International Conference on Data Mining (ICDM), Sorrento, Italy, 17-20 November 2020; pp. 1118-1123.

Ruff, L.; Vandermeulen, R.A.; Gornitz, N; Deecke, L.; Kloft, M. Deep One-Class Classification. In Proceedings of the International
Conference on Machine Learning, PMLR 80, Stockholm, Sweden, 10-15 July 2018.

Miele, E.S.; Bonacina, F; Corsini, A. Deep anomaly detection in horizontal axis wind turbines using Graph Convolutional
Autoencoders for Multivariate Time series. Energy AI 2022, 8, 100145. [CrossRef]

Jézéquel, L.; Vu, N.-S.; Beaudet, J.; Histace, A. Semi-Supervised Anomaly Detection with Contrastive Regularization. In
Proceedings of the 2022 26th International Conference on Pattern Recognition (ICPR) , Montreal, QC, Canada, 21-25 August 2022;
pp. 2664-2671.

Gao, F; Li, J.; Cheng, R.; Zhou, Y.; Ye, Y. ConNet: Deep Semi-Supervised Anomaly Detection Based on Sparse Positive Samples.
IEEE Access 2021, 9, 67249-67258. [CrossRef]

Wang, Z.; She, Q.; Zhang, P.; Zhang, J. ContextNet: A Click-Through Rate Prediction Framework Using Contextual information to
Refine Feature Embedding. arXiv 2021, arXiv:2107.12025.

Rendle, S. Factorization machines. In Proceedings of the 2010 IEEE International Conference on Data Mining, Sydney, Australia,
14-17 December 2010; pp. 995-1000.

Xue, N.; Liu, B.; Guo, H.; Tang, R.; Zhou, E,; Zafeiriou, S.P.; Zhang, Y.; Wang, ].; Li, Z. AutoHash: Learning Higher-order Feature
Interactions for Deep CTR Prediction. IEEE Trans. Knowl. Data Eng. 2020, 34, 2653-2666. . [CrossRef]

Liu, B.; Zhu, C;; Li, G.; Zhang, W,; Lai, J.; Tang, R.; He, X.; Li, Z.; Yu, Y. Autofis: Automatic feature interaction selection in
factorization models for click-through rate prediction. In Proceedings of the 26th ACM SIGKDD International Conference on
Knowledge Discovery & Data Mining, Virtual Event, Long Beach, CA, USA, 23-27 August 2020; pp. 2636-2645.

Chen, Y.; Wang, Y.; Ren, P.; Wang, M.; Rijke, M.d. Bayesian feature interaction selection for factorization machines. Artif. Intell.
2022, 302, 103589. [CrossRef]

Lopez-Martin, M.; Carro, B.; Sanchez-Esguevillas, A. Application of deep reinforcement learning to intrusion detection for
supervised problems. Expert Syst. Appl. 2020, 141, 112963. [CrossRef]

Pang, G.; van den Hengel, A_; Shen, C.; Cao, L. Toward Deep Supervised Anomaly Detection. In Proceedings of the 27th ACM
SIGKDD Conference on Knowledge Discovery & Data Mining. KDD "21: The 27th ACM SIGKDD Conference on Knowledge
Discovery and Data Mining, Virtual Event, Singapore, 14-18 August 2021; Zhu, E,, Chin Ooi, B., Miao, C., Wang, H., Skrypnyk, L,
Hsu, W., Chawla, S., Eds.; ACM: New York, NY, USA, 2021; pp. 1298-1308. ISBN 9781450383325.

Watkins, ].J. The Knight’s Tour Problem: Across the Board: The Mathematics of Chessboard Problems; Chapter 3; Princeton University
Press: Princeton, NJ, USA, 2004.

He, Z.; Xu, X,; Deng, S. Discovering cluster-based local outliers. Pattern Recognit. Lett. 2003, 24, 1641-1650. [CrossRef]
Prokhorenkova, L.; Gusev, G.; Vorobev, A.; Dorogush, A.V.; Gulin, A. CatBoost: Unbiased boosting with categorical features.
arXiv 2017, arXiv:1706.09516.

Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual
author(s) and contributor(s) and not of MDPI and/or the editor(s). MDPI and/or the editor(s) disclaim responsibility for any injury to
people or property resulting from any ideas, methods, instructions or products referred to in the content.


http://dx.doi.org/10.1145/3437963.3441727
http://dx.doi.org/10.3390/s22197280
http://dx.doi.org/10.1016/j.dam.2004.04.013
http://dx.doi.org/10.1016/j.jocs.2011.01.006
http://dx.doi.org/10.1016/j.egyai.2022.100145
http://dx.doi.org/10.1109/ACCESS.2021.3077014
http://dx.doi.org/10.1109/TKDE.2020.3016482
http://dx.doi.org/10.1016/j.artint.2021.103589
http://dx.doi.org/10.1016/j.eswa.2019.112963
http://dx.doi.org/10.1016/S0167-8655(03)00003-5

	Introduction
	Related Works
	Anomaly Detection Methods
	Unsupervised Anomaly Detection
	Supervised Anomaly Detection
	Semi-Supervised Anomaly Detection

	Feature Interaction of Tabular Data
	Deep Reinforcement Learning for Tabular Anomaly Detection

	Our Proposed Method
	Problem Definition
	Agent
	Foundation of the Proposed Approach
	Feature Interaction-Based Policy Network and Q-Network

	Knight Sampling Strategy
	Combined Reward Function
	Extrinsic Reward Function
	Intrinsic Reward Function


	Model Analysis
	Analysis of the Agent
	Explanation of the Knight Sampling Strategy
	Combined Reward

	Experiments
	Datasets
	Competing Methods
	Evaluation Metrics
	Performance Comparison with Competing Models
	Test on Robustness
	Impacts of Hyperparameters
	Ablation Study

	Conclusions
	References

