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Abstract

:

The construction industry has dynamic supply chains with multiple suppliers usually engaged in short-term relationships. Government legislation, novel types of payment agreements, conventional information technology solutions, and supply chain management best practices have endeavoured to solve payment-related financial issues in the construction industry, which are mainly caused by the complexities of the construction supply chain. Nevertheless, payment-related issues persist as one of the key challenges in the industry. Applications of blockchain technology–a trusted, distributed data storing mechanism–along with smart contracts are gaining focus as solutions for complex interorganisational processes. A smart contract is a self-executing script that codifies a set of rules or agreements between multiple parties and runs across the blockchain network. This paper identifies the suitability of blockchain and smart contract technologies in solving payment issues in the construction industry. An expert forum of construction industry stakeholders served as the primary data collection method through a structured questionnaire. The key finding of the paper is that blockchain and smart contract powered solutions can significantly mitigate the payment and related financial issues in the construction industry, including partial payments, nonpayments, cost of finance, long payment cycle, retention, and security of payments.
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1. Introduction


The construction industry produces some of the most complex and largest objects, such as buildings, bridges, dams, and tunnels. Such complex construction requires integrating many specialists and suppliers of products, components, and sub-elements through multiple supply chains [1]. Usually, the construction industry has lengthy, network-structured, dynamic supply chains with a large number of internal and external suppliers [2]. Supply chains of project-based industries like construction have inherent uncertainties, due to the complexities involved [3]. The most adverse impacts are inefficiency, compliance issues, long payment cycles, and inefficiencies in finance and payments. Besides the long payment settlement periods as stipulated in contractual arrangements, delayed payments [4] and partial or nonpayments are quite frequent in the construction industry [5]. Due to these payment inefficiencies, the cost of finance is significantly increased to cover the risk, increasing the total cost of construction. Therefore, payment and related financial issues are categorised as one of the most crucial issues in the construction industry [6,7].



Blockchain is a distributed data storing mechanism to replicate, share, and synchronise data spread across different geographical locations, such as multiple sites, countries, or organisations [8]. In 2015, a new programming paradigm was created by introducing the DApp (Decentralised Application) concept for Ethereum as the first practical distributed processing model to run on top of a blockchain network [9]. The key properties of blockchains and smart contracts include immutability, high availability, integrity, and transparency [10]. These properties enhance the trust, accountability, auditability, and automation of applications that leverage blockchains and smart contracts. With trusted data storing and distributed processing models, researchers and industry practitioners began to explore use-cases beyond cryptocurrencies, including finance and supply chain applications [11,12]. For example, Di Ciccio et al. [13] discussed the applicability of blockchain to enhance the traceability of interorganisational processes, such as supply chains.



Therefore, this paper identifies the most significant payment and related financial issues in construction supply chains and explores the underlying reasons for these issues. It highlights the greater benefits of blockchain and smart contracts compared with conventional information systems, and then proposes blockchain and smart contracts as a solution for payment issues in construction supply chains.



The structure of the rest of this paper is as follows. Section 2 provides the background to the study related to the construction supply chain and payment issues in construction. It also presents blockchain technology, smart contracts, and notable properties of blockchain. The research methodology is described in Section 3. Section 4 presents the results and discussion, and the conclusions are presented in Section 5.




2. Background with Key Literature Findings


2.1. Construction Supply Chain


A supply chain is a network of different processes of multiple organisations, which are linked as upstream (i.e., suppliers) and downstream (i.e., customers), that delivers products or services to the ultimate consumer [14,15]. The concept of Supply Chain Management (SCM) flourished in the manufacturing industry [16], and modern SCM systems incorporate the latest Information and Communication Technologies (ICTs), such as cloud computing, Internet of Things (IoT), big data, artificial intelligence and machine learning, multichannel communication, and social media [17,18]. Many manufacturing industries optimise their supply chains to achieve a significant market advantage over their competitors [19].



The construction industry has a project-based production process, usually scattered across different geographical locations, and produces some of the most complex and extensive objects [20]. Many specialists, labour, machinery, components, sub-elements, and material should be coordinated on a construction project [1,21]. The nature of construction production gives rise to dynamic, long supply chains. These complex supply chains cause significant uncertainties and issues in the construction industry, especially related to finance and payments [3]. Every project can be considered as a new supply chain, due to a significant number of new outcomes, manufacturers, suppliers, subcontractors, sub-subcontractors, and others, in a fresh geographical location [22]. Typically, the construction industry has lengthy, network-structured, dynamic supply chains rather than short, vertical supply chains [23]. Figure 1 illustrates a basic supply chain network in the construction industry, including the flow of information, cash, components and raw materials, and products and services. As illustrated in Figure 1, the most significant difference of a construction supply chain compared with a manufacturing supply chain is that a construction supply chain has lengthy value addition processes from top to bottom, and the funding predominantly originates from the bottom of the supply chain. Therefore, lengthy, network-structured, and dynamic construction supply chains cause many issues, including payment issues [4].



2.1.1. Time, Cost, and Quality Issues Related to the Construction Supply Chain


The construction industry faces a significant number of issues and challenges in every phase of construction, including design, construction, operation, maintenance, and decommissioning phases. The construction supply chain has poor trust, lack of knowledge management, limited integrations, and less collaboration and coordination, leading to many issues, including time, cost, or quality-related issues. System integration and real-time data sharing are critical features of the modern enterprise system [24,25]; however, many construction supply chain systems lack these types of advanced features. A number of research and government initiatives and projects have tried to solve these issues in the construction supply chain, and yet the industry still grapples with these significant issues [26].



Durdyev and Ismail [27] highlighted that obsolete technology and supply chain issues lead to low productivity of the construction industry compared with other industries. From the main contractor’s point of view, material delay or supply chain issues are some of the main causes of construction project delay [28]. A construction project has a multitude of diverse activities. Activity sequence and their timing are a significant factor for both internal and external preceding activities. Therefore, supply chain issues, such as delays, insufficient quantities, and other factors have a negative compounding effect on construction project performance [29].



As illustrated in Figure 1, the distance between the finance source to the topmost source of supplier or manufacturer in construction supply chains is significantly longer than other supply chains. Subcontractors, sub-subcontractors, and suppliers expend their resources first and get paid last. The construction industry usually has agreed on lengthy payment cycles. These months-long payment cycles intensify financial inefficiency. Usually, upper nodes of the construction supply chain face significantly delayed payments, partial payments, and nonpayments, due to various supply chain-related issues [4,5].



The quality and origin of the materials and components are key elements of compliance of the final product. The contractor cannot achieve compliance without the cooperation of other stakeholders, including suppliers and manufacturers [30]. Construction projects have quality and compliance issues, and a significant number of cases are directly related to materials and components or supply chain-related issues. Topchiy et al. [31] mentioned that there is a significant level of potential risks associated with random testing methods used to exemplify quality or origin. For example, the tragic fire that spread through the Grenfell Tower in the UK was sped up by the building’s exterior cladding system that used noncompliant aluminium composite materials [32]. Unfortunately, the current methods of construction supply chain management have been unable to resolve these compliance issues [11].




2.1.2. Payment Issues in Construction


The construction industry has a chained payment settlement culture, and default settlement durations are much higher than the other industries [5]. Generally, in construction projects, the payments are made progressively based on the value of work done during a certain period or at the completion of an agreed milestone. The conditions of contracts stipulate the payment settlement procedure. Generally, there are periods defined for preparing, checking and certifying the bill, and finally making the payment [5]. Danuri et al. [4] mentioned that 1.6% of income is lost, due to payment delays in the construction industry. This lengthy default payment settlement cycle typically takes a few months. Researchers have identified that this chained payment settlement culture negatively impacts the topmost nodes in the supply chain, such as subcontractors, sub-subcontractors, and suppliers. Further, partial payments and nonpayments are quite common in the construction industry—making the situation worse for upstream members [5,33].



Dainty et al. [34] highlighted that the impact of payment delays in the construction industry would lead to over-pricing against that risk of delay. Abeysekera [33] found that a payment delay of just one week creates a loss to a client that is equal to 0.05% of the contract sum when the interest rate is 5%. Poor payment guarantees and low trust with the lower nodes in the supply chain negatively impact the quality and the price of the product and service [4]. The lengthy payment settlement duration adds an extra burden to projects as the cost of finance and additional delays create adverse impacts.



These complex supply chains with low transparency weaken the level of trust and security of payments; ultimately leading to project delays, cash flow issues, disputes, abandonment of projects, low quality or compliance issues, and the high cost of the final products [4,6].



The above-mentioned issues can be summarised into 11 key issues, namely, cash flow issues, cost of finance, cost overrun, long payment cycle, nonpayments, partial payments, payment delays, payment disputes, payment hold, retention, and security of payment issues. Many reasons behind these payment and related financial issues are presented in the literature. These were categorised into 34 main reasons as follows: Cash flow difficulties arising from other projects, complications from contractual conditions, contract types/procurement methods used, cost overruns caused by poor estimating, delay in certification, disputes regarding payment claims, disputes over the quality of work, entrance with low capital, financial difficulties caused by failure to secure contracts, frequent change of sub-contractors/suppliers, higher capital requirements in certain projects, improper supervision and financial control, improper withholding of payment, ineffective utilisation of funds, lack of knowledge and experience in the field, lack of proper external processes, lack of proper internal processes, lack of trust among members, legislative procedures (construction contracts act), long project durations, nature of projects (different locations with many new suppliers), over-reliance on client/payer, payer’s poor financial management, payment culture of the industry (work first and get paid later), perception in the industry that late payment is acceptable, project delays because of supply chain issues, requirement and design changes, rework of errors during construction, slowness in the decision-making process, structure of the industry (coordination issues with many parties), the attitude of the payer (dishonest/unethical conduct), the easy exit of players (little/no liability to creditors), time overrun of projects caused by poor planning, and work done exceeding allocated budget [6,35,36,37,38,39,40,41,42,43,44]. Mitigating these underlying reasons will contribute to solving the payment issues in the construction supply chain. Government legislation such as security of payment acts, novel types of payment agreements, and ICT applications have been implemented in various countries to solve payment issues and underlying reasons [43,45,46]. However, these issues persist in the construction industry, as evidenced by large construction companies, such as Carillion, Cooper and Oxley, and Strongbuild, going into administration because of cash flow management issues [12], and small and medium players in the industry being affected by insolvency [47].





2.2. Blockchain Technology and Smart Contracts


2.2.1. Blockchain Technology


After the introduction of Ethereum as a Turing-complete DApp implementing platform [39], the potential of applying blockchain technologies for sectors, such as elections, power, supply chain, property, health, food, waste management, identity management, collectables, legal contracts, and many others, has been increasingly explored [26,48,49,50].



As shown in Figure 2, blockchain consists of a secure and transparent technology to transmit and store data between users through a peer-to-peer network, without a central point of control or avoiding the middleman, and ensures trust in a trustless environment [51,52,53,54]. Each member node maintains a complete dataset called a ledger. A blockchain ledger or data storage is a growing list of records, called blocks, which are linked using cryptographic hash values to the previous block [10,55].



Usually, a blockchain network can consist of up to several thousand nodes, although all nodes need not always be active. According to the network agreements or consensus algorithms and privileges of nodes to access ledger data, three types of blockchain networks can be identified as public, private, and consortium blockchain networks. The public or permissionless blockchain is open for any party to view or transact, while in compliance with the consensus algorithm of the network [56]. A permissioned private blockchain only allows authorised members of the network to access the data or execute transactions [57]. A consortium blockchain is a permissioned, partially private, multi-organisational blockchain solution for allied businesses [58]. Based on the business requirement, an application developer can use either a public, private, or consortium blockchain network.




2.2.2. Smart Contracts


The concept of smart contracts was first introduced by Szabo [59] as a computerised transaction protocol [60]. A smart contract is a self-executing contract or set of rules between two or more parties being directly written into the system and exists across the blockchain network [48,60]. A smart contract can be used to satisfy common contractual conditions, such as payment terms, compliance requirements, and conditions of contracts, without a central authority or external enforcement, while minimising malicious and accidental errors [59].



Smart contracts assist in developing, building, and running various business applications in a distributed manner [61,62,63,64]. Zhang et al. [65] (p. 2), stated that “smart contracts can store data objects and define operations on the data, enabling the development of DApps to interact with blockchains and provide seamless services to the application users”. Smart contracts are essentially computer programs with data and logic that run across all nodes in a blockchain network [60,66,67]. It can perform activities based on a predefined set of conditions with minimum or no human intervention. The most significant properties of smart contracts are self-containment, fraud resistance, integrity, nonphysicality, and disintermediation. These properties provide smart contracts with enhanced functionality, uniformity, effectiveness, accountability, auditability, and accuracy compared with traditional software solutions [48,68,69,70]. Turing-completeness is a critical factor of smart contract programming languages, as it is essential to develop complete and fully functional smart contracts [71]. Blockchain networks of the second-generation onwards support Turing-complete smart contract languages. Some of those networks are Ethereum, EOS.IO, Hyperledger Fabric, Neo, and many others [48,61,72].




2.2.3. Notable Properties of Blockchain


Blockchain technology provides a set of unique and enhanced features that increases the trust, usage, and applicability of information systems in many sectors [10,73]. Blockchain technology has the potential to enhance trust, transparency, auditability, accountability, security, robustness, resilience, performance, and equality of Internet-based information systems [74].



The level of acceptance of any software system depends on both the level of compliance with the Functional Requirements (FRs) and Non-functional Requirements (NFRs). A Turing-complete blockchain platform can equally satisfy the FRs [75] without depending on the environment similar to any general-purpose, high-level programming language [55]. Therefore, a blockchain-based software system can equally satisfy all functional requirements of any business application, just like a conventional information system. Therefore, compliance with NFRs will ultimately cause to increase the level of acceptance of any blockchain-based software system compared with conventional information systems. Decentralisation, transparency, immutability, anonymity and pseudonymity, and Turing-completeness are the most significant non-functional properties of blockchain-based systems. Researchers have identified high-level system features and the relevant system features/outcomes that impact software quality [76,77,78,79,80,81,82,83,84,85]. Table 1 shows how blockchain solutions compare with conventional information systems based on these notable software quality features.



Many researchers recognise that blockchain provides better reliability, security, and trust. However, not many papers discuss the fundamental properties that constitute these high-level features of blockchain solutions. Moreover, these broader terms are not sufficient to decide on the suitability of a blockchain-based solution versus a conventional information system. In general, it is difficult to develop and maintain blockchain-based software solutions when compared with conventional information systems. There is not much difference in usability and a relatively higher overall efficiency in blockchain-based solutions when compared with conventional information systems. Even though blockchain-based solutions generally provide better reliability, Hamida et al. [86] highlighted that a blockchain-based solution has poor recoverability or resilience.
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Table 1. Features of blockchain compared with conventional information systems.






Table 1. Features of blockchain compared with conventional information systems.





	
High-Level

System Features

	
System Features/Outcomes

	
Decentralisation

	
Transparency

	
Immutability

	
Anonymity and Pseudonymity

	
Smart Contracts and Turing-Completeness






	
Developability

	
Complexity

	
[87]

	

	
[88]

	

	
[89]




	
Developability (time and cost)

	
[90]

	

	
[90]

	

	
[90]




	
Maturity

	
[87]




	
Modularity

	
[91]

	

	
[88]

	

	
[92]




	
Reusability

	
[87]

	

	
[87]

	

	




	
Testability

	
[92]

	

	
[86]

	

	
[86]




	
Maintainability

	
Durability

	
[93]

	

	
[93]

	

	




	
Scalability

	
[88]

	

	

	

	
[90]




	
Modifiability

	
[91]

	

	

	

	
[92]




	
Portability

	
[87]

	

	

	

	
[87]




	
Uniformity

	
[94]

	
[93]

	

	

	
[95]




	
Functionality

	
Accuracy

	
[57]

	

	
[90]

	

	
[96]




	
Compatibility

	

	
[94]

	
[92]

	

	




	
Interoperability

	
[94]

	
[94]

	

	

	
[95]




	
Nonphysicality

	
[97]

	
[93]

	

	

	
[96]




	
Self-containment

	
[97]

	

	
[97]

	

	
[89]




	
Suitability

	

	

	
[98]

	
[98]

	
[96]




	
Usability

	
Adaptability

	
[86]

	

	

	

	
[95]




	
Learnability

	
[91]

	

	

	

	




	
Supportability

	
[86]

	

	

	

	




	
System documentation

	

	

	

	

	




	
Applicability

	
[57]

	

	

	

	
[57]




	
User interfaces

	

	

	

	

	




	
Reliability

	
Accessibility

	
[99]

	

	

	

	




	
Availability

	
[100]

	

	

	

	




	
Fault tolerance

	
[100]

	

	

	

	




	
Recoverability (Resilience)

	
[86]

	

	

	

	
[89]




	
Robustness

	
[94]

	

	

	

	




	
Stability

	
[90]

	

	

	

	




	
Efficiency

	
Effectiveness (for the total process)

	
[97]

	
[97]

	

	

	
[95]




	
Performance–Throughput (for a single action)

	




	
– Read

	
[90]

	

	

	

	




	
– Write

	
[90]

	

	

	

	




	
– Execute

	
[90]

	

	

	

	




	
Resource behaviour-Storage, Processing, etc.

	
[90]

	

	

	

	




	
Trust and Security

	
Accountability

	
[57]

	
[101]

	
[90]

	
[102]

	
[57]




	
Auditability

	
[103]

	
[101]

	
[103]

	

	




	
Disintermediation

	
[101]

	
[99]

	

	

	
[103]




	
Fraud resistance

	
[104]

	
[99]

	
[90]

	
[102]

	
[104]




	
Privacy

	
[103]

	
[96]

	

	
[90]

	
[105]




	
Confidentiality

	
[105]

	
[90]

	

	
[105]

	




	
Integrity

	




	
– System

	
[101]

	
[105]

	
[90]

	

	
[105]




	
– Data

	
[106]

	
[105]

	
[106]

	

	








Key:   —Better than conventional information systems;   —No significant difference compared with conventional information systems;   —Worse than conventional information systems.











As Table 1 demonstrates both positive and negative outcomes of blockchain solutions compared with conventional information systems in specific scenarios, it is necessary to consider all pertinent features when deciding to implement a blockchain-based solution. In summary, blockchain technology provides better accuracy, interoperability, nonphysicality, self-containment, suitability, accessibility, availability, fault tolerance, robustness, stability, efficiency of read or execute, accountability, auditability, disintermediation, fraud resistance, and integrity, and will ultimately enable a high-level of trust and security compared with conventional information systems.






3. Research Methodology


This paper attempts to identify the stakeholders’ perspective on the severity of payment and related financial issues in the construction industry, the main reasons that contribute to payment issues in the industry at present, and to what extent blockchain and smart contract-based solutions could help to solve payment issues compared with current ICT applications. However, the study does not focus on how cryptocurrencies can be applied in the construction industry.



This research comprises of the three main steps illustrated in Figure 3 and presented below.



	
Literature review






The first phase of the research was a literature review of sources, including journal papers, conference papers, textbooks, white papers, and reputed web articles to identify payment and related financial issues in the construction supply chain and construction industry. Different literature suggests various issues, and the most significant issues were compiled into eleven categories, based on their commonality. Furthermore, the literature review explored the main reasons that influence these issues in the industry, and 34 reasons were identified. The questionnaire for data collection was prepared using the outputs of the literature review.



	
Expert forum






To obtain opinions and inputs, an expert forum was conducted, comprising a representative sample of 24 experts from the Australian construction industry and academics from the construction management domain, as shown in Table 2. The participants can be categorised into three primary groups represented in equal numbers. The first set of participants represented the upstream of the construction supply chain, including a supplier, subcontractors, and sub-subcontractors. The second set of participants represented the downstream of the construction supply chain, including general contractors, clients, consultants, architects, and design engineers. The final set of participants represented university academics with knowledge in construction management, digitalisation, and blockchain technologies. All 24 experts have more than ten years of domain experience.



Prior to the expert forum discussion, an overview of blockchain and smart contract technologies was presented to the participants to enhance their understanding of the technologies. A detailed discussion was also conducted regarding potential blockchain applications, smart contract-enabled solutions, drivers and barriers of the technology, and future directions.



The experts were assisted by researchers in blockchain and construction supply chains, who shared additional information related to blockchain and smart contract technologies during the discussion. Each group was requested to discuss the payment and related financial issues affecting the construction industry and supply chain, and the underpinning reasons for these issues. They also thoroughly discussed ICT and blockchain solutions to mitigate these issues. The expert forum participants provided their feedback by completing a printed questionnaire. The questionnaire covered four areas of concern, with a set of statements for each area. The areas were (a) severity of the payment and related financial issues in the construction industry (11 statements); (b) the main reasons contributing to these issues (34 statements); (c) capability of current ICT applications to solve payment issues (11 statements); and d) potential of blockchain and smart contracts to solve payment issues (11 statements). The participants were required to rank each statement on a five-point Likert scale, with one being the lowest value and five being the highest value.



	
Data analysis






All responses obtained from the questionnaires filled by the expert forum participants were entered into a spreadsheet, and irrelevant data were cleansed. Data analysis was conducted through an overall averaging method for each statement and deriving significant values for each statement. The average of each statement in the areas, severity level of payment and related financial issues, capability of current ICT applications to solve these issues, and potential of blockchain and smart contracts to solve payment issues in the construction industry were identified and mapped on a radar chart for better result representation, as shown in Figure 4. Further, the top ten reasons contributing to payment and related financial issues were identified based on the highest average values out of the 34 statements.




4. Results and Discussion


Literature suggests various payment and related financial issues. These can be categorised into eleven issues: Cash flow issues, cost of finance, cost overrun, long payment cycle, payment disputes, payment hold issues, retention, security of payment issues, payment delays, partial payments, and nonpayments [5,37,40,43,107,108,109,110,111]. As explained in the previous section, the expert forum feedback was analysed and presented in a radar chart in Figure 4. The outermost points of the chart represent the most significant values, and the innermost points represent the least significant values. As shown in Figure 4 (refer to the continuous orange line), cash flow issues, payment delays, cost overrun, payment disputes, long payment cycle, nonpayments, and security of payment issues were ranked as the most significant payment and related financial issues.



Presently, ICT plays a significant role in improving efficiency, and mitigating finance and payment issues in most industries. In Figure 4, the blue dotted line represents the capability of present ICT-based solutions for mitigating payment-related issues in the construction industry. Issues that are under the internal control of the organisation, such as cash flow issues and cost overrun, can be mitigated through present ICT solutions. However, as illustrated in Figure 4, the expert opinion was that the impact of current ICT-based solutions is comparatively inadequate for most payment and related financial issues in the industry. This is due to minimum internal control and high impact to the issues by the involvement of external parties.



In Figure 4, the green dashed line represents the potential of blockchain and smart contracts to solve payment issues. The proximity of the lines representing the present ICT solutions and the potential of blockchain solutions indicates no significant impact from blockchain technology, and the lines which are further apart denote that blockchain technology provides a significant additional level of solution to the respective payment issue. As illustrated in Figure 4, blockchain and smart contract technologies could assist in overcoming payment-related issues, such as partial payments, payment delays, nonpayments, cost of finance, long payment cycle, retention, and security of payment issues, to a great extent. This denotes a significant positive impact on 64% (7/11) of the issues identified from the literature survey. According to expert opinion, payment delay is categorised as the second most significant payment and related financial issue in the industry, and the capability of current ICT applications to solve this issue is low. However, according to the experts, the potential of blockchain and smart contract technologies is significantly high to solve the issue.



Based on the expert opinions, long payment cycle, nonpayments, and security of payment issues were ranked as moderately significant issues. The capability of current ICT applications to solve these issues is also moderate, as shown in Figure 4. However, the potential of blockchain and smart contract technologies is significantly high to solve these three issues. Partial payments, retention, and cost of finance have been identified as payment-related issues in the industry with comparatively low impact compared to the other issues mentioned. According to the expert feedback, current ICT applications can solve these issues to a low or moderate level. These issues can also potentially be solved by blockchain and smart contract technologies better than current ICT applications. Therefore, the overall expert opinion shows significantly higher potential for blockchain and smart contract solutions to overcome payment-related issues in construction compared to current ICT solutions.



As presented in Section 2.1.2, thirty-four items were identified from the literature review as the main reasons behind the payment and related financial issues. If it is possible to eliminate or mitigate these underpinning reasons, it will help to mitigate payment and related financial issues in the construction industry. Most of the underpinning reasons are inherent in the construction industry and are challenging to eliminate using conventional information systems. However, the high level of transparency, trust, accountability, and automation with less human intervention inherent in blockchain and smart contract technologies can address these underpinning reasons. Based on the experts’ feedback, the most significant reasons behind payment and related financial issues out of the 34 identified reasons are ranked as follows:




	
Project delays, due to supply chain issues



	
Complications from contractual conditions



	
Work done exceeds allocated budget



	
Rework, due to errors during construction



	
Disputes over-payment claims



	
Perception in the industry that late payment is acceptable



	
Payment culture of the industry (work first and get paid later)



	
Disputes over the quality of work



	
Improper supervision and financial control



	
Structure of the industry (coordination issues with many parties)








A limitation of the study is the difficulty in validating the expert opinions regarding the potential of blockchain and smart contract applications. This is due to the limited availability of blockchain applications in the construction industry at present. A relatively large pool of interview participants from the industry and academia was selected to redress the subjective bias in expert feedback. Further, the low level of digitalisation of the industry is a barrier to the realisation of the potential benefits of blockchain.




5. Conclusions


Payment and related financial issues have a significant negative impact on the construction industry. It is challenging to directly eliminate the underpinning reasons of payment and related financial issues and provide solutions to these issues. Presently, ICT plays a vast role in mitigating payment and related financial issues in most industries. Novel blockchain and smart contract technologies have significant potential to resolve many payment-related issues through enhanced trust, transparency, accountability, and efficiency. There is a significant positive impact from blockchain and smart contracts to overcome payment-related issues in construction compared with conventional information systems. However, even though cash flow and cost overrun issues were ranked as highly significant payment and related financial issues, the results show that there is no direct positive impact from blockchain technology to solve these two issues. Nevertheless, partial payments, payment delays, nonpayments, cost of finance, long payment cycle, retention, and security of payment issues can be extensively mitigated using blockchain and smart contract technologies.



Many of the significant reasons behind payment and related financial issues identified through this research can be reduced or eliminated by implementing blockchain and smart contract solutions. Optimising the supply chain using blockchain and smart contract technologies will mitigate project delays caused by supply chain issues. For example, smart contracts can be created for contractual agreements and automatically execute when required conditions are met. This will reduce complications from contractual conditions and disputes regarding payment claims. Automatic execution of payment terms will also diminish the industry perception that late payment is acceptable. Although the payment culture of the industry cannot be changed through blockchain, it is likely to speed up payments, due to enhanced transparency, need for accountability, and reduced red tape. Work done exceeding the allocated budget, and improper supervision and financial control can be moderated by implementing smart contracts to monitor budgets and expenses. While rework of errors during construction cannot be mitigated using blockchain, a blockchain-based system can be created to track errors, automatically detect violations, and ensure responsible parties are held accountable. This type of system would also enable the traceability of certifications of quality and provenance of materials through the construction supply chain, and certifications of quantity and quality of work done, thereby stimulating enhanced compliance to standards. The structure of the industry makes it difficult to coordinate among numerous parties using conventional information systems, yet blockchain systems have been demonstrated to handle such complex, network-structured relationships, providing trust, security, and reliability.



This paper is an early-stage outcome of a research study on developing a blockchain-based e-procurement framework for construction supply chains. The research has already modelled construction supply chains by using industry case studies. A future research outcome will be a comprehensive e-procurement framework for the construction industry based on blockchain and smart contract algorithms. A commercially scalable system is expected to be subsequently developed based on the framework. Additionally, the proposed supply chain model will be extended to integrate with related blockchain-based research on construction carbon estimating, building information modelling, construction waste management, and post-contract work and payment certification solutions.



As a concluding remark, the research outcomes demonstrate that blockchain and smart contract powered ICT solutions can significantly contribute to mitigating the payment and related financial issues and many of the significant reasons behind these issues in the construction industry.
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Figure 1. Basic supply chain network of the construction industry. 






Figure 1. Basic supply chain network of the construction industry.



[image: Informatics 08 00036 g001]







[image: Informatics 08 00036 g002 550] 





Figure 2. Peer-to-peer blockchain architecture. Source: Nanayakkara et al. [48]. 
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Figure 3. Research methodology. 
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Figure 4. Mapping of the severity of payment issues, and capability of current ICT applications and potential of blockchain and smart contracts to solve payment issues. 
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Table 2. Classification of expert forum participants.
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	Organisation Category
	Total Participation





	Supplier
	1



	Subcontractor/Sub-subcontractor
	4



	General Contractor
	4



	Consultant
	2



	Design Engineer
	2



	Client
	1



	Academic
	10
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