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Message from the Guest Editors

Dear Colleagues,

Various aspects of the security of wireless communications
are extremely important for the successful operation and
widespread adoption of modern information technologies.
Wireless communications have special requirements and
vulnerabilities, and therefore are of special concern. In
particular, wireless networks are vulnerable to malicious
attacks and the number of potential threats has been
increasing dramatically. Recently, considerable novel
challenges have emerged in view of the rapid growth of
advanced applications of wireless communications in
commercial and industrial domains embracing Wireless
Sensor Networks and the Internet of Things. In order to
overcome these challenges, it is vitally important to
develop a range of novel approaches as well as
sophisticated combinations of useful and efficient security
techniques. Relevant security measures include data
encryption and device and user authentication. Privacy-
preserving data mining is also essential for secure analysis
of the big data pertaining to wireless communications.
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Editor-in-Chief

Prof. Dr. Flavio Canavero
Department of Electronics and
Telecommunications,
Politecnico di Torino, 10129
Torino, Italy

Message from the Editor-in-Chief

Electronics is a multidisciplinary journal designed to
appeal to a diverse audience of research scientists,
practitioners, and developers in academia and industry.
The journal is devoted to fast publication of latest
technological breakthroughs, cutting-edge developments,
and timely reviews of current and emerging technologies
related to the broad field of electronics. Experimental and
theoretical results are published as regular peer-reviewed
articles or as articles within Special Issues guest-edited by
leading experts in selected topics of interest.

an Open Access Journal by MDPI

5.32.6

Author Benefits

Open Access: free for readers, with article processing charges (APC) paid by authors or
their institutions.
High Visibility: indexed within Scopus, SCIE (Web of Science),
CAPlus / SciFinder, Inspec, Ei Compendex and other databases.
Journal Rank: JCR - Q2 (Physics, Applied) / CiteScore - Q2 (Control and Systems
Engineering)

Contact Us

Electronics Editorial Office
MDPI, Grosspeteranlage 5
4052 Basel, Switzerland

Tel: +41 61 683 77 34
www.mdpi.com

mdpi.com/journal/electronics
electronics@mdpi.com

@electronicsMDPI

https://www.mdpi.com/openaccess
http://www.mdpi.com/journal/electronics/apc
https://www.scopus.com/sourceid/21100829272
https://mjl.clarivate.com/search-results?issn=2079-9292&hide_exact_match_fl=true&utm_source=mjl&utm_medium=share-by-link&utm_campaign=search-results-share-this-journal
https://sso.cas.org/as/authorization.oauth2?response_type=code&client_id=scifinder-n&redirect_uri=https%253A%252F%252Fscifinder-n.cas.org%252Fpa%252Foidc%252Fcb&state=eyJ6aXAiOiJERUYiLCJhbGciOiJkaXIiLCJlbmMiOiJBMTI4Q0JDLUhTMjU2Iiwia2lkIjoianMiLCJzdWZmaXgiOiJUYWozcGUu
https://inspec-direct.theiet.org/
https://www.engineeringvillage.com/home.url
https://www.mdpi.com/journal/electronics/indexing
https://mdpi.com
https://mdpi.com/journal/electronics

	Security of Wireless Communications

