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Message from the Guest Editor

In this Special Issue, the editor aims at presenting the IIoT
and its place during the industrial revolution (Industry 4.0),
while our world is being transformed into a better,
comfortable, safer, automated, and sustainable one. This
Special Issue will cover the cross-relations and implications
of IIoT with existing wired/wireless
communication/networking and safety technologies of the
Industrial Networks, especially from a cybersecurity point
of view. The cybersecurity-related needs/requirements of
IIoT users (including GDPR-related implications and
concerns) and the services that might address these needs
will be a topic of interest. User privacy, data ownership, and
proprietary information handling related to IIoT networks
will also be investigated. The well-famed trio of
cybersecurity, intrusion-prevention, -detection, and -
mitigation will also be considered for IIoT networks.
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Message from the Editor-in-Chief

Sensors is a leading journal devoted to fast publication of
the latest achievements of technological developments
and scientific research in the huge area of physical,
chemical and biochemical sensors, including remote
sensing and sensor networks. Both experimental and
theoretical papers are published, including all aspects of
sensor design, technology, proof of concept and
application. Sensors organizes Special Issues devoted to
specific sensing areas and applications each year.
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